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Design of Splunk Platform based Big Data Analysis System
for Objectionable Information Detection
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Abstract The Internet of Things (loT), which is emerging as a future economic growth engine, has
been actively introduced in areas close to our daily lives. However, there are still 10T security threats
that need to be resolved. In particular, with the spread of smart homes and smart cities, an explosive
amount of closed-circuit televisions (CCTVs) have been installed. The Internet protocol (IP) information
and even port numbers assigned to CCTVs are open to the public via search engines of web portals or
on social media platforms, such as Facebook and Twitter; even with simple tools these pieces of
information can be easily hacked. For this reason, a big-data analytics system is needed, capable of
supporting quick responses against data, that can potentially contain risk factors to security or illegal
websites that may cause social problems, by assisting in analyzing data collected by search engines and
social media platforms, frequently utilized by Internet users, as well as data on illegal websites.
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Fig. 1. Architecture of proposal big data analysis system
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Table 1. Parameter for using data throughput
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Fig. 2. Data throughput 5.
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