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Abstract  In IEEE 802.11 wireless LANs, when a source node with low data rate occupies the channel resource for a long 

time, network performance degrades. In order to improve performance, the cooperative communication has been proposed. In 

the previous cooperative communication protocols, relay nodes deliver data packets only for a source node. In this paper, we 

propose an additional transmission scheme in which relay nodes select an additional source node based on several information 

and deliver data packets for the original source node and the selected additional source node. The proposed scheme improves 

performance and provides fairness among source nodes. Performance of the proposed scheme is investigated by simulation. Our 

results show that the proposed scheme outperforms the previous protocol in terms of fairness index and throughput.
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1. Introduction

The IEEE 802.11 wireless LAN is widely used for wireless 

access due to its easy deployment and low cost. The IEEE 

802.11 standard defines a medium access control (MAC) 

protocol for sharing the channel among nodes [1, 2]. The 

distributed coordination function (DCF) was designed for a 

contention-based channel access. The DCF has two data 

transmission methods: the default basic access and optional 

RTS/CTS (request-to-send/clear-to-send) access. The basic 

access method uses the two-way handshaking (DATA-ACK) 

mechanism. The RTS/CTS access method uses the four-way 

handshaking (RTS-CTS-DATA- ACK) mechanism to reserve 

the channel before transmitting long data packets. This 

technique is introduced to avoid the hidden terminal 

problem.

IEEE 802.11 DCF is essentially carrier sense multiple access 

with collision avoidance (CSMA/CA). Packet collisions on the 

medium are resolved using a binary exponential backoff 

algorithm. A node with a packet to transmit shall ensure that 

the medium is idle before attempting to transmit. It selects a 

random backoff counter less than the current contention 

window based on the uniform distribution, and then decreases 

the backoff counter by one at each slot when the medium is 

idle. If the medium is busy, the node defers until the end of 

the current transmission. A node transmits a packet when its 

backoff counter reaches zero.

The most fundamental method available to enhance the 

capacity of wireless LAN is providing higher transmission 

rate at the physical layer. IEEE 802.11a/b/g were 

standardized to expand the physical layer capable of 

offering higher transmission rates. These standards provide 

multiple transmission rates, which can be changed 

dynamically according to the channel condition. To utilize 

several rates, it is required to deploy rate adaptation 

schemes at the MAC layer [3].

Cooperative communication was introduced to improve the 

overall performance of wireless LANs with the support of 

relay nodes with higher data rates [4]. Cooperative 

communication is based on the fact that transmission is 

significantly faster when sending data packets to a destination 

node through a relay node with a higher data rate, rather 

than sending data directly to the destination node at a low 

data rate. To apply cooperative communication in wireless 

LANs, several MAC protocols have been proposed [4-10].

In the cooperative communications, a source node 

determines based on the channel conditions whether to 

transmit its own data packets via direct communications 

between source node and destination node or via cooperative 

communications between source node, relay node and 

destination node [4-10]. If the channel conditions between a 
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relay node and the destination node is more favorable than 

that of the source node and the destination node, then the 

source node selects the cooperative communications, rather 

than direct communications. In the CoopMAC protocol, each 

node maintains a table containing information such as data 

transmission rate between nodes [4]. When a source node has 

data packets to transmit, it selects a node with the least 

packet transmission time as a relay node. After that, the 

source node sends CoopRTS packets to the relay node. The 

selected relay node checks if it can provide the cooperative 

service. If so, then it sends a HTS (Helper ready To Send) 

packet. The destination node sends a CTS packet to the 

source node. After receiving the CTS packet, the source node 

sends data packets to the relay node, and then the relay node 

delivers the data packets to the destination node. 

The rDCF protocol has similar concept to the CoopMAC 

protocol [5]. The biggest difference between the two 

protocols is the method of updating tables. In the CoopMAC 

protocol, based on the signal strength of packets received 

from nodes, data transmission rate is estimated and recorded. 

However, in rDCF, the node manages the process by using 

data transmission rate included in CTS packets.

In existing cooperative communications MAC protocols, a 

source node selects a node with the best throughput as a 

relay node and then transfers data packets. In these protocols, 

a relay node only transfers data packets transmitted from the 

source node. To improve performance of the existing 

cooperative communications MAC protocols, MSN (Multi- 

Source Node) protocol was proposed [11]. A relay node 

selected in the MSN protocol transmits data packets 

transmitted by the source node to the destination node. In 

addition, it relays data packets additionally from a node with 

the best transmission rate among neighboring nodes. From 

now on, for the sake of clarification of terms, we call a node, 

which acquires the channel access right and transmits data 

packets, as an original source node, while a node, which is 

selected by a relay node for additional transmission, is called 

as an additional source node.

When a relay node selects an additional source node in 

MSN protocol, it uses transmission rate only. Since the relay 

node does not check whether there is any data packet in a 

neighboring node, if there is no data packet to transmit in the 

selected additional source node, the channel is wasted. In 

addition, as it selects a neighboring node with the highest 

transmission rate as an additional source node, any node with 

low transmission rate does not have opportunity to be 

selected, thus a fairness issue occurs among neighboring 

nodes.

In this paper, we propose a protocol of selecting additional 

source nodes by taking into account not only the transmission 

rate, but also the other information to solve issues inherent of 

the MSN protocol. The proposed protocol is called as FEAT 

(Fairness Enhancement based on Additional Transmission) 

protocol.

This paper is composed of as follows: Section 2 describes 

briefly the MSN protocol, which uses additional data 

transmission to improve performance of the cooperative 

communications MAC protocol. Section 3 explains the 

operational processes of the proposed protocol in detail. 

Section 4 describes the simulation results and Section 5 

shows the conclusion.

2. MSN Protocol

In the MSN protocol, each node maintains a table for the 

selection of relay nodes and additional source nodes. This 

table includes MAC addresses and information on 

transmission rates of neighboring nodes.

To acquire channel access rights, each node acts like a 

DCF. Any node which acquires the channel access right 

becomes an original source node and determines whether to 

transmit data packets in direct communications or 

cooperative communications. If it selects the direct 

communications, then the original source node acts as a DCF 

and sends a data packet to the destination node.

If the original source node selects the cooperative 

communications, then it transmits a cRTS (Cooperative RTS) 

packet to the destination node and the selected relay node. 

The destination node, which receives the cRTS packet, sends 

a cCTS (Cooperative CTS) packet to the original source node 

and the relay node. The relay node, which receives the cRTS 

packet and the cCTS packet, selects an additional source 

node to transmit additional data packets. A node with the 

highest data transmission rate among neighboring nodes 

included in the table maintained by the relay node is 

selected as the additional source node. The relay node sends 

a FAS (Find Another Source) packet to the selected 

additional source node. The additional source node, which 

receives a FAS packet, sends a FAS-ACK packet. The FAS 

packet transmitted by the relay node is also received by the 

original source node. By receiving the FAS packet, the 

original source node recognizes the additional source node, 

and waits for a time period during which the transmission of 

a FAS-ACK packet is ensured, and then sends its data 

packets to the relay node. The relay node, which receives 

the data packets from the original source node, sends an 

ACK packet. After receiving the ACK packet, the additional 
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Fig. 2 Format of the Neighboring Node Table

Fig. 1 Cooperative communication procedure in MSN protocol

source node sends its data packets to the relay node. The 

relay node is also sending an ACK packet to the additional 

source node. The relay node, which receives data packets 

from both the original source node and the additional source 

node, sends the data packets to the destination node by 

turns.

Fig. 1 shows an example of cooperative communications 

procedure of the MSN protocol. This figure shows two 

source nodes (S1 and S2), a destination node (D), and a 

relay node (R). Through the backoff process, S1 acquires 

the channel access right and becomes the original source 

node. S1 transmits a cRTS packet to D. D sends a cCTS 

packet. R, which receives both cRTS packet and cCTS 

packet, looks up its table to select an additional source 

node. Then, it selects a node with the highest transmission 

rate among neighboring nodes as the additional source node. 

In here, the selected additional source node is S2. After 

that, R transmits a FAS packet to S2. After receiving the 

FAS packet, S2 sends a FAS-ACK packet. And then S1 

sends its own data packets to R. In addition, S2 sends its 

own data packets to R. After receiving the data packets 

from S1 and S2, R sends the packets to D in sequence.

3. Proposed FEAT Protocol

The proposed FEAT protocol determines whether to send 

data packets via direct communications or cooperative 

communications. To select an additional source node in the 

cooperative communications, each node maintains a table of 

neighboring nodes. Fig. 2 shows the format for a neighboring 

node table.

When neighboring nodes transmit packets such as RTS, 

CTS, DATA, or ACK, each node overhears it and updates the 

neighboring node table. In the neighboring node table, there 

are information on six fields. Information in the first two 

fields contains MAC addresses of the source node and the 

destination node contained in packets transmitted. In the time 

field, the time of the last packet received from each 

neighboring node is recorded. If there is no new packet 

received for a certain period of time, then information on the 

relevant node is deleted. In the transmission rate field, 

transmission rate (TRS,D) between the source node S and the 

destination node D is stored. The number of residual packets 

means the number of data packets in queues of a neighboring 

node. For this, the neighboring node always sends packets by 

inserting information on the number of residual packets. The 

number of non-selections contained in the last field shows 

how many times the node is not consecutively selected as the 

additional source node. More details on each field are 

explained later.

Like other existing protocols, the proposed protocol 

supports both direct communications and cooperative 

communications. The original source node, which acquires 

channel access right determines whether to send data packets 

in direct communications or cooperative communications by 

calculating the packet transmission time.

The packet transmission time (TXS→D) required when 

transmitting data packets in direct communications is as 

follows:

DS
DS TR

LTX
,

=→
                     (1)

The packet transmission time (TXS→i→D) required when 

transmitting data packets in cooperative communications via 

neighboring node i is as follows:

r
DiiS

DiS t
TR

L
TR

LTX ++=→→
,,     (2)

where, L is the size of a packet in bits. tr is the overhead 

of a relayed data packet. S→i→D means that the source 
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Fig. 4 Cooperative Communication Procedure When There is 

No Additional Source Node

node S sends data packets to a neighboring node i, and 

then the node i sends the packets to the destination node 

D.

After computing the transmission time required in direct 

communications or cooperative communications by the 

original source node, the results are compared each other. If 

the transmission time of the direct communications is smaller 

than that of the cooperative communications, then the 

original source node sends the data packets to the 

destination node via direct communications. If the 

transmission time of the cooperative communications is 

smaller than that of the direct communications, then the 

original source node selects a neighboring node i as a relay 

node and sends the data packets to the destination node via 

cooperative communications.

Fig. 3 Direct Communication Procedure

Fig. 3 shows an example of direct communications 

procedure of the FEAT protocol. Its transmission process of 

data packets is identical to that of the standard DCF. The 

figure shows two source node (S1, S2), a destination node 

(D), and a relay node (R). After S1 acquires the channel 

access right through backoff process, it sends a RTS packet 

to D. Then D sends a CTS packet. R or S2 receiving the RTS 

or CTS packet sets its own NAV (Network Allocation Vector) 

and does not participate in the data packet transmission 

process. After S1 receives the CTS packet, it sends a data 

packet, and D sends an ACK packet to complete the process 

of transmitting data packets.

If the original source node decides to send data packets 

via cooperative communications, then it acts as the CoopMAC 

protocol and sends a data packet via a relay node to the 

destination node. After the original source node completes 

the transmission of the data packet, the relay node selects 

an additional source node. If any additional source node is 

not selected, then the relay node does not perform anything 

anymore. Thus, the channel is in idle state during the DIFS 

(DCF Inter-Frame Spacing) period, every node starts the 

backoff algorithm for channel contention.

Fig. 4 shows the cooperative communications procedure 

when any additional source node is not selected. S1 

transmits a cRTS packet to R. After receiving the cRTS 

packet, R sends a HTS packet to S1 and D, respectively. D 

sends a cCTS packet to S1. After receiving the cCTS packet, 

S1 sends a data packet to R. Then, R sends the packet again 

to D, which sends an ACK packet. In this way, the 

cooperative communications process for the data from the 

original source node is finished. After that, R selects an 

additional source node. However, in here, as any additional 

source node is not selected, the relay node is not performing 

any action any more. Thus, every node starts its own backoff 

process after the DFIS period. After receiving the cRTS 

packet, S2 sets its own NAV, and does not participate in the 

cooperative communications process. 

When an additional source node is selected, another 

cooperative communication is conducted to deliver data in 

the additional source node. The relay node transmits a 

polling packet to the additional source node. The additional 

source node sends a data packet to the relay node, which in 

turn sends the packet to the destination node. In this way, the 

cooperative communications process for additional transmission 

is finished.

Fig. 5 shows the cooperative communications procedure 

when an additional source node is selected. After completing 

the transmission of the data packet of the original source 

node S1, the transmission process of the data packet of the 

selected additional source node S2 is started. R sends a 

polling packet to S2. Then, S2 sends its own data packets 

to R, which in turn sends the data to D. After that, D 

sends an ACK packet and terminates the cooperative 

communications process. After receiving the poll S2 packet, 

S1 sets its own NAV, and does not participate in the 
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Fig. 5 Cooperative Communication Procedure When There is 

An Additional Source Node

cooperative communications process any more.

From now on, we discuss the method of selecting an 

additional source node by a relay node in the proposed 

FEAT protocol.

If there is no information in the neighboring node table 

or the number of residual packets in every node in the 

neighboring node table is 0, then it means that there is no 

neighboring node which needs the additional transmission. 

Therefore, the relay node does not select any additional 

source node. If there is any neighboring node, of which the 

number of residual packets is one or more, then the relay 

node selects an additional source node among them.

To select an additional source node, the relay node uses 

NSW(Node Selection Weight) value. NSWof a neighboring 

node i listed in the neighboring node table is as follows:

  
)1(, +××= ii

xma

Ri
i NSRP

TR
TR

NSW
     (3)

where, TRi,R is the data transmission rate between the relay 

node R and a neighboring node i, and TRmax shows the 

highest data transmission rate among neighboring nodes, of 

which the number of residual packets is one or more as 

shown in the following equation:

 
}{max ,RiViaxm TRTR

R∈
=

                (4)

where, VR is a set of neighboring nodes of the relay node 

R, of which the number of residual packets is one or more.

RPi and NSi are the number of residual packets and that 

of non-selections of a neighboring node i listed in the 

neighboring node table. Default value of NSi is 0. If a 

neighboring node i is selected by the relay node as an 

additional source node, then NSi is initialized to 0, and if 

not selected, then it increases by one.

The NSW value is made of three parts. The first part is 

granted with a higher weight as the data transmission rate 

becomes higher among neighboring nodes of the relay node. 

The second part has a higher weight as the number of 

residual packets is larger. The purpose of this is to provide 

QoS (Quality of Service) by preventing overflow with more 

data transmission opportunities when the number of data 

packets in a queue is larger. The third part is endowed 

with a larger weight, when it is not selected as an 

additional source node consecutively.

The relay node selects a neighboring node with the 

largest NSW value as the additional source node.

4. Simulation Results

In this section, we discuss the simulation results of the 

proposed FEAT protocol. To study the performance of the 

FEAT protocol, we actually implemented the protocol. We 

compared the results to the results of the MSN protocol. 

We simulated an IEEE 802.11g network with a data rate of 

54 Mbps and control rate of 6 Mbps. A constant data 

packet size of 1,000 bytes was used.

Fig. 6 Simulation Topology

Topology used in the simulation is as shown in Fig. 6. We 

considered a single hop topology. The topology is made of a 

destination node (D), a relay node (R), and the variable 

number of source nodes. The source nodes are divided into 

two groups (Group 1 and Group 2). The transmission rate 

between source nodes belonged to Group 1 and a relay node 

is 48 Mbps, while that between source nodes belonged to 

Group 2 and a relay node is 54 Mbps. In addition, the 
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transmission rate between each group and the destination 

node is 18 Mbps and 24 Mbps, respectively. The transmission 

rate between the relay node and the destination node is 54 

Mbps.

To generate data packets, we use a saturated traffic 

model. The saturated traffic model is a model full of data 

packets in each queue of every node all the time.

Major performance factors include throughput and fairness 

index. The fairness index is a criterion showing how fair the 

nodes are. In the paper, the following Jain’s fairness index is 

used [12]:

∑

∑

=

=

⋅
= N

i
i

N

i
i

xN

x
FI

1

2

2

1
)(

                               (5)

where, xi is the throughput of node i and N is the number 

of nodes in the network. The perfect fairness index value is 

1, and as the fairness is degraded, the value is moving 

towards zero.

Figs. 7 and 8 show the results of a simulation topology 

in which the number of nodes belonged in each source 

group is identical. For example, if the number of nodes on 

the X-axis in the figures is 18, then the number of nodes 

of each group is 9.
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Fig. 7 Fairness Index According to the Number of Nodes 

When Two Groups have the Same Number of Nodes

Fig. 7 shows the fairness index following the increasing 

number of nodes. The proposed FEAT protocol has a fairness 

index of nearly one regardless of the number of nodes. 

However, the MSN protocol has a fairness index of around 

0.8. In the proposed protocol, the relay node uses NSW value 

of Equation (3) to select an additional source node. 

Regardless of a node group, each node can be selected as an 

additional source node equitably. Thus, the fairness index of 

the proposed protocol approaches one. In the MSN protocol, 

additional source nodes are selected by data transmission 

rate of the source node, so only source nodes belonged to 

Group 2 can be selected. Therefore, its fairness index is low. 

However, regardless of the number of nodes, each node has 

a constant fairness index, because the ratio of the number of 

nodes belonged to the two groups is same.

Fig. 8 shows the change of average throughput per node 

following the increasing number of nodes. As the number of 

nodes is increasing, throughputs from both the FEAT 

protocol and the MSN protocol become smaller and smaller. 

As the maximum capacity of network is fixed, several nodes 

have to share channel, so the average throughput per node 

becomes smaller and smaller. As shown in the figure, there 

is almost no difference between throughputs of the 

proposed protocol and the MSN protocol.
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Fig. 8 Per-Node Throughput According to the Number of 

Nodes When Two Groups have the Same Number of 

Nodes
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Fig. 9 Fairness Index According to the Number of Nodes 

When There are 3 Nodes in Group 1
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Fig. 10 Per-Node Throughput According to the Number of 

Nodes When There are 3 Nodes in Group 1

Figs. 9 and 10 show the results of a simulation topology, 

of which the number of nodes belonged to Group 1 is set 

at three, while that of nodes belonged to Group 2 is 

configured variably. For example, in the figures, if the 

number of nodes on the X-axis is 18, then the number of 

nodes in Group 1 is three and that of nodes in Group 2 is 

15.

Fig. 9 shows the change of fairness indices following the 

increasing number of nodes in Group 2. Since the proposed 

FEAT protocol selects additional source nodes equitably all 

the time as explained in Fig. 7, the fairness index is nearly 

one regardless of the number of nodes. However, in the MSN 

protocol, the fairness index becomes better following the 

increasing number of nodes unlike the results shown in Fig. 

7. In the simulation, the increasing number of nodes means 

the increasing number of nodes belonged to Group 2. Thus, 

the impact of nodes belonged to Group 1 on the fairness 

index becomes reducing, while that of nodes belonged to 

Group 2 tends to increase. As a result, if the number of 

nodes is large, then most nodes in the network belong to 

Group 2 and have channel contentions between the nodes. 

Since the nodes belonged to Group 2 have the same data 

transmission rate, their fairness tend to improve.

Fig. 10 shows the average throughputs per node following 

the increasing number of nodes. As explained in Fig. 8, as 

the number of nodes increases, their throughputs tend to 

reduce in both the FEAT protocol and the MSN protocol. In 

Fig. 8 and Fig. 10, the throughput graphs look similar. 

When comparing numerically, the result in Fig. 10 is slightly 

better. The reason is that the number of nodes belonged to 

Group 2 in Fig. 10 is larger than that of nodes belonged to 

Group 2 in Fig. 8. In other words, Fig. 10 has more nodes 

with higher data transmission rate. However, as the 

difference in transmission rate between the two groups is 

small (48 Mbps and 54 Mbps, respectively), the difference of 

throughputs is also not large enough.

5. Conclusion

Since only data packets of the source node are 

transmitted in existing cooperative communications protocols, 

the performance improvement is not big enough. In the 

cooperative communications, the proposed FEAT protocol 

selects an additional source node to transmit data 

additionally and, as a result, it improve the performance. In 

addition, since the proposed protocol takes into account 

diverse factors when selecting an additional source node, it 

improve the fairness between nodes. Results of the 

simulation show that the proposed protocol is very efficient 

and has good performance.
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