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CREEC: Chain Routing with Even Energy Consumption

Jisoo Shin and Changjin Suh

Abstract: A convergecast is a popular routing scheme in wireless
sensor networks (WSNs) in which every sensor node periodically
forwards measured data along configured routing paths to a base
station (BS). Prolonging lifetimes in energy-limited WSNs is an im-
portant issue because the lifetime of a WSN influences on its qual-
ity and price. Low-energy adaptive clustering hierarchy (LEACH)
was the first attempt at solving this lifetime problem in converge-
cast WSNs, and it was followed by other solutions including power
efficient gathering in sensor information systems (PEGASIS) and
power efficient data gathering and aggregation protecol (PEDAP).

Our solution—chain routing with even energy consumption
(CREEC)—solves this problem by achieving longer average life-
times using two strategies: i) Maximizing the fairness of energy
distribution at every sensor node and ii} running a feedback mech-
anism that utilizes a preliminary simulation of energy consumption
to save energy for depleted sensor nodes.

Simulation results confirm that CREEC outperforms all previ-
ous solutions such as LEACH, PEGASIS, PEDAP, and PEDAP-
power aware (PA) with respect to the first node death and the aver-
age lifetime. CREEC performs very well at all WSN sizes, BS dis-
tances and battery capacities with an increased convergecast delay.

Index Terms: Chain, chain routing with even energy consumption
(CREEC), fair energy consumption, Kruskal’s minimum spanning
tree (MST), low-energy adaptive clustering hierarchy (LEACH),
link swap, wireless sensor networks (WSNs).

1. INTRODUCTION

Wireless sensor networks (WSNs) use distributed sensor
nodes to monitor various conditions of remote locations such
as temperature, sound, vibration, pressure, motion and pol-
lutants. A WSN is configured autonomously by sensor nodes
equipped with sensing, computing and wireless communication
capabilities [1]-[3]. WSNs have many variants depending on ap-
plications and environments [4]-[6].

Maintaining a long lifetime is important to overcome the lim-
ited and non-refilled battery equipped in sensor nodes. Heinzel-
man et al. |7) proposed low-energy adaptive clustering hierar-
chy (LEACH) that performs the “full-fusion convergecast” rout-
ing to extend WSN lifetime.

We would like to introduce our WSN model and related termi-
nologies. A WSN is assumed to have a remote base station(BS)
as shown in Fig. 1. A BS is an intelligent gateway node to
the outside of a WSN and is accessed by WSN operators. A
BS is equipped with unlimited electricity and high computation
power. Sensor nodes can adjust transmission power according to
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Fig. 1. Description of a WSN.

their transmission radius. In this paper, a node means a sensor
node excluding a BS.

A convergecast is the routing that every sensor node period-
ically forwards measured data to the BS along configured rout-
ing paths. Full-fusion or perfect fusion means that many b-bit
packets can be compressed into a single b-bit packet. The full-
fusion is used to collect maximum, minimum, total and average
values of sensed data. Due to its simpleness, the full-fusion rout-
ing has attracted many researcher’s interest {7]-[9]. A general
fusion-rate WSN routing model [10] can be built with properly
combining a few full-fusion WSN routing solutions.

To save energy in a convergecast, every node transmits a sin-
gle packet along the routing path after merging all received
packets and its own measured data. Fig. 2 introduces popular
types of the routing topology in WSNs—a hierarchical topology,
a spanning tree, and a chain in Figs. 2(a), 2(b), and 2(c), respec-
tively. In these figures, each routing path connects 17 small cir-
cles representing 17 sensor nodes in a square sensor field below
the BS. All packets are forwarded to the BS along the directed
links in Fig. 2.

We call ‘throwing’ which is transmitting a packet directly to
the BS. A throwing node is represented by a dotted circle in
Fig. 2. Four throwing nodes appear in Fig. 2(a), which are clus-
ter heads in charge of each cluster. Note the throwing distances
to the BS outside the sensor field are very long. To get over long
throwing distances, a full-fusion WSN prefers to have a single
throwing node.

Chain routing with even energy consumption (CREEC)
achieves a longer average lifetime with a few strategies using
centralized control at the BS. The BS calculates the routing
paths and schedules throwings. In CREEC, the BS has impor-
tant roles to predict and simulate energy consumption at every
node. As well, CREEC uses a strategy to maintain two rules.
They are i) to maximize the fairness of energy distribution, and
il) to minimize the total energy consumption if energy mini-
mization does not damage the rule i). CREEC also uses a feed-
back mechanism of energy distribution. The BS calculates the
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Fig. 2. WSN routing topologies: (a) A hierarchical topology (LEACH,
HPEGASIS,COSEN, CMST-DC), (b} a tree (PEDAP, PEDAP-PA), (c)
a chain (PEGASIS, CREEC).

consumed energy at all nodes, and the energy distribution is
used when re-building a chain so that the BS assigns light roles
to energy-depleted nodes and heavy jobs to energy-sufficient
nodes.

To implement these strategies, we propose the following tac-
tics. CREEC separately defines two types of transmission—
throwing directly sent to the BS and ‘forwarding’ to a neigh-
bor node. CREEC compels all nodes to spend the same amount
of throwing energy F;x and forwarding energy Ef,,. The fair
throwing energy distribution is achieved by assigning the num-
ber of throwing inversely proportional to the one-time throwing
energy at each node.

We also develop an enhanced chain algorithm that produces
shorter lengths and fairer energy consumption. We define a node
degree as the number of neighbor nodes in the established span-
ning tree or chain. In a chain, all non-leaf nodes have the node
degree of 2. A chain is longer than the minimum spanning tree
(MST), but is easier for energy control due to the strict and uni-
form node degree constraint.

The chains generated by CREEC are so excellent that many
chain based routing schemes {9], [11], [12] become better by
simply substituting our chain. Our chain algorithm works good
too in case when chains are used for other purposes - for auto-
matically dividing all nodes into clusters [9], [12].

The paper is organized as follows. Section II introduces re-
lated researches. Section III defines WSN modeling and as-
sumption. Section IV describes and explains the CREEC algo-
rithm and operation. Section V presents and analyzes our simu-
lation results compared with competing routing schemes. Lastly
Section VI concludes our work.

II. RELATED RESEARCHES

This section introduces publications about the full-fusion con-
vergecast WSN routing. Fig. 2 shows the classification of rout-
ing schemes. A full-fusion convergecast problem can be clas-
sified according to the use of hierarchy. Hierarchical routing in
Fig. 2(a) is proposed to reduce the routing calculation complex-
ity and the delay for a convergecast. A hierarchical WSN has
three basic node levels. They are non-cluster head nodes, clus-
ter heads and the BS. A cluster head is in charge of a cluster.
The cluster head collects all data in its cluster and sends the

merged data to the BS. To consider that a cluster head consumes
much energy for the cluster management, cluster heads have
to be updated frequently. And so do the routing paths. In non-
hierarchical routing, on the other hand, a routing path is used
for a long time. A tree topology and a chain topology are used
as shown in Figs. 2(b) and 2(c), respectively. We skip the star
topology which is sometimes used for simple but cheap prod-
ucts.

Let us introduce a few hierarchical routing algorithms.
Heinzelman et al. [7] proposed a full-fusion convergecast
WSN lifetime problem after modeling a WSN, and announced
LEACH as a solution. LEACH uses a three-level hierarchical
routing including the BS level, organizing a two-stage star topol-
ogy in Fig. 2(a). Every non-cluster head node in LEACH sends
measured data to the BS via the selected cluster heads. Dividing
into clusters and choosing cluster heads are determined distribu-
tively in the first version [7] and centralized at the BS in later one
[13]. We call a ‘round’ of convergecast collecting measured data
from all nodes to the BS. LEACH uses ‘super rounds’. When a
new super round begins, cluster heads are updated and new paths
via the new cluster heads are constructed. Later, LEACH’s vari-
ants showed up depending how to cover a cluster. A chain is
used in chain oriented sensor network for efficient data collec-
tion (COSEN) [11], and a tree is used in cluster-based minimal
spanning tree with degree-constrained (CMST-DC) [14].

Lindsey et al. [9] enhance the hierarchical routing from
LEACH in two ways—hierarchical power efficient gathering
in sensor information systems (HPEGASIS)] and HPEGA-
SIS2. They proposed an idea to use a chain in dividing a sen-
sor field into a few virtual clusters. HPEGASIS1 builds a tree of
([logy Ng]+1)-level hierarchy including the BS level in an N -
node WSN. Assume there are 16 nodes in a WSN and they are
termed as 1,2, 3, -+, 16 along the chain. At each level, group-
ing is made such as {(1,2),(3,4),---,(15,16)} at first and
{({1,2),(3,4)),---,((13,14),(15,16))},- - -. And a head is se-
lected at every hierarchical group. In HPEGASIS1 the nodes
1,2,---,16 sequentially perform throwing. HPEGASISI pro-
poses a simple rule for a given throwing node how to select a
head at every level.

HPEGASIS?2 generates a 4-level hierarchy compared to the
3-level in LEACH. A single master cluster head adds an extra
level. It collects every cluster head’s data and performs throw-
ing to the BS. HPEGASIS?2 is a generalized version of HPEGA-
SIS1 in that a group size is relieved from 2 to a general one. It
is reported that HPEGASIS2 can be improved by selecting the
cluster head and master cluster head as the node whose residual
energy is the largest [12].

The next routing category is a tree topology without a hier-
archy. Power efficient data gathering and aggregation protocol
(PEDAP) [8] uses the MSTs as in Fig. 2(b) to minimize the total
transmission energy. In PEDAP, the nearest node to the BS be-
comes a throwing node and maintain throwing until it dies. This
rule results in frequent reconfigurations due to the early death
of throwing nodes, because throwing operation requires heavy
transmission energy.

In PEDAP, the BS calculates the MST in the weighed graph
in which every wireless link [{k, j) with a distance d(k, j) has
the link weight C'(k, j) according to (1). C(k, j) indicates the
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transceiving energy of a b-bit packet through {(k, 7). B in (1)
means the BS. (1) includes two physical constants F .. and
Eamp-

2Eelecb + Eampbd‘z(ka ]) ﬁj % B,

‘ 1
Boloch + Eampbd?(k, B) if j = B. )

C(’w’)={

PEDAP has a power-awareness option called PEDAP-power
aware (PA). PEDAP-PA ftries to achieve fairer energy consump-
tion at every node by sacrificing the minimum tree length. In
PEDAP-PA, the BS is aware of the current energy level ¢, at
every node k. PEDAP-PA modifies the given graph by dividing
the right expression in (1) by ej. The inserted 1/ej term helps
energy saving in relatively depleted nodes and thus contributes
fairer energy consumption. PEDAP-PA unfortunately uses dis-
torted link weights that do not represent the real energy con-
sumption. So the generated trees are larger than the MST. Both
PEDAP and PEDAP-PA have seriously unfair energy distribu-
tion at every node.

A chain topology in Fig. 2(c) is the last routing category.
Power efficient gathering in sensor information systems (PEGA-
SIS) [9] and our CREEC belong to this category. PEGASIS gen-
erates a chain by using slightly modified Prim’s MST algorithm
{15] to keep the node degree 2 at a non-leaf node. In PEGA-
SIS, throwings are accomplished fairly in accordance with the
order of nodes along the chain. PEGASIS chains are used to
have long links especially at a few of last choices. It is because
of the limitation of greedy algorithm that PEGASIS’s chains are
not allowed to revoke the already selected links. A non-greedy
MEDC algorithm [12] generates shorter chains than PEGASIS
chains.

1. WSN MODELING

This section describes modeling of convergecast WSNs. It
deals with WSN environments, sensor nodes and energy con-
sumption mostly cited from [7]. We recommend to be ac-
quainted with notations in Fig. 1 in advance.

e WSN: A WSN consists of the Nz number of non-mobile
nodes and a fixed BS. Nodes are distributed randomly within
a square WSN field. The BS is located away from the WSN
field.

o BS: The BS has powerful CPUs, enough memory and a
rechargeable battery. It collects every node’s measured data
and manages a WSN. It may generate routing trees, and an-
nounce to every node all necessary routing hops for con-
vergecasts.

e Nodes: Each node is homogeneously equipped with sen-
sors, an intensity-controlled transmitter, a receiver and a
non-refilled battery. A node measures transmission and re-
ception energy exactly by using modern wireless transmis-
sion technologies {16].

o Node lifetime: Nodes begin with the same initial energy
level . Completely depleted nodes stop operation and are
removed from the routing tree. A new reconfigured tree is
generated automatically.

e Perfect fusion: Each node generates and sends a single b-
bit packet. A forwarding node compresses all received b-bit
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packets and its own sensing data into a b-bit packet.

e Energy modeling: A node consumes energy E; and E,
for transmitting and receiving a b-bit packet respectively as
shown in (2) and (3) [7]. d means transmission distance. We
use Egjec as 50 nJ/bit, Eqmyp as 0.1 nl/bit/m?, and the packet
length b as 2000 bits. We ignore energy for reconfiguring
routing trees, sensing and data fusion.

Ey(d*) = Eelech + Eampbd®
Er = Eelecb-

@)
3

and

Some routing schemes may require extra functions to achieve
better performance. We list those functions and names in paren-
theses.
¢ A node can measure the residual battery level exactly
(PEDAP-PA).

e The BS calculates and stores transceiving energy spent at
every node and foresees the future energy level through a
simulation. (CREEC)

IV. CREEC

This section defines and explains CREEC. Subsection IV-A
summarizes basic operations and introduces strategies and oper-
ation required. CREEC mathematically defines forwarding and
throwing separately. Subsection IV-B deals with calculation of
throwing energy and assignment of throwing for every super
round. Subsection IV-C explains how distribution of forward-
ing energy at every node becomes balanced. Because forward-
ing energy heavily relies on the shape of chains, we explain how
to build them.

A. Overview

CREEC runs well with partial network information. Before
introducing the CREEC’s operation, we give a comment on it.
At the beginning, the BS orders every node & to report i) the
throwing energy E;(d?(k, B)) from k to BS, ii) the adjacency
list Ag;(k) that includes the aq; number of the closest neighbor
nodes at k and iii) transmission energy F;(d*(k, 7)) from k to
any neighbor node j in Ag; (k).

A temporary cost e,¢(4, 5) is used for an un-reported link
{{i,7). e, is an arbitrary constant having a large value. Say, it
is 10. The BS calculates the calculated costs ¢(i, 7} by apply-
ing the all-to-all shortest path algorithm at a given network built
with ii) and iii) for every k. The algorithm, for example the
Floyd-Warshall all-to-all shortest path algorithm, solves every
shortest distances D(x, x). D(i, j) is used as the calculated cost
é(4, 7) for the un-reported link [(7, j). Because temporary costs
are exaggerated by e, times, they are replaced one by one in
the process of constructing a convergecast tree. Finally, the con-
vergecast path only includes the reported links.

The following is a brief overview of CREEC’s main oper-
ation. To prepare a new super round, the BS performs a few
tasks. The BS firstly calculates the number of throwing 7., (k)
for a super round at each node &, and then creates a chain that re-
flects the lifetime cumulative forwarding energy spent. The BS
then broadcasts the newly established chain and the throwing
schedule.
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A round begins with the BS’s broadcast. The BS requests a
new convergecast and assigns a throwing node in every round.
The convergecast starts at a leaf node in the chain. It fransmits a
packet to its neighbor node. The node that receives a packet from
its neighbor node forwards it to the other neighbor node. This is
repeated until the packet arrives at the throwing node. A non-
leaf throwing node needs merging data from two sub-chains.
To complete merging, the throwing node alerts the other leaf
node, and the second half of convergecast is done similarly. The
throwing node throws a packet to the BS after receiving packets
from all neighbor nodes. To enable the parallel forwarding from
two leaf nodes, the BS should provide the transmission schedule
to avoid packet collision.

CREEC was designed on top of the philosophy to harmonize
the next two incompatible rules.

e Rp : Let all nodes spend energy very fairly so that the dis-
tribution of energy consumption is as flat as possible.

e Rjps: Let all nodes spend the minimum total energy.

R helps a WSN to maintain high sensing quality, and Rps

extends WSN lifetimes. Most researches, especially [8], prefer

Rnr. However we noticed the opposite approach can be better.

CREEC tries to meet Ry first and to satisfy Rjs condition-
ally. This approach has two advantages. First, prevention costs
less than remedy. Energy waisted for seriously depleted nodes is
generally larger than energy overhead for maintaining balanced
energy distribution. Second, we can save reconfiguration energy.
Suppose R is implemented very successfully that battery lev-
els at all nodes are kept the same and become totally depleted
simultaneously. Every node dies in a round and no tree repair
is necessary. Repairing not only requires energy but also fre-
quently causes malfunctions.

CREEC classifies transmission into throwing and forwarding,
which are very different in nature. As the throwing distance is
longer than the forwarding distance, a throwing node consumes
more energy than non-throwing nodes. On the other hand, the
total forwarding energy in a WSN is larger than the total throw-
ing energy because throwing occurs at a throwing node for a
round.

Based on the above analysis, CREEC succeeds in finding a
way to meet Ky and Ry much better than the competing rout-
ing solutions do. In CREEC, the BS builds chains and sched-
ules throwing so that all nodes spend the same throwing energy
Ein and the same forwarding energy Ef,,. The BS announces
the chain information before a new super round begins. The BS
may distribute throwing schedule to nodes both in super round
basis or in round basis. The BS records the cumulative forward-
ing energy and the cumulative throwing energy at all nodes.
CREEC can flatten the throwing energy distribution by control-
ling the number of throwing n.y,(-) at every node. Super rounds
are very useful in achieving Rp. The reconfigured spanning
chains help nodes which previously spent much energy for for-
warding choose shorter forwarding links to save forwarding en-
ergy, and this feedback flattens forwarding energy distribution.

CREEC uses chains. The best solution is the shortest chain
that minimizes the sum of C'(k, j) given as d?(k, j) for a wire-
less link [{k, 7) in the established chain, and that spends the least
forwarding energy. Finding the minimum chain is impractical
because it is NP-complete. A chain is converted to a ring by

putting a link that connects two leaf nodes. The shortest ring
problem to find the length of the shortest ring is equivalent to
the famous NP-complete traveling salesman problem. Thus we
decided to circumvent the best solution and to find a locally op-
timum chain.

Now, we introduce how to enumerate the transceiving en-
ergy. w(k) in (4) simulates the transceiving energy at a non-
throwing node k. The node k whose node degree is f(k) re-
ceives (f(k)—1) packets from the child nodes and transmits a
packet to its parent node j. (4) is converted to (5) by substituting
E; and E, in (2) and (3).

w(k) = (f(k) — 1)E, + Ey(d*(k, j))
= b(Eeiocf (k) + Eampdi(k, 7))

@
S

Let k; be a throwing node and B be the BS. The throwing
energy vy, (k) is spent only at &; as

0 if k# ke,
ven (k) = { E(d(k,B)) if k= k. ©
We show how to enumerate the forwarding energy u(k). A
non-throwing node k spends all transceiving energy for forward-
ing. Thus u(k) is same as w(k) in (4). A throwing node k; is
required to receive f(k;) packets from f(k;) neighbor nodes
before throwing. Listing up two cases makes (7). p(k) in (7)
represents k’s parent node if &, is regarded as the root node.

py = J FO) = DE- + B(d(k,p(R))) i k # e,
(k) = f(k)E, if b=k

B. Throwing Schedule

This section calculates the number of throwing 7, (k) to be
assigned to any node k for a super round. Every node can unify
the throwing energy, if the number of throwing is assigned as a
real number in inverse-proportion to the one-time throwing en-
ergy. Unfortunately throwing is countable, and an integer value
must be assigned for it. To overcome the discrepancy, we pre-
pare an integer nyp, (k) and a real number yy, (k).

We first calculate y;, (k) in a Ny-node WSN, For simplicity
we assume a super round to be 100 rounds long. Because throw-
ing occurs once in a round, y (k) becomes

3 yen(k) = 100.

k=1,2,,Ng

M

&)

The expected throwing energy at a node in a super round - Ey;,
- is defined and expressed alternatively using (6).

Eip = ven (k)yth(k)

= Ey(d*(k, B))yun(k) fork=1,2,--Ng. (9)

Replacing yz5 (k) in (8) with E(—d%%m from (9), Fyp, is cal-
culated first and y;5 (k) is calculated accordingly

100

By = o)

1 9

w15 v, Bk, B))



CREEC: CHAIN ROUTING WITH EVEN ENERGY CONSUMPTION

100 1

Ey(d*(k, B)) Z E(dl( B

yen(k) = (11)

1=1,2,-

To convert a real yy, (k) to an integer nen (k), we need yi, (k)
and y,;, (k) to temporarily store roundoff errors in the current
and the previous super rounds, respectively. Because y (k) is
independently determined, Zé\;dl yer(k) does not easily calcu-
late to exactly 100, so a super round in CREEC is kept approxi-

mately 100 rounds long. 9, (k) calculated at the (s—1)th super
round is re-stored to y,, (k) at the sth super round.

(k) = 0 for s=1, =

Yint) = Yo (k) for s=2,3,-... (12)

We obtain n,(k) in (13) by rounding off the sum of y;;, (k) in
(11) and y,;, (k) in (12) using the rounding off function R,,4(-).
nep (k) in (13) is used to find the accumulated roundoff error
9, (k) in (14).
nth(k) = Rnd(yth (k) + yt—h(k,)),
Yen (k) = yen (k) + yp (k) = nan (k).
C. Chain Establishment

(13)
(14)

This subsection defines how to generate the locally minimal
chains that consider energy saving for depleted nodes. The BS
generates a chain with three steps in every super round. The first
step classifies all nodes into three levels according to forwarding
energy consumed until the super round is reached. The second
step builds up a non-optimum greedy chain using the modified
Kruskal’'s MST [17] algorithm. The last step reduces the chain
length by repeatedly replacing a pair of long links with a shorter
pair.

C.1 First Step

For even forwarding energy distribution, we need the cumula-
tive forwarding energy u.(k, s—1) at a node k by accumulating
the forwarding energy (k) until the (s - 1)th super round in
(15).

{ ue(k,~1) = ue(k, 0) =0

uclk, 8) =uc(k,s—1) +u(k) (13)

fors=1,2,---

The BS sorts all nodes according to the decreasing order of
uc(*,5—1) and classifies them to three node levels. The two
most depleted nodes in the sorted list belong to level-1, and the
next (R,q(0.05N4) —2) number of depleted nodes are selected
as level-2. The rest are level-3 nodes.

The level-1 and level-2 nodes are given chances to make up
previous energy losses. Level-1 nodes are assigned as two leaf
nodes in the chain. Leaf nodes are characterized with the least
node degree f(k)E=1) and the less forwarding energy expressed
in (7). A level-1 or level-2 node is given a chance to preoccupy
a very short adjacent link. So their forwarding energy shrinks.
In this way, forwarding energy consumption is compensated and
balanced.

The BS predicts u(k) which is the forwarding energy con-
sumed in the upcoming super round s at a node k. Because
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u(k) includes the throwing operation term g, () at (13), the
throwing assignment has to precede chain establishment. Sup-
pose there is a leaf node &, and & has a neighbor node k,,. For a
super round s, k executes throwing for nyp, (k) times after receiv-
ing nyy (k) packets from the neighbor k,,. & also sends Znt (1)

=1,-,Ng,i#k
packets to k,, as a non-throwing leaf node. The upper case in
(16) describes this situation,

- (for a leaf node k)

Egun(k) + Ey(d?(k, kn)) Y nan(),
i=1,-, N, ik
: (for a non-leaf node k = p(j))

+Z??th(2)>
Znth

i=1,2,

4 Bl k)3 monsi)

i=j+1,,Na

u(k) = (16)

nth

+ Ey(d?( ng

Suppose k is not a leaf node. Starting at a leaf node, we as-
sign the node position numbers 1,2, - - -, N; one by one to the
nodes along the chain. Let the nodes k™, k and k™ be assigned
the node position numbers (j—1}, j and (j+1) respectively. We
use the permutation ¢ that converts a node position number to
its node number. For examples, u(j—1) = k~, u(j) = k and
u(3+1) = kT. As a throwing node, the node k receives 2ny, (k)
packets from its neighbor nodes k™ and k™ spending 2n4p, (k)E,..
During the super round s, the node k czm access the throwing
node via the neighbor node £~ for 3 7 " nen (u(7)) times, and

via the neighbor node & for ZZ ~e1 Tun(p(d)) times after re-

ceiving Zl | nen(i))—nn(k)) packets. The total forwarding
energy u(k) at a non-leaf node % in the super round s is ex-
pressed at the lower case in (16).

C.2 Second Step

The second step generates a greedy chain. Two sub-steps
are provided for better understanding. We firstly define the con-
strained Kruskal’s MST algorithm that generates an initial chain
ignoring the node levels in subsection IV-C.2.a. A complete al-
gorithm that saves energy of depleted level-1 and level-2 nodes
is mentioned in subsection IV-C.2.b.

C.2.a Constrained Kruskal’s MST Algorithm. The con-
strained Kruskal’s MST algorithm generates a chain using the
Kruskal’s MST algorithm in the graph weighted by C{x, *). The
constrained version additionally requires the node degree of ev-
ery non-leaf node should be 2.

The algorithm collects links that satisfy 1) the node degree of
the two endpoints of the link is 0 or 1, and ii) the link addition
does not generate a loop. And it picks up the shortest link among
candidates. The selected link is added to the current working
chain under construction one by one until no more selection is
possible.

The detailed operation is following. The algorithm uses vari-
ables A and pr,. A is a set of nodes whose current node degrees
are O or 1. A pair of leaf nodes 7 and j in a chain store their peer
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Fig. 4. Link swap: {a) Before, (b) after.

leaf node numbers in py,{-), i.e. p(¢) = j and pr.{j) = i. The
algorithm starts with some preassigned links to be mentioned
in subsection IV-C.2.b. The basic operation is to add a link to
the current sub-chain. It finds a link (¢, j) among links [{x, %)
whose C(%, ) is minimum, ¢,j € A and pp (i) # j. If found,
add [(3, 7) to the current sub-chain and update f(-), pr(-), and
A. Checking py,(4) # j guarantees no loop in a chain.

C.2.b Saving Energy of Depleted Nodes. This part describes
a complete initial chain algorithm that saves forwarding energy
at level-1 and level-2 nodes.

Fig. 3 explains how two level-1 nodes are exactly assigned to
two leaf nodes. In Fig 3, a bold line indicates a path that con-
sists of a sequence of links and a normal line means a single
link. Two level-1 nodes are denoted as ‘1’s and two edge nodes
that are randomly generated by the chain algorithm mentioned
in subsection IV-C.2.a are represented as ‘e’s, The algorithm in
subsection IV-C.2.a starts with an unconnected initial tree. It in-
cludes the link /4, in Fig. 3(a) and pre-assigned links chosen by
all level-1 and level-2 nodes starting from themselves. The link
pre-assignment should keep the node degree constraint and no
loop constraint in subsection IV-C.2.a.

After the algorithm in subsection IV-C.2.a generates a com-
plete spanning chain, we substitute [, in Fig. 3(b} for /;; in
Fig. 3(a). Regardiess whether a level-1 node is a leaf node or
not in Fig. 3(a), level-1 nodes are assigned as leaf nodes with
this link substitution.

It is important to utilize the Kruskal’s MST algorithm instead
of the Prim’s. These famous algorithms are both greedy and add
the shortest link selected in the permitted link pool fo the sub-
tree under construction. Their difference lies in whether uncon-
nected sub-trees are permitted during operation. Our procedure
asks for this property to include unconnected preassigned links
as an initial graph. The Kruskal algorithm only allows it.

The constrained Kruskal algorithm has the other good prop-
erty. By allowing non-connectivity, the constrained Kruskal al-
gorithm is better than the constrained Prim’s algorithm in pro-
ducing short chains. The constrained algorithms are no longer

optimum due to the node degree constraint added. Because the
constrained Kruskal algorithm has a larger link pool to select
a link from, it can choose shorter links and finally produces
shorter chains. This property is verified by simulations.

C.3 Third Step

The chain algorithm in subsection IV-C.2 is greedy. All non-
optimum greedy algorithms have a bad property to have long
links at a few of last choices. The link swap described in Fig. 4
is very effective especially to trim very long links. In Fig. 4, a
bold line indicates a multi-link path and a normal line means a
single link. In Fig. 4(a), nodes are numbered 1,2, - - -, Ny along
the chain. We use this node position numbers in Fig. 4(b) and in
the definition below. The long link [(j, j+1) and a link (4, i+1)
in Fig. 4(a) are replaced, and a shorter chain appears in Fig. 4(b).

The link swap requires three conditions Cy, Cq and Cz. We
assume C(j, j+1) > C(%,i+1) in these definitions.

o C1:C(,i+1) +C (. j+1) > C6,5) + Ci+1,j+1)
o Cy:max(C(4i+1),C(j j+1)) >max(C(4 7),C(i+1 j+1))
o C3:1(i,i+1)orl{j, j+1) must not be a pre-assigned link.

C confines the link swap to reducing the chain length, and Co
prohibits the appearance of a longer link after the link swap.
('3 guarantees that pre-assigned links survive in the final chain.
Note that the link swap requires to update the node position
pumbers i+1,7+2,--+,j in Fig. 4(a) to 5,7 — 1,---, ¢+ 1in
Fig. 4(b).

Let us define the complete link swap algorithm. The queue ¢
sorts links [(x, * 4+ 1)’s with the reversed order of C/(x, * + 1).
Call the node number ¢; the ith longest link stored at the ith
position in (). The first pivot link is g;. If g; becomes a pivot
link, [, stores C(g;, ¢;+1). The algorithm exhaustively compares
a pair of links {g;, ¢; }, (j < %) with a pivot link g;.

For a fixed a pivot node g;, we check whether ¢; (j < i) that
satisfies Cy, C> and Cjs exists. If no such ¢; exists, update the
pivot link g; to the next link ¢;4; in Q. If {g;, g;, } satisfies C1,
C, and Cs, store ¢;, and update g; to g;11. After testing with
every g;, the link swap is executed only to {g;, g;, } which most
reduces the chain length among every g;, stored. (17) explains
how to choose g;, among g;, .

Clgi,, i, +1)—Clti,, 4;) —Clas, +1,¢;+1) =

After a link swap, () is resorted and the pivot link is updated
to ¢;; whose C(gj, gy +1) is the longest but no longer than .
If the shortest link becomes a pivot link, check whether at least a
link swap occurs since the longest link was used as a pivot link.
If it occurs, use gy as a pivot link and repeat. If not, finish the
operation.

V. SIMULATION AND ANALYSIS

We use the simulation model as the WSN model described in
Section III. Especially, we use i) all nodes are equipped with an
identical initial energy Eg and ii) energy is spent for transceiving
only according to (2) and (3). We do not include reconfiguration
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energy, because it is hard to define and estimate it, and CREEC
uses negligible reconfiguration energy for its lifetime.

The adjacency list at every node is reported to the BS be-
fore the first round. The length of adjacency list influences for-
warding energy and WSN lifetimes. We can think two kinds of
lengths—the conservative length and the practical length. The
conservative length is the one that guarantees the least forward-
ing energy. The practical length uses the reduced list size, which
causes larger than the minimum forwarding energy but smaller
than the 101% of it. The conservative length and the practical
length of adjacency list in a 100-node square WSN are found
to be 20 and 10 respectively in CREEC. In a 400-node square
WSN, they change to 30 and 20. This simulation only uses the
conservative length. Also it shows that the selected link for a
chain in CREEC is approximately the 2.7th shortest from the
connecting node in 100-node and 400-node WSNs,

We define the WSN condition using 4 parameters—
(Eo, Dp, Sa, Nq). They are the initial energy level, the distance
from the sensor field to the BS, the side length of the square sen-
sor field, and the number of nodes. Fig. 1 includes the last three
parameters. We use 100 independent WSNs for each WSN con-
dition. And node lifetimes and energy consumption patterns are
collected as results.

Simulators has been implemented for LEACH, PEGASIS,
PEDAP, PEDAP-PA, and CREEC. We collect simulation results
from them and provide a table and graphs. Table 1 compares
node lifetimes in various WSN conditions. We draw the life-
time distribution in Fig. 5, the consumed energy distribution at
600th round in Fig. 6, and the forwarding energy distribution in
Fig. 7.

Table 1 includes four types of node lifetimes. They are the
first node death T3, the Ny/8th node death T, /8, the Ng/dth
node death T /4, and the average node death Tavg. Table 1 does
not use the last node death, because a WSN which contains few
nodes is useless, and increasing the last node death can be easily
achieved if nodes hibernate properly.

Table 1 describes 6 kinds of WSN conditions. We used
(0.25 J, 100 m, 50 m, 100) as a default set of parameters. Other
WSN conditions are derived from the default by multiplying or
dividing a single parameter by 4. The changed parameter is em-
phasized with underlining in the first column of Table 1. We
compared lifetimes of 5 WSN routing schemes in Table 1. A
larger number implies a better result. The best number at each
WSN condition in Table 1 is emphasized with bold characters
and underlining. We summarize the information obtained from
Table 1 as below.

o From the point of 71 and 7,4, we deduce

CREEC > PEGASIS > LEACH.

e CREEC has the longest T at all WSNs. 7' in CREEC is 1.3
to 5 times, 1.2 to 6 times and 2 to 49 times longer than T} in
LEACH, PEGASIS, and PEDAP, respectively.

« A WSN empowered by 4Fy has 4 times longer lifetime. The
lifetime is almost linear to the initial energy level,

o CREEC has the longest average node lifetime exceptin a very
sparse WSN with a long Sy.

Table 1. Node lifetime for various WSN conditions.

i Routing Node lifetime

Condition | veme [T [Tws | Tora | Tove
Ey:0.2517 LEACH 533} 568 | 585| 636
Dp:100m | PEGASIS | 612 9971019 | 1035
Sy :50m PEDAP 111{ 798| 8111013
Ny : 100 PEDAP-PA | 202 | 866 | 1048 | 1043
CREEC | 1046 | 1056 | 1061 | 1068

Ey:1.00J LEACH | 218412291 |2339| 2539
Dp : 100 m | PEGASIS | 2450 | 3994 | 4080 | 4146
Sq:50m PEDAP 443 13224 | 3301 | 4169
Ny : 100 PEDAP-PA | 3070 | 3807 | 4140 | 4224
CREEC | 4245 | 4258 | 4265 | 4275

Ey:0.25] LEACH 8151 875 | 897 | 948
Dp:25m | PEGASIS | 658 1133|1164 | 1169
Sy :50m PEDAP 622 819] 1008 | 1173
Ny : 100 PEDAP-PA | 824 1151|1181 | 1166
CREEC | 1180 1188 | 1193 | 1200

Ep:0.257 LEACH 96| 104 112| 124
Dp:400m | PEGASIS | 324 408 | 417 433
Sg:50m PEDAP 8 90| 163] 273
Ng: 100 PEDAP-PA 8] 91| 166 278
CREEC 367 403] 422 | 439

Ey:025] LEACH 101 | 143 167 208
Dp:100m | PEGASIS 931 405 | 517 | 589
Sgq:200m PEDAP 101} 600| 699 775
Ny : 100 PEDAP-PA | 136} 648 | 753 | 759
CREEC 531 634 679 718

Ey:02517 LEACH 5441 606 632 694
Dp:100m | PEGASIS | 626 1176 | 1183 | 1187
Sq:50m PEDAP 111} 8141 931 ) 1105
Ny : 400 PEDAP-PA | 188 | 1153 | 1163 | 1136
CREEC | 1182 1191|1193 | 1198

Next, we explain why CREEC may not be the best in sparse
WSNs. If we denote F'y by the forwarding energy spent for a
round in a spanning tree X,

Frst < Fenain(CREEC) < Fehain(PEGASIS)-

Forwarding energy in (7) has distance-related and distance-
unrelated terms. When Sy is 50 m long, the distance-unrelated
term is major. FMsT, Fenain(CREEC), a0d Fopain(PEGASIS) have
similar values. They are 20.09 mJ, 20.52 mJ, and 20.87 mlJ,
respectively. If we increase Sy by 4 times to 200 m, the
distance-related term increases by 16 times. FoyainpEGASIS)
and Fopain(pEGasts) increase to 31.24 mJ and 37.17 mJ which
are 128.0% and 152.3% of Fyst (= 24.40 mJ), respec-
tively. The increased forwarding energy gap cannot be reduced
by CREEC’s feedback. In this WSN condition, PEDAP and
PEDAP-PA show longer average node lifetimes than CREEC.
We are not sure whether PEDAP and PEDAP-PA are definitely
better than CREEC, because the long lifetimes in PEDAP and
PEDAP-PA are achieved with free frequent reconfigurations.
The numbers of reconfigurations for a lifetime are measured
as approximately 90, 70, and 10 for PEDAP, PEDAP-PA, and
CREEC respectively in the default WSN.



24 JOURNAL OF COMMUNICATIONS AND NETWORKS, VOL. 13, NO. 1, FEBRUARY 2011

1500
1200 e -
8 900 // /
= b I
o R/ .
E 600 [ —
5 o 2 I R == PEDAP
5 A N PEDAP-PA
300 —-—PEGASIS I
e CREEC
i e L EACH
0 1
0 20 40 60 80 100

Nodes sorted by lifetime

Fig. 5. Node lifetime after all node deaths if (Eo, D, S4, Ny) is (0.25 J,
100 m, 50 m, 100).
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Fig. 6. Distribution of energy left for all nodes at the 600th round if

(Eo, Dg, 84, Ny) is (0.25 J, 100 m, 50 m, 100).

Fig. 5 shows the distribution of node lifetime in the default
WSN. (z,y) in Fig. 5 means the zth node death occurs at the yth
round. In Fig. 5, LEACH’s curve leans to one side and locates
at the lower position than CREEC’s curve. This shows LEACH
has a shorter lifetime with more unfair energy distribution than
CREEC.

Fig. 6 shows how much energy is left for all nodes at the 600th
round in the default WSN. All nodes are sorted according to
increasing order of their remaining energy. Their averages are
displayed along the horizontal axis in Fig. 6. CREEC’s curve is
more horizontal than other curves in Fig. 6. This demonstrates
CREEC has very even node lifetimes. CREEC’s super round
is not exactly 100 rounds long, so the 600th round is not the
exact boundary of super rounds. CREEC’s curve would be more
horizontal if we measure data exactly at the end of the 6th super
round.

LEACH’s curve starts at 30 nodes in Fig. 6. This means
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Nodes sorted by consumed forwarding energy

Fig. 7. Forwarding energy distribution after all node deaths if
(Eo,Dg, 54, Ng) is (0.25 J, 100 m, 50 m, 100).

that 30 nodes are already completely depleted before the 600th
round. PEDAP’s curve and PEDAP-PA’s curve look like three-
step stairs. In the default WSN, the node degree influences the
forwarding energy. Each step from top to bottom corresponds
to a node group whose node degrees are 1, 2 and more than 2,
respectively. PEDAP-PA’s curve has a wider middle step than
PEDAP’s curve. This means PEDAP-PA is better than PEDAP
in fair energy consumption. Because PEDAP-PA’s curve still
has two other distinct steps, PEDAP-PA cannot be better than
CREEC.

Fig. 7 shows forwarding energy measured after all nodes die.
CREEC’s curve is the most flat among curves in Fig. 7 too. PE-
GASIS’s curve is generally flat and has a cliff pattern at the left
side. Two leaf nodes having the least node degree are unchanged
for their lifetime. Thus they save much forwarding energy and
contribute to generating the cliff pattern. At the right sides of
PEDAP’s curve and PEDAP-PA’s curve, we can check many
nodes spend all of their energy 0.25 J for forwarding. 25% of
nodes in PEDAP-PA and 50% of nodes in PEDAP do not per-
form throwing at all.

VI. CONCLUSIONS

We proposed CREEC as a solution for the LEACH-style full-
fusion WSN convergecast routing problem. We assume that the
base station can predict and simulate transmission energy, so the
base station provides a better path to maintain the same energy
level at all nodes. CREEC is characterized by fair energy con-
sumption at every node.

To increase WSN lifetime, CREEC proposes the following
ideas. CREEC divides a convergecast operation into forwarding
and throwing. Every node spends the same throwing energy and
the same forwarding energy. CREEC generates chains starting
with an initial chain using a constrained Kruskal algorithm and
reducing the chain length by a link trimming algorithm called
link swap. CREEC updates chains in every super round and
builds new chains to save energy at depleted nodes. Equipped
with these techniques, CREEC shows longer lifetimes than other
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schemes with increased convergecast delay.

Simulations confirm our assertion. CREEC has longer aver-
age lifetime and longer first node death than LEACH, PEGASIS,
PEDAP, and PEDAP-PA under various WSN conditions with
various initial energy, BS locations, side lengths of square WSN
fields, and the number of nodes, except in a few sparse sensor
networks. We verified that CREEC is very excellent for con-
vergecasts in non-time critical homogeneous sensor networks.
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