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Abstract

One of the most important VANET applications is providing active safety by broadcasting emergency messages. In
order to prevent broadcast storm of flooding-based broadcasting scheme in which any node receiving message will
rebroadcast, the existing protocols use the different methods to limit the number of relay nodes. Nevertheless, the existing
protocols have low delivery ratio with high traffic density and cause message overhead. Currently, the dramatic increase in
the number of vehicles equipped with Global Positioning System (GPS) and onboard radar created new application
scenarios that were not feasible before. Consequently, we proposed a broadcasting protocol that selects relay node by
using GPS-based position information and detecting neighboring vehicles with the help of onboard radar to. Simulation

results show that our proposed protocol has better performance than the existing schemes.

Keywords : Vehicular Ad Hoc Networks; Broadcast; Global Positioning System; onboard radar.

I. Introduction infrastructure. It is characterized by dynamic

topology, bandwidth-constraint, variable capacity link,

A mobile ad hoc network (MANET) is an energy constrained operation and limited physical

autonomous system of multi-hop, wireless mobile secun'tym. Hence, designing an efficient routing

nodes that do not require base stations or any fixed protocol for MANET is a crucial but challenging
task.
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There are a lot of unipath routing protocols have
been proposed for MANET. The two most widely

studied on-demand ad hoc routing protocols, Dynamic

flooding technique, where source (or any node
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seeking the route) floods the entire network with a
query packet in search of a route to the destination.
However, study in [4] shows that using a unipath
may not be a good choice for MANET. When a
unipath is used, the route may break due to the
Particularly,

connections are set up in a network, the wireless

movement of node. when multiple
links located at the center of the network carry more
traffic and can, therefore, get congested. Moreover,
the use of a unipath may cause latency because of
the route re-discovery when a link is broken. Thus,
multipath routing protocols have been suggested to
the drawbacks of

counterparts. The main purposes of multipath routing

overcome unipath  routing
protocols are to improve delay, provide reliability,
reduce overhead, and ensure load balancing as well
as improve Quality of Service (QoS) of MANETS.

In this paper, we propose Hybrid Multipath
Routing (HMR) scheme which establishes and utilizes
multiple routes to improve the end-to—end delay and
ensure the stability of routing performance. We apply
the concept of source routing in DSR protocol to our
scheme.

The remainder of the paper is organized as follows.
Section II gives a brief review of disjoint and
non-disjoint multipaht routing protocols.. Section III
presents the hybrid multipath model analysis and
operation of the proposed scheme in detail. The
simulation and results of performance analysis are
described in Section IV. Finally, section V concludes

the paper.

II. Disjoint and Non—disjoint multipath
routing protocols

Over the last few years, there have been a lot of
works on multipath routing in MANET" Finding
multiple paths between a source and a destination in
a single discovery may make the performance of the
network more stable and more efficient. Recently,
several different multipath routing protocols based on
DSR and AODV have been proposed. Split Multipath
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Routing (SMR)"™, Multipath Source Routing (MSR)"
and Shortest Multipath Source Routing SMS"™ have
been proposed by modifying DSR protocol, whereas
Multipath  AODV (AODVM)" and Node Disjoint-
Multipath  Routing ~ (NDMR)™ AODV-based

protocols. Besides, other schemes have also been

are

introduced based on topology information such as
Neighbor-Table-Based Multipath Routing NTBMR"Y
SMR is proposed by Lee and Gerla. Originated from
DSR, SMR provides multiple routes which help
minimize route recovery process and control message
overhead by establishing and utilizing multiple routes
of maximally disjoint paths. Meanwhile, modified and
extended from AODV, Li and Cuthbert proposed NDMR.
NDMR uses a route discovery mechanism to find the
shortest routing hops of loop—free paths with disjoint
paths. These two routing protocols are based on the
same disjoint multipath model as shown in Fig. 1.
However, recent studies in [9], [11] show that
non-disjoint multipath model as indicated in Fig. 2
provides more substantial performance advantage and
has higher route reliability when the wireless links are
unrealizable. Besides, disjoint multipath equips only the
source with alternate routes. This may cause the
temporary loss of route for the data packets that are
already in transit upstream from the failed link.
Distinguished from two disjoint multipath protocols
mentioned above, SMS and NTBMR do not require the
multiple routes to be disjoint. Extended from DSR,

a2 2. Non-disjoint CtE 42 ZH
Fig. 2. Non-disjoint multipath model.
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SMS uses non-disjoint multipath model to build
multiple paths that are shortest. The limitation of this
approach is that the source node has to re-discover
when the link breakage occurs at intermediate nodes.
This disadvantage may affect the performance of
network in term of delay.

In NTBMR, every station maintains one neighbor
table which stores its k-hop neighbor stations.
However, the disadvantage of NTBMR is that a special
control message is used to create a neighbor table. The
special messages used in a multipath routing can
overwhelm the network, especially when the network
is composed of a large number of nodes.

Therefore, the objective of this paper is to design a
routing protocol which uses hybrid multipath model to
overcome the drawbacks of existing multipath routing

protocols.
1. Hybrid multipath routing protocol

1. Hybrid multipath model

In this section, we propose a hybrid multipath model
to multipath routing. In this model, we focus on
reducing the frequency of query floods by exploring
multiple routes from a single flooded query in order to
avoid the overhead as well as reduce the end to end
delay for re-discovery.

Combining disjoint and non-disjoint multipath
models, the hybrid multipath model is depicted by a
sequence of link groups G,G, G,. In this model,
there is neither common link nor common node among
link groups. Each group G, has a set of links
{L,P,; |, L;P,;} with the same hop-count and has a
common node as an alternative node. In which, the
links in group G, have the same least hop—count h,;,
and those in other groups G,, Gj,..., G, have the same
+n—1, respectively.

hop-count A, + 1, + 250

Referring to Fig. 3, the source uses the first path P,
in group G, as primary route for transmitting data
packet to destination D until link breaks at P;. When

a link on P, breaks, the common intermediate node
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Fig. 3. Hybrid multipath model.

will be played as an alternative node in order to switch

to the alternative route P,. In case the breakage occurs
at Ly, the source node S has a responsibility for
selecting the links on group G, for transmitting
continuously. This process continues until all links Z,

and alternative paths 2; are broken.

2. Analytic modeling

Let us consider the multiple routes from S to D

where L, denotes the event that the link Z, fails and
P; denotes the event that a link on path P; fails. Let

T represents the time between successive route
discoveries. The new route discovery will be initiated
all their

downstream links and alternative routes are broken

only when intermediate nodes lose
from the source node. The time until the next route
discovery T is the time until the event E is true, where

E is described by the following logical expression

E= (P, Py+ L)) (PyP,+ Ly)...(P,,_ Py, + L,)
(1)

We represent the lifetime of a wireless link between
a pair of nodes by an exponential random variable with
mean 1 by taking the same assumptions as in [11]. Let

X, and X, be exponential random variables

representing the lifetime of routes P; and LZ;,
respectively. Then T can be expressed as
7= max(min (maX(XPI,XPZ)XQ)7
min(max (X, P)XL2)7...7 (2)

3 4

X, )X,)

n

min (max (X,

)
2n—1

Let us denote the random variable max (X, X, )
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by Z,. Following equation (3) in [11], the probability
density function (pdf) of Z; is derived as

fzi(t)ZQ)\iei/\'t (1_67 A’t) (3)

b;
where, A\, = T

routes P,;_; and P,.

in which p,; is the length of both

From equation (4) in [11], the cumulative distribution
function (cdf) of Z, F, (¢), is obtained as

(t)=(1—e M) 4)

Xp,

The pdf and cdf of the exponential random variable

X, , representing the lifetime of route Z; consisting of

l; wireless links, are respectively given by

fy, ()= Be (5)
Fy (t)=1-¢ " (6)

l;

where . (3, = 7
Let us denote the random variable

U;=min(Z,X, ). Following equation (12) in [11],

the pdf of U, f U,.(t) , is expressed as

Fu ()= 1,00 Fy )+ ()0 F, 1)
@

Substituting equations (3)-(6) into (7), the pdf of U,

is obtained as

fo@=020+8)—e M x+p)le N

®)

hmin + Z - 1
l
Derived similarly as equation (12) in [11],

of T=max(U,,U,,...,U,) is obtained as

fo(t) H

B ES WS

where . \; + 3, =

the pdf

n

)

2 Fl@(t))

where £ U](t)is the cdf of U .

f(t)
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3. Numerical results

In this section we evaluate the expected time
interval between successive route discoveries of hybrid
routing model by using the numerical technical. In this
model the performance is dependent on three factors:
the number of group n, the length of primary route k
and the position of common nodes. The mean life of a
single link () is assumed to be 5. Also, we assume that
the number of selected groups is assigned to n=2 and
the position of common nodes is changed in each group
G, and G, as followed:

G il =ip =k—1,

Gy ly=jp,=k+1-1, (10)
where {z =1,..,k—2
j=1,i+1

The expected time interval between successive

route discoveries is evaluated with different lengths
of primary route (k=3,-:-7) and with two different
cases of the position of common nodes:
Case 1: The position of common node is closest to the
source node.

G :l,=1p =k—1

Gy ly=1p, =k (an

Case 2: The position of common node is farthest to the
source node.

G il =k—2,p, =2

Gy:ly,=k—1,p,=2 (12)

Fig. 4. shows the performances of hybrid protocol
in two cases with different lengths of primary route
in comparison with those of single path protocol.
Results indicate that our proposed protocol is superior
to single path protocol. To compare the relative
performances of disjoin, non—disjoint and our hybrid
protocols, we take the results in the best case
scenario for each of these protocols. The results of
disjoin and non-disjoint protocols are taken from [11].
The performance of non-disjoint protocol only
depends on the length of primary route.

As the results shown in Fig. 5, the routing using the

hybrid multipath model always performs substantially
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Fig. 5. Comparison the expected time interval between

route discoveries among the three variations of
the multipath protocol.

better than that of the disjoint and non-disjoint
multipath model. Therefore, we propose the hybrid
multipath model for establishing the multipath routing

of our scheme.

4. Hybrid Multipath Routing (HMR)

In this section, we present the operation of HMR
routing protocol in detail. This proposed scheme is an
on-demand routing protocol. When the source needs
a route to the destination but no route information is
available, it floods the RREQ messages over the
entire network. HMR routing protocol constructs
partial  link-disjoint
end-to—end delay and packet loss. To gain this, the

multiple routes to reduce
destination node has to know information of all
available routes in order to select the desired ones.

Based on DSR, this scheme uses source routing

=ZA M 48 HTCH N 2=
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approach where the information of the nodes that
constitute the route is included in the RREQ packet.
To archive the desired routes, the intermediate nodes
are not allowed to send RREPs back to the source
node even when they have route information to the
destination. Instead, the destination node will send
RREPs back to source node after choosing the best
paths.

(1) Route discovery

A source initiates route discovery by flooding the
network using query message for seeking a route to
the destination. Each query message carries the
sequence of hops it passed through in the message
header. We assume that the first query reaching the
destination is wusually defined the shortest route
between the source and the destination with the least
After the first query the

destination, the destination waits a certain duration of

hop-count. reaches
time to receive more RREQs and learn some possible
routes for path selection process.

There are two phases in route discovery:

e Grouped—disjoint paths selection:

Due to using source routing approach, each node
maintains a route cache, where complete routes to
desired destination are stored. In route cache of
destination, it stores all complete routes as possible
in the certain duration of time. In the next step, the
destination clusters the grouped-disjoint path base on
the number of hop-count. The first group G, is
chosen with the links has same the least hop-counts
hoi, of the first path P. Then the others group G,
Gy Boin 1, hopiy +2

“min are
clustered with same hop-count in each group.

with hop-count
e The common node selection:
The second phase is the common node selection
that only selects the routes which has the best
common node in each group. As the results show in
Fig. 4, the closer the position of common node to the
source node, the better the routing performance

performs. This common node plays an alternative



54

node to change the route to destination when
occurring link broken. By this way, HMR can reduce
not only the period of time for transmitting but also
the packet loss. In our scheme, the destination is
responsible for selecting and recording the desired
routes as mentioned above. This can be archived
because the destination knows the entire path
information of routes. We limit the number of routes
selected to two in each group and also two groups
are chosen.

After finishing the path selection, the destination
node sends RREPs to the source via the routes
selected. As the source receives first RREP, it starts
the data packet transmission. Also, the source records
other routes to use when link breakage occurs. The
first path is selected as a primary route and others

are the alternative routes.

(2) Route maintenance

Due to the mobility, congestion or packet collision,
a link of a route can be disconnected. In HMR, when
the primary route breaks, the
detects the failure and sends a Route Error (RERR)

packet back to the reverse direction of the route until

intermediate node

it encounters the common node for switching the
data to the destination.

In the worst case, all routes in the first group Gl
break, the RERR packet is sent back to the source.
Then the source decides to selects one of paths in
group G2 for re-transmission. However, when all
routes of the session are broken, the source needs to
initiate the route recovery process to update new

route information.

IV. Performance evaluation

In this section, the performance of the proposed
scheme is shown in the following simulation results.
We implemented the simulation using the simulator
NS-2" Our simulation modeled a network of 50
mobile nodes randomly placed within a 1000m x
1000m area for 500 seconds of simulation time. We
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assume that every node has the capability to transmit
and receive radio signal in a radius of 250 meters.
IEEE 802.11 MAC and physical protocols are adopted
and the channel bit rate is 2 Mbps. The mobility
model is the random waypoint model™ which is used
to simulate node movement. In our simulation, the
minimum and the maximum speed were set constant
to zero and 25 m/s, respectively. The packet size is
set to 512 bytes and sending rate is set to 10 packets
per second. We change the velocity of each node
movement to investigate the performance influence of
different mobility.

In performance evaluation, we choose the following

metrics:

e Packet delivery ratio: the number of packets
received by the destination divided by the
number of packets originated by the source

e FEnd-to-end delay: the time a source node
attempts to send a packet to the time the

packet arrives at the destination

We use DSR, NDMR and SMS as the reference
routing protocols for comparing the performance
results with proposed scheme. We collect the results
at constant speeds of 5, 10, 15, 20 and 25 my/s.

Fig. 6 shows the packet delivery ratio of proposed
scheme, DSR, NDMR and SMS. It shows the packet
delivery ratio of proposed scheme outperforms the

others as the speed of node movement increases. It

1 - - 5
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g 06 T SMS
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01 T T T T
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Fig. 6. Packet delivery ratios.
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means that the number of packet received by
destination of proposed scheme is highest. Obviously,
the packet delivery ratio decreases dramatically in
DSR at higher speeds. Fig. 6 shows DSR drops by
50% drop. The reason is that in DSR, only one route
is used for each session and when that route is
invalidated, the source uses the cached route that is
learned from overhearing packets. If no such cached
route is available, it sends a RREQ to discover a new
route. Many data packets are dropped during this
process and also more delay is needed to re-discover
correct routes as showed in Fig. 7.

Also, Fig. 6 presents that the proposed scheme has
packet delivery ratio higher than that of NDMR. In
mobility scenario, the node movement is random; the
proposed scheme uses multiple routes with the best
common node as alternate route instead of using
source node in NDMR when the link breakage is
detected. Because NDMR use

alternative node, this can cause a temporary loss of

source node as

route for the data packets that are already in transit
upstream from the failed link. Thus, this makes the
number of packet received by destination in proposed
scheme is higher than one in NDMR. Also, it takes
longer time for retransmitting in NDMR.

These figures also show that the performance of
our proposed scheme outperforms SMS routing
protocol when the velocity of node speeds up. In
SMS the intermediate nodes are responsible for

selecting the route for data transmission when the

=ZA M 48 HTCH N 2=
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link breakage occurs. However, it may not always be
possible for all intermediate nodes get the desired
the SMS
algorithm. Also, in worst case that the mobility

alternative  routes  followed routing
happens in some intermediate nodes, the source node
has to re-initiate the route discovery. While in HMR
not only the common node in each link group but
also the source node has responsibility for altering
the alternative path when occurring of the failed link.
If the link fails at the common node, the source node
will select another route in another group to transmit
data continuously. Thus, the performance of our

proposed scheme is more stable.

V. Conclusions

In this paper, we present an efficient on-demand
routing protocol HMR which is the multipath routing
algorithm using hybrid multipath model to improve
the latency and packet loss as well as reduce the
In HMR, the

multiple routes are established by selecting the routes

control overhead for re-discovery.

that have a best common node with the same
shortest path in each link group. The route is
maintained by both the best common node and the
source node, so it makes ensure the stability of
routing performance.

Besides, our study indicates that HVMIR outperforms
the DSR, NDMR and SMR because using the hybrid
multiple model provides robustness to mobility. The
simulation results show that HMR has a high packet
delivery ratio and low end-to—end delay. Therefore,
HMR is an efficient routing protocol and suitable for

mobile ad hoc networks.
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