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A Robust and Efficient Anonymous Authentication
Protocol in VANETs

Chae Duk Jung, Chul Sur, Youngho Park, and Kyung-Hyune Rhee

Abstract: Recently, Lu et al. proposed an efficient conditional pri-
vacy preservation protocol, named ECPP, based on group signa-
ture scheme for generating anonymous certificates from roadside
units (RSUs). However, ECPP does not provide unlinkability and
traceability when multiple RSUs are compromised. In this paper,
we make up for the limitations and propose a robust and effi-
cient anonymous authentication protocol without loss of efficiency
as compared with ECPP. Furthermore, in the proposed protocol,
RSUs can issue multiple anonymous certificates to an OBU to al-
leviate system overheads for mutual authentication between OBUs
and RSUs. In order to achieve these goals, we consider a universal
re-encryption scheme and identity-based key establishment scheme
as our building blocks. Several simulations are conducted to verify
the efficiency and effectiveness of the proposed protocol by com-
paring with those of the existing ECPP.

Index Terms: Authentication, conditional privacy, group signature,
identity-based key establishment, movement tracking, universal re-
encryption, vehicular ad-hoc network (VANET).

I. INTRODUCTION

In the near future, vehicles will be equipped with on-
board processing and wireless communication modules, which
enable vehicle-to-vehicle and vehicle-to-infrastructure com-
munications based on short-range wireless technology, e.g.,
IEEE 802.11p [1]. That is called a vehicular ad-hoc network
(VANET). VANET mainly consists of on-board units (OBUs)
and roadside units (RSUs) [2], where OBUs are installed on
vehicles to provide wireless communication capability, while
RSUs are deployed to provide access point to vehicles within
their radio coverages. By this organization, VANET can provide
useful functions such as cooperative driving and probe of vehi-
cle data. For example, a vehicle can warn other vehicles about
traffic accidents or traffic jam.

Considering the useful VANET applications, it is necessary
to develop a suit of elaborate and carefully designed security
mechanisms to make VANET applications viable [3]–[11]. To
prevent several possible attacks in VANET, such as imperson-
ation attack and message modification attack, it is necessary
to authenticate the broadcasted safety message by OBUs. Be-
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sides, the increasing demand for privacy issue has brought ad-
ditional requirements for privacy preservation in VANET such
as anonymous message authentication. Therefore, conditional
privacy preservation, which private information is not disclosed
to other entities while the authorities should legally trace user-
related information in case of a disputed event, becomes one of
the main requirements for secure VANET. To supply conditional
privacy preservation in VANET, issuing on-the-fly anonymous
certificates from RSUs to OBUs has received plenty of attention
from the research community in recent year.

A. Related Work and Motivation

Since our work focuses on anonymous authentication for
conditional privacy preservation, we just examine some exist-
ing anonymous authentication protocols for secure VANET [9],
[12], [13] in this section.

In [9], with a pool of around 43,800 certificates, each OBU
randomly chooses one of the available certificates for signing
the message at one time in order to meet the driver’s privacy re-
quirement. However, in case of any dispute, the authority has
to exhaustedly search in a very huge database to find the iden-
tity related to the anonymous public key. Moreover, it occurs a
system overhead to revoke 43,800 certificates in the OBU. As a
result, it requires a long revocation list and a long time to update
the certificate revocation list (CRL) due to the large number of
public keys in a compromised OBU.

Lin et al. [13] proposed a conditional privacy-preserving au-
thentication protocol for VANET by integrating the techniques
of group signature in [14], [15] and identity-based signature in
[16]. Group signature is used to secure the communication be-
tween OBUs and OBUs, and identity-based signature is adopted
at RSUs to digitally sign each message launched by RSUs to
ensure its authenticity. However, in [13], even though the au-
thors reduced CRL size, their protocol needs the management
of certificate revocation information in OBUs. Hence, each ve-
hicle must spend much time in message verification when the
number of revoked vehicles is increased.

Recently, Lu et al. [12] proposed an efficient conditional pri-
vacy preservation protocol, named ECPP, which issues on-the-
fly short-time anonymous certificate to OBUs by using a group
signature scheme in [17]. Since RSUs can check the validity of
the requesting vehicle during the short-time anonymous certifi-
cate generation phase, such revocation check by an OBU itself
of [13] is not required. However, ECPP provides unlinkabil-
ity and traceability under the unrealistic assumption that most
RSUs will not disclose any inner information without the autho-
rization of the trusted authority. In general, due to the fact that
there exist a large number of RSUs, cost considerations prevent
the RSUs from having sufficient protection facilities against ma-
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licious attacks. Therefore, it is possible for an attacker to access
RSUs and disclose the information in the RSUs. When multi-
ple RSUs are compromised in ECPP, an attacker is able to track
the movement trace of a vehicle by using the information stored
in the compromised RSUs [18], because each RSU stores un-
changed pseudonyms for OBUs. As a result, ECPP does not
provide unlinkability of OBUs when some RSUs were compro-
mised. Furthermore, since the trace procedure in ECPP is run
by incorporating with an RSU which issued a certificate corre-
sponding to a disputed message, it is impossible to trace OBUs
belong to compromised RSUs. Consequently, ECPP does not
provide traceability when multiple RSUs are compromised.

Moreover, even though ECPP runs mutual authentication be-
tween OBUs and RSUs, it requires validity check of RSUs by
using up-to-date revocation list in anonymous certificate gener-
ation phase by considering an attacker who can disclose inner
information in the compromised RSUs.

As a result, it is necessary to design a robust and efficient
anonymous authentication protocol that not only provides un-
linkability and traceability even if multiple RSUs are compro-
mised, but also reduces system overheads for validity check of
RSUs in anonymous certificate generation phase.

B. Contribution and Organization

In this paper, we propose a robust and efficient anonymous au-
thentication protocol that provides unlinkability and traceability
even if multiple RSUs are compromised without loss of effi-
ciency as compared with ECPP. To efficiently resolve the prob-
lem of certificate revocation in traditional PKI, the proposed
protocol employs the concept of on-the-fly short-time anony-
mous certificate. Furthermore, to reduce system overheads for
mutual authentication between OBUs and RSUs in anonymous
certificate generation phase, RSUs issue multiple anonymous
certificates to an OBU based on universal re-encryption scheme
[19]. In addition, our protocol employs identity-based key estab-
lishment scheme [20] to eliminate the validity checks of RSUs
in OBUs when OBUs verify the issued multiple anonymous cer-
tificates.

The rest of the paper is organized as follows. In Section II,
we describe our design objectives and define conditional privacy
level for secure VANET. We outline our system architecture in
Section III. Section IV presents the proposed robust and efficient
anonymous authentication protocol. In Section V, the security
and efficiency of the proposed protocol are evaluated. Finally,
we conclude the paper in Section VI.

II. SECURITY REQUIREMENTS

In this paper, we aim at achieving the following security ob-
jectives:
• Authentication: The origin of the messages should be au-

thenticated to guard against impersonation attack. Also, even
though an attacker compromises some RSUs, the attacker
cannot forge a signature on safety message in a compromised
RSU’s communication range.

• Anonymity: The identities of vehicles should be hidden
from normal message receivers during the safety message
authentication process. Moreover, even if an attacker obtains

Table 1. Definition of conditional privacy level.
Authentication
& anonymity Unlinkability Traceability

Level 1 � × ×
Level 2 � � ×
Level 3 � � �

Vehicle registration

Ki(ID1, K1, s1)
(ID2, K2, s2)

si

OBU

G i t

Membership managersecure
storage

OBUi

Group signature
RSU

Fig. 1. System architecture.

inner information of compromised RSUs, the attacker can-
not disclose the real identities of OBUs.

• Unlinkability: When an adversary has collected several
safety messages from an OBU, the OBU should be still
not traceable. Moreover, even though the adversary compro-
mised RSUs, it cannot link information stored in the RSUs
as the same OBU.

• Traceability: Theauthority should be able to trace the sender
of a safety message by revealing the identity in case of any
disputed situation such as liability investigation. In addi-
tion, even if multiple RSUs are compromised, the authority
should be able to trace the real identities of pseudonyms in
anonymous certificates without assistances of compromised
RSUs.

Following the above goals, we revise the definition of condi-
tional privacy level in [12] as Table 1.

Note that, ECPP does not provide unlinkability of an OBU
since the compromised RSUs store the same pseudonym for
the same OBU. Moreover, since the trace procedure in ECPP
is run by the trust authority with an RSU (certificates genera-
tor), it is impossible to trace the real identities of OBUs belong
to damaged RSUs. As a result, ECPP provides level 1 privacy
in Table 1.

III. SYSTEM MODEL

In this section, we describe our system model, in which com-
munication nodes are either membership manager, RSUs, or
OBUs as shown in Fig. 1. The detailed description of system
components is as follows:
• Membership manager is public agencies or corporations

with administrative powers in a specific field; for exam-
ple, city or state transportation authorities. The membership
manager establishes and manages system parameters and
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system roles for secure VANET. In addition, the member-
ship manager should be able to reveal the identities of safety
message senders in case of disputed traffic events.

• RSUs belong to the membership manager. When an RSU
receives a request message for certificate issue from an
OBU, it checks the validity of the OBU with the member-
ship manager. If the OBU is legal, the RSU issues multiple
anonymous certificates to the OBU by using universal re-
encryption scheme and group signature scheme.

• OBUs periodically send safety messages by using its own
short-time anonymous certificate. When an OBU needs
anonymous certificates, it requests certificate issue to a
nearby RSU. If the OBU is legitimate, it is able to get new
multiple short-time anonymous certificates from the RSU.

To make our model more clear, we assume the followings.
• Each OBU has a unique electronic identity, e.g., ELP (Elec-

tronic License Plate).
• OBUs change its own short-time anonymous certificates

within 1 minute (min) as a result of [7].
• RSUs can establish a secure channel with the membership

manager by the Internet or any other reliable communica-
tion links with high bandwidth, and the medium used for ve-
hicular communications is IEEE 802.11p incorporated with
DSRC [21].

• Membership manager can inspect all RSUs at high level and
maintain the compromised entities list.

The proposed anonymous authentication protocol consists of
the following 6-phases:
1. Setup: The membership manager sets up its own master key

and system parameters based on identity-based group signa-
ture scheme [17], universal re-encryption scheme [19] and
identity-based key establishment scheme [20].

2. OBU registration: The membership manager assigns MAC
keys and long-term secret keys to OBUs. At the same time,
the membership manger stores the pairs 〈OBU’s real ID,
MAC key, long-term secret key〉 in his secure storage.

3. RSU registration: The membership manager assigns group
signing key and long-term secret key to RSUs.

4. Multiple anonymous certificates generation: When an OBU
requests anonymous certificates for a given time period, it
generates a session key and transmits a request message
including new pseudonym and encrypted public keys to a
nearby RSU. After validity check for the OBU and the RSU
by membership manager, the RSU issues multiple short-time
anonymous certificates to the OBU by using the received
partial session key from the membership manager. Finally,
the OBU verifies the issued certificates by using the session
key and public key of group signature.

5. Safety message authentication: OBUs periodically sign traf-
fic information by using conventional digital signature
scheme under its own short-time signing key, and then
broadcast a traffic information attached with the signature
and the short-time anonymous certificate. Before accepting
the received traffic information, each receiver verifies the
signature with sender’s certificate.

6. OBU’s real ID trace: In case of problematic happening, the
membership manager traces the real identity of generator for
a safety message by using its own private key.

Table 2. Notations.
Notation Description
GSmk Master key of group signature
GSpk Public key of group signature
GSparams System parameters of group signature
skMM , pkMM Private/public key pair of membership

manager
H,H0 Cryptographic hash functions
Ki MAC key for OBUi

IDi Real identity of entity i
ID′

i Pseudonym of OBUi

ID′
i,∗ Short-time pseudonym of OBUi

Certi,∗ Short-time anonymous certificate of
OBUi

si Long-term secret key for IDi

si,j Session key between IDi and IDj

ski,∗, pki,∗ OBUi’s short-time private/public key pair
t Validity period for short-time certificate
HK() MAC function under the key K
GSig() Group signature function
E(), D() Encryption and decryption function of

universal re-encryption, respectively
Re() Re-encryption function of universal re-

encryption
SE(), SD() Encryption and decryption function of

symmetric encryption, respectively

IV. ROBUST AND EFFICIENT ANONYMOUS
AUTHENTICATION PROTOCOL

In this section, we propose a robust and efficient anonymous
authentication protocol based on universal re-encryption scheme
[19], identity-based group signature scheme [17] and identity-
based key establishment scheme [20]. Table 2 describes the no-
tations used in the proposed protocol.

A. Setup

The membership manager generates the required bilinear
groups and system parameters in [17]. Given security param-
eter k, the membership manager chooses a k-bit prime number
p, bilinear map groups (G1,G2) of order p. The membership
manager randomly picks generators g1 ∈ G1 and g2 ∈ G2.
Let ê : G1 × G2 → GT be a bilinear pairing. The mem-
bership manager selects γ ∈ Z

∗
p and sets GSpk = gγ2 . Af-

ter that, the membership manager chooses secure cryptographic
hash functions H : {0, 1}∗ → Zp and H0 : {0, 1}∗ → G

2
2.

The system parameter GSparams and master key GSmk of
the membership manager are set up as follows: GSparams =
(G1,G2,GT , ê, p, g1, g2, H,H0, GSpk), GSmk = γ.

To use the identity-based key establishment system in [20],
the membership manager chooses four primes p1, p2, p3, p4
and computes N(= p1p2p3p4) in Zq . Then, the membership
manager selects a secret random multiplier α ∈ Z

∗
φ(N), where

φ() is the Euler’s totient function.
In addition, the membership manager selects its own private

key skMM ∈ Z
∗
q and computes public key pkMM = gskMM

3 ,
where g3 is a generator for the underlying group for the ElGamal
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cryptosystem in [22].

B. OBU Registration

All OBUs need to be registered from the trusted membership
manager and pre-loaded with public system parameters and their
own secret quantities before joining VANET. Thus, the member-
ship manager randomly chooses a MAC key Ki, and computes a
long-term secret key si = αlogg4(ID

2
i )(mod φ(N)), where g4

is a primitive element in GF (pj), for 1 ≤ j ≤ 4. After that, the
membership manager transmits (Ki, si) to OBUi over a secure
channel and stores 〈IDi,Ki, si〉 in secure storage.

C. RSU Registration

The membership manager issues a group signing key to each
RSU for generating anonymous certificates. To generate a group
signing key, the membership manager selects xj ∈ Z

∗
p such that

γ+xj �= 0, and then sets Aj = g
1/γ+xj

1 . After that, the member-
ship manager computes sj = αlogg4(ID

2
j )(mod φ(N)), where

IDj is location information of RSUj . Finally, the membership
manager sends 〈(Aj , xj), sj〉 to RSUj over a secure channel.

D. Multiple Anonymous Certificates Generation

When an OBUi wants to get new multiple anonymous cer-
tificates for given time period from a nearby RSUj , OBUi and
RSUj run a multiple anonymous certificate generation protocol
as Fig. 2. The detailed steps are as follows.
Step 1 An OBUi encrypts its real identity IDi based on uni-

versal re-encryption under the membership manager’s
public key to generate a new pseudonym ID′

i. At the
same time, the OBUi randomly selects a short-time va-
lidity period t and multiple signing keys ski,1, · · ·, ski,n,
and then computes corresponding public keys (note
that, each public key is formed by signature scheme
in safety message authentication phase). After that, the
OBUi computes a session key si,j = (ID2

j )
sih(t||Ki)

by using a location information of a nearby RSUj and
identity-based key establishment scheme in [20]. Fi-
nally, the OBUi computes MAC value MACID′

i
=

HKi
(ID′

i||PK ′||t), where PK ′ = SEsi,j (PK), and
then transmits 〈ID′

i, PK ′, t,MACID′
i
〉 to the RSUj for

obtaining n anonymous certificates, where PK is a list
of public keys.

Step 2 The RSUj checks the valid period t since a long pe-
riod will cause the risk of continued circulation of an
invalid certificate by an attacker. If t is a short valid pe-
riod, RSUj transmits the received message to the mem-
bership manager for checking a validity of OBUi. The
membership manager decrypts the received pseudonym
ID′

i for getting real identity IDi and searches (Ki, si)
corresponding to IDi when the RSUj is unrevoked. If
MACID′

i
is valid and the OBUi is legal, the member-

ship manager computes a partial session key g
vsih(t||Ki)
4

and sends it with the permission message to the RSUj ,
where v ≡ α−1(mod φ(N)).

Step 3 If the RSUj receives the permission message and the

partial session key g
vsih(t||Ki)
4 , which used to decrypt

encrypted public key list PK ′, from the membership

manager, it repeatedly executes a re-encryption algo-
rithm in [19] with the pseudonym ID′

i to obtain n
pseudonyms ID′

i,1, · · ·, ID′
i,n for OBUi. At the same

time, the RSUj computes the session key si,j =

(g
vsih(t||Ki)
4 )sj to get the set of public key PK. After de-

crypting SDsi,j (PK ′), the RSUj computes each σl =
GSig(ID′

i,l||pki,l||t) by using group signature scheme
in [17] under its own group signing key and forms each
anonymous certificate Certi,l = {ID′

i,l, pki,l, t, σl},
where l = 1, · · ·, n. Finally, the RSUj transmits en-
crypted multiple anonymous certificates CERT =
SEsi,j (Certi,1, · · ·, Certi,n) to the OBUi.

Step 4 If public keys in the decrypted Certi are equal to
PK, the OBUi verifies received certificates by using
GSpk. Finally, the OBUi accepts the issued certificates
if all the checks are valid.

E. Safety Message Authentication

OBUi signs a traffic information m by using a conventional
digital signature scheme such as ECDSA under its own short-
time signing key ski,l for generating signature σm. Then, the
OBUi forms the safety message Msg = {m,σm, Certi,l} and
broadcasts Msg. Upon receiving a safety message, each re-
ceiver first checks the validity of Certi,l by using GSpk. If the
Certi,l is valid, the receiver retrieves pki,l from the Certi,l and
verifies σm using the pki,l. If σm is valid, the traffic information
can be accepted, otherwise discarded.

F. OBU’s Real ID Trace

In case of any disputed situation, it is necessary to extract the
real identity of generator of the broadcasted safety message by
the membership manager. Since pseudonyms ID′

i,l = Re(ID′
i)

of OBUi are computed by re-encryption scheme of [19] with
ID′

i = EpkMM
(IDi), the pseudonyms were formed as cipher-

texts for OBU’s real identity under the pubic key of the mem-
bership manager. Note that, due to the property of universal re-
encryption, the membership manager can output real identities
from pseudonyms in the safety message by using its own private
key skMM .

V. EVALUATION

A. Security

We analyze how the proposed protocol satisfies the security
requirements stated in Section II.
• Authentication. Since the signature is generated by a

conventional digital signature scheme with respect to a
pseudonym and a corresponding public key, which was
proven to secure against adaptive chosen message attack, no
adversary can launch a forgery attack and an impersonation
attack to an OBU.

• Anonymity. Since OBUs’ real identities are encrypted
under pkMM and re-encrypted ciphertexts are used as
pseudonyms, an attacker who compromised multiple RSUs
cannot disclose a real identity from pseudonyms in certifi-
cates without knowing skMM due to the property of univer-
sal re-encryption.
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OBUi RSUj Membership manager
1. Set ID′

i ← EpkMM
(IDi)

Choose time period t
Compute ski,1, · · ·, ski,n and si,j
Set PK = {pki,1, · · ·, pki,n}
PK ′ ← SEsi,j (PK)
MACID′

i
← HKi

(ID′
i||PK ′||t)

ID′
i, PK ′, t,MACID′

i−−−−−−−−−−−−−−−−−→
2. Check t

ID′
i, PK ′, t,MACID′

i−−−−−−−−−−−−−−−−−→
If RSUj is valid,
IDi ← DskMM

(ID′
i)

Search Ki, si
If MACID′

i
is valid,

If OBUi is legal,

Compute g
vsih(t||Ki)
4

Permission message, g
vsih(t||Ki)
4←−−−−−−−−−−−−−−−−−−−−−−−−−

3. ID′
i,1, · · ·, ID′

i,n ← Re(ID′
i)

Compute si,j = (g
vsih(t||Ki)
4 )sj

PK ← SDsi,j (PK ′)
∀ l, σl ← GSig(ID′

i,l||pki,l||t)
Issue Certi,1, · · ·, Certi,n
CERT ← SEsi,j (Certi,1, · · ·, Certi,n)

CERT←−−−−−−−−−
4. {Certi,1, · · ·, Certi,n} ← SDsi,j (CERT )

If ∀ l, pki,1 ∈ Certi,l are equal to PK,
If ∀ l, Certl are valid,

Accept n certificates

Fig. 2. Multiple anonymous certificates generation.

• Unlinkability. An eavesdropper cannot link the safety
messages since most safety messages consist of different
pseudonyms and public keys independently. Even though
multiple RSUs are compromised, the attacker does not ob-
tain any information from the compromised RSUs since each
OBU generates and transmits different pseudonyms to RSUs
during certificate generation protocol.

• Traceability. In dispute cases, the membership manager is
able to trace the real identity of OBUi corresponding to
pseudonym ID′

i,∗ by using its own private key skMM . Even
if some RSUs are compromised, the membership manager is
able to trace OBUs since the trace procedure in the proposed
protocol is executed without cooperations with RSUs.

As a result, the proposed protocol provides level 3 privacy in
Table 1.

Moreover, since the membership manager issues the partial
session key to an RSU in step 2 of the proposed multiple anony-
mous certificates generation phase if the RSU is uncompromised
entity, valid anonymous certificates of an OBU should be made
by the valid RSU. That is, there is no necessity to check the
validity of the RSU by an OBU in multiple anonymous certifi-

cates generation phase. In addition, if the RSU is compromised
entity, in contrast to ECPP, the OBU can run multiple anony-
mous certificates generation protocol with other RSUs by using
pre-computed short-time private/public key pairs, because the
compromised RSU does not know a list of OBU’s public keys.

B. Efficiency

In this section, we compare the proposed protocol with ECPP
to show that our protocol provides reasonable efficiency in terms
of OBU’s computational costs and RSU valid serving ratios. For
fairness in comparisons, we selected a bilinear pairing of 80-bit
security level as the same security measures of ECPP as follows;
degree k = 6, |G1| = 160 bits and |q| = 1024 bits. Tables 3
and 4 show the measures to estimate and to compare our proto-
col with ECPP, respectively. Note that ECPPM is ECPP’s mul-
tiple certificates issue type as shown in Table 5.

To measure the valid number of requesting certificates at once
per vehicle, we assume that all OBUs in an RSU range request
nV anonymous certificates to the RSU and the average speed
of vehicles varies from 10 m/s ∼ 40 m/s (or 36 km/hr∼144
km/hr). Therefore, nV depends on vehicle density d, which
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Table 3. Cryptographic operation time (implemented on Pentium IV

3.0 GHz).
Cryptographic operation time Time(ms)
ê bilinear pairing operation 4.5
Point multiplication on G1 0.6
Exponentiation on Zq 2.1

Table 4. Protocol execution time (implemented on Pentium IV 3.0 GHz,

NR = |RL|).
unit: ms

Execution time ECPPM Proposed protocol
n certificates issue 20.4+14.4n 12.6+18.6n
n certificates verification 17.1n 17.1n
Validity check of RSU 9NR no need

Table 5. Modification to multiple-ECPP.
Phase ECPPM

Public key generation ∀ i ≤ n, xi ∈ Z
∗
q , Yi = xiP

Certificate check check ∀ i ≤ n,Certi
RSU validity check revocation check (using RL)

Table 6. The maximum number of requesting certificates nV .
Lane numbers NL

Speed v 2 4 6 8 10
10 m/s 53.4 26.5 17.6 13.1 10.4
20 m/s 53.4 26.5 17.6 13.1 10.4
30 m/s 53.4 26.5 17.6 13.1 10.4
40 m/s 53.4 26.5 17.6 13.1 10.4

means the number of OBUs in an OBU’s communication range,
that is computed by 2-second rule which drivers maintain as
much distance between vehicles, as the vehicle would travel in
2 second. That is, we have d = Rrange × NL/(v × 2) where
Rrange is RSU’s valid coverage, NL is the number of lane and v
is vehicle speed. Since TR ≥ TG × d where TR(= Rrange/v) is
passing time through an RSU range and TG(= 12.6 + 18.6nV )
is the time overhead for generating nV certificates, nV can be
measured as follow:

nV ≤ TR

18.6d
− 0.3 =

Rrange

18.6vd
− 0.3.

Table 6 shows the maximum nV with different vehicle speeds
and different lane numbers where Rrange = 300 meters. As we
can see, each OBU can request about 10 ∼ 50 anonymous cer-
tificates to an RSU depending on vehicle density.

Fig. 3 shows computational costs of the proposed multiple
certificates generation protocol, ECPPM and ECPP with differ-
ent NR and different n. Then, we can observe that the proposed
protocol has reasonable efficiency to ECPPM in the matter of
OBU’s computational costs. Furthermore, when the number of
the compromised RSUs are increased, the proposed protocol has
more efficiency than both ECPPM and ECPP.

Let |R|n be the minimal number of passed RSUs for n min-
utes (min), and ρn be the probability for each OBU to issue a re-
quest for n min. Therefore, an OBU could request n certificates
to an RSU among |R|n RSUs. Then, we have ρn = 1/|R|n

Fig. 3. Computational costs of OBU.

Fig. 4. RSU valid serving ratio.

(note that, since |R|n is a minimal value, we consider that ρn
is maximal probability). When we assume that an RSU is al-
located every 500 meters on the road, |R|1 and ρ1 are (10 m/s
× 60 s)/500 m=1.2 and 0.8, respectively. In addition, we have
|R|n = n|R|1. As a result, ρn can be measured as follow;

ρn =
1

|R|n =
1

n|R|1 =
1

n
ρ1 =

0.8

n
.

To measure RSU valid serving ratio SRSU , we follow Lu et
al.’s analysis method in [12]. Then, SRSU can be defined by

SRSU =

{
1, if Rrange

TKρnvd
≥ 1

Rrange

TKρnvd
, otherwise

where TK is a time overhead to generate n anonymous certifi-
cates and d is the number of OBUs in an RSU’s communication
range.

Fig. 4 shows RSU valid serving ratios of the proposed proto-
col for n ≥ 10. As you can see, RSUs can efficiently manage
multiple certificates requests in most traffic scenarios.

Finally, we show the valid serving ratio of the membership
manager for OBUs’ requests. In our protocol, the main operation
of the membership manager is to decrypt OBUs’ pseudonyms at
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Fig. 5. Membership manager valid serving ratio with different NOBU.

each n min, so the membership manager’s performance always
depends on the size of n. Then, SMM , the valid serving ratio of
the membership manager, can be defined by

SMM =

{
1, if Tms

TMM (Tavg/n)NOBU
≥ 1

Tms

TMM (Tavg/n)NOBU
, otherwise

where Tms is a total time for a day, TMM is a time overhead for
authenticating an OBU, Tavg is an average driving time per day
and NOBU is the number of OBUs.

Fig. 5 shows the valid serving ratio of the membership man-
ager with different NOBU and different n, where TMM = 4.2
ms and Tavg = 120 min. From this result, we can observe that
the membership manager can efficiently manage multiple cer-
tificates requests in most of cases. As a result from Figs. 4 and
5, the proposed multiple anonymous certificates generation pro-
tocol is feasible.

VI. CONCLUSION

In this paper, we have proposed a robust and efficient anony-
mous authentication protocol based on universal re-encryption
scheme, identity-based group signature scheme and identity-
based key establishment scheme in VANET. Compared with
ECPP, the proposed protocol can provide unlinkability and
traceability even if an attacker compromises multiple RSUs.
Furthermore, to avoid frequent certificate requests and to re-
duce computational overhead for mutual authentication between
OBUs and RSUs in certificate generation phase, RSUs can is-
sue multiple anonymous certificates to an OBU. Moreover, the
proposed protocol eliminates validity check in OBUs by us-
ing identity-based key establishment scheme. We have demon-
strated, through the performance evaluation, that the proposed
protocol has comparable performance to ECPP in terms of
OBU’s computational costs and RSU valid serving ratios.

REFERENCES
[1] U. Varsheney, “Vehicular mobile commerce,” IEEE Computer Magazine

Online, 2004.
[2] Y. Peng, Z. Abichar, and J. M. Chang, “Roadside-aided routing (RAR) in

vehicular networks,” in Proc. IEEE ICC, vol. 8, 2006, pp. 3602–3607.
[3] J. Blum and A. Eskandarian, “The threat of intelligent collisions,” IT Pro-

fessional, vol. 6, no. 1, pp. 22–29, 2004.

[4] J.-P. Hubaux, S. Capkun and J. Luo, “The security and privacy of smart
vehicles,” IEEE Security Privacy Mag., vol. 2, no. 3, pp. 49–55, 2004.

[5] J. Luo, and J.-P. Hubaux, “A survey of inter-vehicle communication tech-
nical report,” EPFL Tech. Rep. IC/2004/24, 2004.

[6] B. Parno and A. Perrig, “Challenges in securing vehicular networks,”
HotNets-IV, 2005.

[7] M. Raya and J.-P. Hubaux, “The security of vehicular ad hoc networks,”
in Proc. SASN, 2005, pp. 11–21.

[8] M. Raya and J.-P. Hubaux, “Security aspects of inter-vehicle communica-
tions,” in Proc. STRC, 2005.

[9] M. Raya and J.-P. Hubaux, “Securing vehicle ad hoc networks,” J. Com-
puter Security, vol. 15, no. 1, pp. 39–68, 2007.

[10] K. Ren, W. Lou, R. H. Deng, and K. Kim, “A novel privacy preserving
authentication and access control scheme in pervasive computing environ-
ments,” IEEE Trans. Veh. Technol., vol. 55, no. 4, pp. 1373–1384, 2006.

[11] Q. Xu, T. Mak, J. Ko, and R. Sengupta, “Medium access control protocol
design for vehicle-vehicle safety messages,” IEEE Trans. Veh. Technol.,
vol. 56, no. 2, pp. 499–518, 2007.

[12] R. Lu, X. Lin, H. Zhu, P.-H. Ho, and X. Shen, “ECPP: Efficient condi-
tional privacy preservation protocol for secure vehicular communications,”
in Proc. IEEE INFOCOM, 2008, pp. 1903–1911.

[13] X. Lin, X. Sun, and X. Shen, “GSIS: A secure and privacy preserving
protocol for vehicular communications,” IEEE Trans. Veh. Technol., vol.
56, no. 6, pp.3442–3456, 2007.

[14] D. Boneh, X. Boyen, and H. Shacham, “Short group signatures,” in Proc.
Advances in Cryptology-Crypto, LNCS 3152, 2004, pp. 41–55.

[15] D. Chaum and E. van Heijst, “Group signatures,” in Proc. Advances in
Cryptology-Eurocrypt, LNCS 576, 1991, pp. 257–265.

[16] A. Shamir, “Identity-based cryptosystem and signature Schemes,” in Proc.
Advances in Cryptology-Crypto, LNCS. 196, 1984, pp. 47–53.

[17] D. Boneh and H. Shacham, “Group signatures with verifier-local revoca-
tion,” in Proc. CCS, 2004, pp. 168–177.

[18] J. Freudiger, M. Raya, and M. Felegyhazi, “Mix-zones for location privacy
in vehicular networks,” in Proc. WiN-ITS, 2007.

[19] P. Golle, M. Jakobsson, A. Juels, and P. Syverson, “Universal re-
encryption for mixnets,” in Proc. CT-RSA, LNCS 2964, 2004, pp. 163–
178.

[20] U. M. Maurer and Y. Yacobi, “A non-interactive public-key distribution
system,” Designs, Codes, and Cryptography, pp. 305–316, 1996.

[21] Dedicated Short Range Communications (DSRC). [Online]. Available:
http://www.leearmstrong.com/dsrc/dsrchomeset.htm

[22] T. ElGamal, “A public key cryptosystem and a signature scheme based on
discrete logarithms,” IEEE Trans. Inf. Theory, vol. IT-31, no. 4, pp. 469–
472, 1985.

[23] M. Bellare, D. Micciancio, and B. Warinschi, “Foundations of group sig-
natures: Formal definitions, simplified requirements, and a construction
based on general assumptions,” Advances in Cryptology-Eurocrypt 2003,
LNCS 2656, pp. 614–629, 2003.

[24] P. Kamat, A. Baliga, and W. Trappe, “Secure, pseudonymous, and au-
ditable communication in vehicular ad hoc networks,” in Proc. Security
Comm. Networks, 2008, pp. 233–244.

Chae Duk Jung received the B.S. degree from
Dongeui University, Busan, Republic of Korea in
2005, and the M.S. degree from Pukyong National
University, Busan, Korea in 2007. He is currently a
Ph.D. candidate in the Department of Information Se-
curity of Pukyong National University. His research
interests are in the areas of cryptographic algorithms,
information security, VANET, and PKI.

Chul Sur received his B.S. and M.S. degrees in De-
partment of Computer Science from Pukyong Na-
tional University, Busan, Republic of Korea in 2000
and 2004, respectively. He is currently a Ph.D. can-
didate in Department of Computer Science, Pukyong
National University. His research interests are related
with applied cryptography, network security, and se-
cure e-commerce.



614 JOURNAL OF COMMUNICATIONS AND NETWORKS, VOL. 11, NO. 6, DECEMBER 2009

Youngho Park received his Ph.D. and M.S. degrees
in Information Security and Computer Science from
Pukyong National University, Busan, Republic of Ko-
rea, in 2006 and 2002, respectively, and his B.S.
degree in computer science from Pukyong National
University, in 2000. He was a post-doctor course re-
searcher in the Department of Information Engineer-
ing, Pukyong National University from Mar. 2008 to
Feb. 2009. His research interests are related with in-
formation security, applied cryptography and network
security; authentication, key management, secure mo-

bile ad hoc network including vehicular ad hoc network.

Kyung-Hyune Rhee received his M.S. and Ph.D. de-
grees from Korea Advanced Institute of Science and
Technology (KAIST), Daejon, Republic of Korea in
1985 and 1992, respectively. He worked as a senior
researcher in Electronic and Telecommunications Re-
search Institute (ETRI), Daejon, Korea from 1985 to
1993. He also worked as a visiting scholar in Univer-
sity of Adelaide in Australia, University of Tokyo in
Japan, University of California at Irvine in USA and
Kyushu University in Japan, respectively. He has also
worked for Colombo Plan Staff College of Technician

Education (CPSC) in Manila, Philippines as a director of Information and Com-
munication Technology during 2002 through 2003. He is currently a Professor
in the Division of Electronic, Computer and Telecommunication Engineering of
Pukyong National University, Republic of Korea. His research interests are re-
lated to cryptography and its applications, wireless communication security and
multimedia encryption and authentication, IT convergence security, etc.



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJDFFile false
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends false
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails true
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /AgencyFB-Bold
    /AgencyFB-Reg
    /ahn2006-B
    /ahn2006-L
    /ahn2006-M
    /Albertus-ExtraBold
    /Albertus-Medium
    /AlbertusMT
    /AlbertusMT-Italic
    /AlbertusMT-Light
    /Algerian
    /AmiR-HM
    /AntiqueOlive
    /AntiqueOlive-Bold
    /AntiqueOlive-Compact
    /AntiqueOlive-Italic
    /AntiqueOlive-Roman
    /Apple-Chancery
    /Arial-Black
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialRoundedMTBold
    /ArialUnicodeMS
    /AvantGarde-Book
    /AvantGarde-BookOblique
    /AvantGarde-Demi
    /AvantGarde-DemiOblique
    /BaskOldFace
    /Batang
    /BatangChe
    /Bauhaus93
    /BellMT
    /BellMTBold
    /BellMTItalic
    /BerlinSansFB-Bold
    /BerlinSansFBDemi-Bold
    /BerlinSansFB-Reg
    /BernardMT-Condensed
    /BlackadderITC-Regular
    /Bodoni
    /Bodoni-Bold
    /Bodoni-BoldItalic
    /Bodoni-Italic
    /BodoniMT
    /BodoniMTBlack
    /BodoniMTBlack-Italic
    /BodoniMT-Bold
    /BodoniMT-BoldItalic
    /BodoniMTCondensed
    /BodoniMTCondensed-Bold
    /BodoniMTCondensed-BoldItalic
    /BodoniMTCondensed-Italic
    /BodoniMT-Italic
    /BodoniMTPosterCompressed
    /Bodoni-Poster
    /Bodoni-PosterCompressed
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /Bookman-Demi
    /Bookman-DemiItalic
    /Bookman-Light
    /Bookman-LightItalic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolSeven
    /BradleyHandITC
    /BritannicBold
    /Broadway
    /BrushScriptMT
    /Calibri
    /Calibri-Bold
    /Calibri-BoldItalic
    /Calibri-Italic
    /CalifornianFB-Bold
    /CalifornianFB-Italic
    /CalifornianFB-Reg
    /CalisMTBol
    /CalistoMT
    /CalistoMT-BoldItalic
    /CalistoMT-Italic
    /Cambria
    /Cambria-Bold
    /Cambria-BoldItalic
    /Cambria-Italic
    /CambriaMath
    /Candara
    /Candara-Bold
    /Candara-BoldItalic
    /Candara-Italic
    /Candid
    /Castellar
    /Centaur
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /CGOmega
    /CGOmega-Bold
    /CGOmega-BoldItalic
    /CGOmega-Italic
    /CGTimes
    /CGTimes-Bold
    /CGTimes-BoldItalic
    /CGTimes-Italic
    /Chicago
    /Chiller-Regular
    /Clarendon
    /Clarendon-Bold
    /Clarendon-Condensed-Bold
    /Clarendon-Light
    /Cmex10
    /Cmmi10
    /Cmr10
    /Cmsy10
    /ColonnaMT
    /CombiNumerals
    /CombiNumerals-Bold
    /ComicSansMS
    /ComicSansMS-Bold
    /Consolas
    /Consolas-Bold
    /Consolas-BoldItalic
    /Consolas-Italic
    /Constantia
    /Constantia-Bold
    /Constantia-BoldItalic
    /Constantia-Italic
    /CooperBlack
    /CooperBlack-Italic
    /CopperplateGothic-Bold
    /CopperplateGothic-Light
    /Copperplate-ThirtyThreeBC
    /Copperplate-ThirtyTwoBC
    /Corbel
    /Corbel-Bold
    /Corbel-BoldItalic
    /Corbel-Italic
    /Coronet
    /Coronet-Regular
    /Courier
    /Courier-Bold
    /Courier-BoldOblique
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /Courier-Oblique
    /CurlzMT
    /Dotum
    /DotumChe
    /EdwardianScriptITC
    /Elephant-Italic
    /Elephant-Regular
    /EngraversMT
    /ErasITC-Bold
    /ErasITC-Demi
    /ErasITC-Light
    /ErasITC-Medium
    /EstrangeloEdessa
    /Euclid
    /Euclid-Bold
    /Euclid-BoldItalic
    /EuclidExtra
    /EuclidExtra-Bold
    /EuclidFraktur
    /EuclidFraktur-Bold
    /Euclid-Italic
    /EuclidMathOne
    /EuclidMathOne-Bold
    /EuclidMathTwo
    /EuclidMathTwo-Bold
    /EuclidSymbol
    /EuclidSymbol-Bold
    /EuclidSymbol-BoldItalic
    /EuclidSymbol-Italic
    /Eurostile
    /Eurostile-Bold
    /Eurostile-BoldExtendedTwo
    /Eurostile-ExtendedTwo
    /ExpoM-HM
    /FelixTitlingMT
    /Fences
    /FencesPlain
    /FootlightMTLight
    /ForteMT
    /FranklinGothic-Book
    /FranklinGothic-BookItalic
    /FranklinGothic-Demi
    /FranklinGothic-DemiCond
    /FranklinGothic-DemiItalic
    /FranklinGothic-Heavy
    /FranklinGothic-HeavyItalic
    /FranklinGothic-Medium
    /FranklinGothic-MediumCond
    /FranklinGothic-MediumItalic
    /FreestyleScript-Regular
    /FrenchScriptMT
    /FZSY--SURROGATE-0
    /Garamond
    /Garamond-Antiqua
    /Garamond-Bold
    /Garamond-Halbfett
    /Garamond-Italic
    /Garamond-Kursiv
    /Garamond-KursivHalbfett
    /Gautami
    /Geneva
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Gigi-Regular
    /GillSans
    /GillSans-Bold
    /GillSans-BoldCondensed
    /GillSans-BoldItalic
    /GillSans-Condensed
    /GillSans-ExtraBold
    /GillSans-Italic
    /GillSans-Light
    /GillSans-LightItalic
    /GillSansMT
    /GillSansMT-Bold
    /GillSansMT-BoldItalic
    /GillSansMT-Condensed
    /GillSansMT-ExtraCondensedBold
    /GillSansMT-Italic
    /GillSans-UltraBold
    /GillSans-UltraBoldCondensed
    /GloucesterMT-ExtraCondensed
    /Goudy
    /Goudy-Bold
    /Goudy-BoldItalic
    /Goudy-ExtraBold
    /Goudy-Italic
    /GoudyOldStyleT-Bold
    /GoudyOldStyleT-Italic
    /GoudyOldStyleT-Regular
    /GoudyStout
    /Gulim
    /GulimChe
    /Gungsuh
    /GungsuhChe
    /H2gprM
    /H2gsrB
    /H2gtrE
    /H2gtrM
    /H2hdrM
    /H2mjrE
    /H2mjsM
    /H2mkpB
    /H2porL
    /H2porM
    /H2sa1M
    /HaansoftBatang
    /HaansoftDotum
    /Haettenschweiler
    /HarlowSolid
    /Harrington
    /HeadlineR-HM
    /Helvetica
    /Helvetica-Bold
    /Helvetica-BoldOblique
    /Helvetica-Condensed
    /Helvetica-Condensed-Bold
    /Helvetica-Condensed-BoldObl
    /Helvetica-Condensed-Oblique
    /Helvetica-Narrow
    /Helvetica-Narrow-Bold
    /Helvetica-Narrow-BoldOblique
    /Helvetica-Narrow-Oblique
    /Helvetica-Oblique
    /HighTowerText-Italic
    /HighTowerText-Reg
    /HoeflerText-Black
    /HoeflerText-BlackItalic
    /HoeflerText-Italic
    /HoeflerText-Ornaments
    /HoeflerText-Regular
    /HYbdaL
    /HYbdaM
    /HYbsrB
    /HYcysM
    /HYdnkB
    /HYdnkM
    /HYgprM
    /HYgsrB
    /HYgtrE
    /HYhaeseo
    /HyhwpEQ
    /HYkanB
    /HYkanM
    /HYmjrE
    /HYmprL
    /HYnamB
    /HYnamL
    /HYnamM
    /HYporM
    /HYsanB
    /HYsnrL
    /HYsupB
    /HYsupM
    /HYtbrB
    /HYwulB
    /HYwulM
    /Impact
    /ImprintMT-Shadow
    /InformalRoman-Regular
    /JoannaMT
    /JoannaMT-Bold
    /JoannaMT-BoldItalic
    /JoannaMT-Italic
    /Jokerman-Regular
    /JuiceITC-Regular
    /Kartika
    /KristenITC-Regular
    /KunstlerScript
    /Latha
    /LatinWide
    /LetterGothic
    /LetterGothic-Bold
    /LetterGothic-BoldSlanted
    /LetterGothic-Italic
    /LetterGothic-Slanted
    /LubalinGraph-Book
    /LubalinGraph-BookOblique
    /LubalinGraph-Demi
    /LubalinGraph-DemiOblique
    /LucidaBright
    /LucidaBright-Demi
    /LucidaBright-DemiItalic
    /LucidaBright-Italic
    /LucidaCalligraphy-Italic
    /LucidaConsole
    /LucidaFax
    /LucidaFax-Demi
    /LucidaFax-DemiItalic
    /LucidaFax-Italic
    /LucidaHandwriting-Italic
    /LucidaSans
    /LucidaSans-Demi
    /LucidaSans-DemiItalic
    /LucidaSans-Italic
    /LucidaSans-Typewriter
    /LucidaSans-TypewriterBold
    /LucidaSans-TypewriterBoldOblique
    /LucidaSans-TypewriterOblique
    /LucidaSansUnicode
    /MagicR-HM
    /Magneto-Bold
    /MaiandraGD-Regular
    /MalgunGothicBold
    /MalgunGothicRegular
    /Mangal-Regular
    /Marigold
    /Math1
    /Math1-Bold
    /Math1Mono
    /Math1Mono-Bold
    /Math2
    /Math2-Bold
    /Math2Mono
    /Math2Mono-Bold
    /Math3
    /Math3Bold
    /Math3Mono
    /Math3Mono-Bold
    /Math4
    /Math4-Bold
    /Math4Mono
    /Math4Mono-Bold
    /Math5
    /Math5Bold
    /Math5Mono
    /Math5MonoBold
    /Mathematica1
    /Mathematica1-Bold
    /Mathematica1Mono
    /Mathematica1Mono-Bold
    /Mathematica2
    /Mathematica2-Bold
    /Mathematica2Mono
    /Mathematica2Mono-Bold
    /Mathematica3
    /Mathematica3-Bold
    /Mathematica3Mono
    /Mathematica3Mono-Bold
    /Mathematica4
    /Mathematica4-Bold
    /Mathematica4Mono
    /Mathematica4Mono-Bold
    /Mathematica5
    /Mathematica5-Bold
    /Mathematica5Mono
    /Mathematica5Mono-Bold
    /Mathematica6
    /Mathematica6Bold
    /Mathematica6Mono
    /Mathematica6MonoBold
    /Mathematica7
    /Mathematica7Bold
    /Mathematica7Mono
    /Mathematica7MonoBold
    /MaturaMTScriptCapitals
    /MicrosoftSansSerif
    /MingLiU
    /Mistral
    /Modern-Regular
    /MoeumTR-HM
    /Monaco
    /MonaLisa-Recut
    /MonotypeCorsiva
    /MS-Gothic
    /MS-Mincho
    /MSOutlook
    /MS-PGothic
    /MS-PMincho
    /MSReferenceSansSerif
    /MSReferenceSpecialty
    /MS-UIGothic
    /MT-Extra
    /MT-Symbol
    /MVBoli
    /NanumGothicCoding
    /NanumGothicCoding-Bold
    /NewCenturySchlbk-Bold
    /NewCenturySchlbk-BoldItalic
    /NewCenturySchlbk-Italic
    /NewCenturySchlbk-Roman
    /NewGulim
    /NewYork
    /NiagaraEngraved-Reg
    /NiagaraSolid-Reg
    /NSimSun
    /OCRAExtended
    /OldEnglishTextMT
    /Onyx
    /Optima
    /Optima-Bold
    /Optima-BoldItalic
    /Optima-Italic
    /Oxford
    /PalaceScriptMT
    /Palatino-Bold
    /Palatino-BoldItalic
    /Palatino-Italic
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Palatino-Roman
    /Papyrus-Regular
    /Parchment-Regular
    /Perpetua
    /Perpetua-Bold
    /Perpetua-BoldItalic
    /Perpetua-Italic
    /PerpetuaTitlingMT-Bold
    /PerpetuaTitlingMT-Light
    /Playbill
    /PMingLiU
    /PoorRichard-Regular
    /Pristina-Regular
    /PyunjiR-HM
    /Raavi
    /RageItalic
    /Ravie
    /ReboBold
    /Rockwell
    /Rockwell-Bold
    /Rockwell-BoldItalic
    /Rockwell-Condensed
    /Rockwell-CondensedBold
    /Rockwell-ExtraBold
    /Rockwell-Italic
    /ScriptMTBold
    /SegoeUI
    /SegoeUI-Bold
    /SegoeUI-BoldItalic
    /SegoeUI-Italic
    /ShowcardGothic-Reg
    /Shruti
    /SimHei
    /SimSun
    /SimSun-PUA
    /SnapITC-Regular
    /StempelGaramond-Bold
    /StempelGaramond-BoldItalic
    /StempelGaramond-Italic
    /StempelGaramond-Roman
    /Stencil
    /Sylfaen
    /Symath
    /Symbol
    /SymbolMT
    /Taffy
    /Tahoma
    /Tahoma-Bold
    /TempusSansITC
    /Times-Bold
    /Times-BoldItalic
    /Times-Italic
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Times-Roman
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Tunga-Regular
    /TwCenMT-Bold
    /TwCenMT-BoldItalic
    /TwCenMT-Condensed
    /TwCenMT-CondensedBold
    /TwCenMT-CondensedExtraBold
    /TwCenMT-Italic
    /TwCenMT-Regular
    /Univers
    /Univers-Bold
    /Univers-BoldExt
    /Univers-BoldExtObl
    /Univers-BoldItalic
    /Univers-BoldOblique
    /Univers-Condensed
    /Univers-CondensedBold
    /Univers-Condensed-Bold
    /Univers-Condensed-BoldItalic
    /Univers-CondensedBoldOblique
    /Univers-Condensed-Medium
    /Univers-Condensed-MediumItalic
    /Univers-CondensedOblique
    /Univers-Extended
    /Univers-ExtendedObl
    /Univers-Light
    /Univers-LightOblique
    /Univers-Medium
    /Univers-MediumItalic
    /Univers-Oblique
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /VinerHandITC
    /Vivaldii
    /VladimirScript
    /Vrinda
    /Webdings
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /YetR-HM
    /ZapfChancery-MediumItalic
    /ZapfDingbats
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 200
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 200
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 400
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile ()
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <FEFF004200720075006700200069006e0064007300740069006c006c0069006e006700650072006e0065002000740069006c0020006100740020006f007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400650072002c0020006400650072002000650067006e006500720020007300690067002000740069006c00200064006500740061006c006a006500720065007400200073006b00e60072006d007600690073006e0069006e00670020006f00670020007500640073006b007200690076006e0069006e006700200061006600200066006f0072007200650074006e0069006e006700730064006f006b0075006d0065006e007400650072002e0020004400650020006f007000720065007400740065006400650020005000440046002d0064006f006b0075006d0065006e0074006500720020006b0061006e002000e50062006e00650073002000690020004100630072006f00620061007400200065006c006c006500720020004100630072006f006200610074002000520065006100640065007200200035002e00300020006f00670020006e0079006500720065002e>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <FEFF004200720075006b00200064006900730073006500200069006e006e007300740069006c006c0069006e00670065006e0065002000740069006c002000e50020006f0070007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e00740065007200200073006f006d002000650072002000650067006e0065007400200066006f00720020007000e5006c006900740065006c006900670020007600690073006e0069006e00670020006f00670020007500740073006b007200690066007400200061007600200066006f0072007200650074006e0069006e006700730064006f006b0075006d0065006e007400650072002e0020005000440046002d0064006f006b0075006d0065006e00740065006e00650020006b0061006e002000e50070006e00650073002000690020004100630072006f00620061007400200065006c006c00650072002000410064006f00620065002000520065006100640065007200200035002e003000200065006c006c00650072002e>
    /PTB <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>
    /SUO <FEFF004b00e40079007400e40020006e00e40069007400e4002000610073006500740075006b007300690061002c0020006b0075006e0020006c0075006f0074002000410064006f0062006500200050004400460020002d0064006f006b0075006d0065006e007400740065006a0061002c0020006a006f0074006b006100200073006f0070006900760061007400200079007200690074007900730061007300690061006b00690072006a006f006a0065006e0020006c0075006f00740065007400740061007600610061006e0020006e00e400790074007400e4006d0069007300650065006e0020006a0061002000740075006c006f007300740061006d0069007300650065006e002e0020004c0075006f0064007500740020005000440046002d0064006f006b0075006d0065006e00740069007400200076006f0069006400610061006e0020006100760061007400610020004100630072006f0062006100740069006c006c00610020006a0061002000410064006f00620065002000520065006100640065007200200035002e0030003a006c006c00610020006a006100200075007500640065006d006d0069006c006c0061002e>
    /SVE <FEFF0041006e007600e4006e00640020006400650020006800e4007200200069006e0073007400e4006c006c006e0069006e006700610072006e00610020006f006d002000640075002000760069006c006c00200073006b006100700061002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400200073006f006d00200070006100730073006100720020006600f60072002000740069006c006c006600f60072006c00690074006c006900670020007600690073006e0069006e00670020006f006300680020007500740073006b007200690066007400650072002000610076002000610066006600e4007200730064006f006b0075006d0065006e0074002e002000200053006b006100700061006400650020005000440046002d0064006f006b0075006d0065006e00740020006b0061006e002000f600700070006e00610073002000690020004100630072006f0062006100740020006f00630068002000410064006f00620065002000520065006100640065007200200035002e00300020006f00630068002000730065006e006100720065002e>
    /ENU (Use these settings to create Adobe PDF documents suitable for reliable viewing and printing of business documents.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [595.276 841.890]
>> setpagedevice


