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On the Impact of Channel Sensing Methods to IEEE
802.15.4 Performances under IEEE 802.11b Interference

Soo Young Shin and Hong Seong Park

Abstract: 1In this paper, the impact of channel sensing methods
to IEEE 802.15.4 under the interference of IEEE 802.11b are an-
alyzed. Two different channel sensing methods, energy detection
and carrier sense, are considered. An average transmission delay, a
throughput, and a power drain rate are used as performance mea-
sures. Those performance measures of IEEE 802.15.4 under the
interference of IEEE 802.11b are analyzed mathematically. The
simulation results are shown to validate the analytic results.

Index Terms: Analysis, carrier sense, channel sensing methods, en-
ergy detection, IEEE 802.11b, IEEE 802.15.4, interference, perfor-
mance.

I. INTRODUCTION

IEEE 802.15.4, a low rate wireless personal area network, has
been standardized recently [1], [2]. To provide the global avail-
ability, IEEE 802.15.4 exploits the 2.4 GHz industrial scientific
and medical (ISM) unlicensed band.

Because this ISM band is commonly used for the low cost ra-
dio devices such as IEEE 802.11b [3], an unrestricted access to
the ISM band exposes the IEEE 802.15.4 devices to a high level
of interference. Since the IEEE 802.11b has been designed for
the different purposes, they can coexist within the communica-
tion range of each other. Because the IEEE 802.11b was stan-
dardized earlier and applied already, the newly deployed IEEE
802.15.4 devices can experience the interference from the IEEE
802.11b. Therefore, the performances of the IEEE 802.15.4 un-
der the interference of the IEEE 802.11b need to be evaluated.

Like IEEE 802.11b, IEEE 802.15.4 adopts carrier sensing
multiple access as its medium access control method. There are
two core methods of channel sensing—notably energy detec-
tion (ED) and carrier sense (CS)—that are collectively known
by the general term: Clear channel assessment (CCA). Although
the default CCA of IEEE 802.11b is CS mode [4], ED mode is
adopted as the default for limited battery devices such as [EEE
802.11b card in laptop [5]. Because IEEE 802.15.4 aims the low
power consumption, the power consumption characteristics of
both ED and CS methods are needed to be evaluated. Therefore,
this paper focuses on the impact of CCA methods to the perfor-
mances of IEEE 802.15.4 under IEEE 802.11b interference.

Some related papers investigate the performance of IEEE
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802.15.4 under IEEE 802.11b interference [6]-[9]. In [6] and
{7], PER, end-to-end delay, and throughput of IEEE 802.15.4
under the interference of IEEE 802.11b are analyzed using
mathematical modeling and validated via simulations with vary-
ing the distance and mean frequency of IEEE 802.11b. However,
it only considered CS method. In [8], the performance of the
IEEE 802.15.4 under the interference of IEEE 802.11b is eval-
uated using simulation only. Along with PER, MAC delay and
goodput were also obtained using two different CCA methods
under different application scenarios such as FTP, HTTP, and e-
mail. However, there were no considerations about the distance
and mean frequency of IEEE 802.11b. In [9], the packet error
rates (PERs) of the IEEE 802.15.4 under IEEE 802.11b, Blue-
tooth, and microwave oven are obtained by experiments. PERs
under IEEE 802.11b interference were examined with varying
the mean frequency of IEEE 802.11b, the packet length of IEEE
802.15.4, distance and two channel sensing methods. How-
ever, there were no comparisons in the performances of IEEE
802.15.4 when two different CCA methods, ED and CS, were
applied. In addition, there were no considerations about IEEE
802.15.4 power consumptions.

In this paper, the performances of IEEE 802.15.4 under IEEE
802.11b interference are analyzed and compared under two dif-
ferent CCA methods: CS and ED. For each channel sensing
method, the average transmission delay, the throughput, and the
power drain rate are analyzed as performance measures. The av-
erage transmission delay is defined as the elapsed time from the
time for a source station to access a channel to the time to receive
an acknowledgement packet transmitted by a destination station.
The average transmission delay is extracted from the PER and
the packet transmission/retransmission time. The throughput is
the amount of data transferred from one station to another sta-
tion during a specified amount of time. The power drain rate
is defined as the power consumption per second. The obtained
analytic results are compared with the simulation results.

The paper is organized as follows. There is a brief overview
of IEEE 802.15.4 in Section II. Section III explains the coex-
istence problem of IEEE 8§02.11b and IEEE 802.15.4. In Sec-
tion IV, performance measures such as average transmission de-
lay, throughput, and power drain rate are analyzed with two dif-
ferent CCA methods ED and CS. Analytic results obtained in
Section IV are compared to simulation results in Section V. This
paper will be concluded in Section VL

II. IEEE 802.15.4 OVERVIEW

A new IEEE standard, 802.15.4, defines both the physical
layer (PHY) and medium access control (MAC) sublayer spec-
ifications for low-rate wireless personal area networks (LR-
WPANS5), which support simple devices that consume minimal
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Fig. 1. An example of slotted CSMA/CA in |IEEE 802.15.4.

power and typically operate in the personal operating space
(POS). Two types of topologies are supported in the IEEE
802.15.4: A one-hop star or a multi-hop peer-to-peer topology.
The network and upper layers were defined by the ZigBee Al-
liance [2].

The standard offers two PHY options based on the fre-
quency band. Both are based on direct sequence spread spec-
trum (DSSS). The data rate is 250 kbps at 2.4 GHz with offset
quadrature phase shift keying (OQPSK), 40 kbps at 915 MHz
and 20 kbps at 868 MHz with binary phase shift keying (BPSK).
There is a single channel between 868 and 868.6 MHz, 10 chan-
nels between 902.0 and 928.0 MHz, and 16 channels between
2.4 and 2.4835 GHz. Receiver sensitivities are —85 dBm for
2.4 GHz and —92 dBm for 868,/915 MHz.

An IEEE 802.15.4 system consists of several components.
The most basic is the device. A device can be a full-function de-
vice (FFD) or reduced-function device (RFD). A network shall
include at least one FFD, operating as the PAN coordinator. The
FFD can operate in three modes: A personal area network (PAN)
coordinator, a coordinator or a device. An RFD is intended for
applications that are extremely simple and do not need to send
large amounts of data.

An IEEE 802.15.4 network can work in either beacon-enabled
mode or non-beacon-enabled mode. In beacon-enabled mode, a
coordinator broadcasts beacons periodically to synchronize the
attached devices. In non-beacon-enabled mode, a coordinator
does not broadcast beacons periodically, but may unicast a bea-
con to a device that is soliciting beacons.

IEEE 802.15.4 adopts carrier sense multiple access with colli-
sion avoidance (CSMA/CA) for the medium access mechanism
(MAQC). There are also two medium access control mechanisms,
unslotted and slotted version, however, the slotted CSMA/CA
is focused on in this paper. Fig. 1 shows an example of packet
transmission with slotted CSMA/CA in IEEE 802.15.4.

If an IEEE 802.15.4 station has data to send, it performs
random backoff. The backoff window is based on a random
value uniformly distributed in the interval [CWiin, CWinax],
where C Wi, and CWiax represent the contention window pa-
rameters. After finishing the backoff, the IEEE 802.15.4 station
checks the medium using clear channel assessment (CCA) pe-
riod. If the medium is sensed idle, it sends its packet. Upon the
successful reception of a packet, the destination station returns
an ACK packet after a turn-around-time. If the medium is deter-
mined busy during CCA period, it doubles the backoff window
size and repeat the basic access procedures.
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Fig. 2. Bandwidth allocation of IEEE 802.11b and |IEEE 802.15.4 at
2.4 GHz ISM band.

III. COEXISTENCE OF IEEE 802.11B AND IEEE
802.15.4

The IEEE 802.15.4 defines two physical layers such as
868/915 MHz and 2.4 GHz. Especially, the unlicensed indus-
trial scientific medical (ISM) 2.4 GHz band is available world-
wide and adopted by IEEE 802.11b. In this paper, only 2.4 GHz
band is focused on.

When an IEEE 802.15.4 network is collocated with an IEEE
802.11b network, devices of one network can experience an in-
teference power from the transmissions of the other network and
vice versa. This mutual interference degrades the performance
of both IEEE §02.11b and IEEE 802.15.4 network.

The relationship between the IEEE 802.11b (non-overlapping
sets) and the IEEE 802.15.4 channels at the 2.4 GHz is illus-
trated in Fig. 2. IEEE 802.11b generally uses three channels
such as channel 1, 6, and 11. To prevent interference between
IEEE 802.15.4 and IEEE 802.11b, IEEE 802.15.4 standard rec-
ommends using two IEEE 802.15.4 channels falling in the guard
bands between the two IEEE 802.11b channels (channel 15, 20)
or two IEEE 802.15.4 channels above of the IEEE 802.11b chan-
nel 11 (channel 25, 26) [1]. However, if there are more IEEE
802.15.4 networks, these four channels are not enough. Hence,
the IEEE 802.15.4 network can experience interferences from
the IEEE 802.11b and vice versa.

In this paper, the following two assumptions are made for the
IEEE 802.11b.

« Assumption 1 : The packet transmissions of the IEEE 802.11b
are assumed to be error-free.

« Assumption 2 : The IEEE 802.11b is assumed to be in carrier
sense mode to determine the channel state.

Because the IEEE 802.15.4 signal is relatively narrow band
and low-power compared to that of the IEEE 802.11b, it can be
assumed not to be strong enough to corrupt the IEEE 802.11b
transmissions. ! Usually, the default clear channel assessment
(CCA) of IEEE 802.11b is carrier sense (CS) which reports
that the channel is busy upon detection of a DSSS signal [4].
Therefore, assumptions 1 and 2 can be made without loss of
generality. Then, the backoff time of the IEEE 802.11b is as-
sumed to be uniformly distributed within 0 and (26Wmin — 1),
where the CWy,i, is the minimum contention window of the
IEEE 802.11b, 32.

11t is shown in [10] that the interference of an TEEE 802.15.4 network to
an IEEE 802.11b network is ignorable when the distance between two IEEE
802.11b nodes, i.e., d(W0, W1), is smaller than 3 m even in the case of d =
0 m.
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Fig. 3. Interference model among IEEE 802.11b and IEEE 802.15.4.

Fig. 3 shows a coexistence model, where IEEE 802.11b and
IEEE 802.15.4 can interfere with each other.

Each network consists of two nodes. WLAN_0 and WLAN_1
form a WLAN network with d(W0, W'1) apart. WLAN_I trans-
mits IEEE 802.11b data packets to WLAN_0 and WLAN_0
responds with ACK packets. An IEEE 802.15.4 network con-
sists of Coordinator and End_device with d(Co, End) apart.
End_device transmits IEEE 802.15.4 packets to coordinator, and
coordinator may respond with ACK packets. A distance between
the IEEE 802.15.4 and the WLAN network is a variable, d.

IV. AVERAGE TRANSMISSION DELAY,
THROUGHPUT, AND POWER DRAIN RATE
ANALYSIS OF IEEE 802.15.4 UNDER IEEE 802.11B
INTERFERENCE

IEEE 802.15.4 defines three mechanisms for the CCA.

o CCA mode 1: Energy above threshold. CCA shall report a
busy medium upon detecting any energy above the ED thresh-
old. The ED threshold shall be at most 10 dB above the spec-
ified receiver sensitivity.

s CCA mode 2: Carrier sense only. CCA shall report a busy
medium only upon the detection of a signal with the modu-
lation and spreading characteristics of IEEE 802.15.4. This
signal may be above or below the ED threshold.

o CCA mode 3: Combination of CCA mode 1 and 2.

In a slotted CSMA-CA, the CCA shall start on a backoff pe-
riod boundary and performs twice, i.e., CCA1 and CCAQ. In this
paper, the CCA mode 1, energy detection (ED), and mode 2, car-
rier sense (CS), are focused on. Note that the receiver sensitivity
of the IEEE 802.15.4 is —85 dBm at 2.4 GHz. The packet error
rate (PER), Pg, of the IEEE 802.15.4 under the interference of
the IEEE 802.11bis already obtained in [6], [7]. The parameters
of the IEEE 802.11b and 802.15.4 are listed in Table 1.

A. Performance Analysis of IEEE 802.15.4 Carrier Sense Mode

In the case of the CCA mode 2 of IEEE 802.154, i.e., CS,
the IEEE 802.15.4 signal is hidden to that of the IEEE 802.11b
signal and vice versa because both protocols use different car-
rier and modulation. Accordingly, the transmissions of the IEEE
802.15.4 and IEEE 802.11b are independent and the backoff ex-
ponent (BE) of the IEEE 802.15.4 is not changed by the CCA
procedure. Therefore, the backoff size of the IEEE 802.15.4 will
be chosen within 0 and 2% — 1 where BE = 3.

Then, the probability of successful packet transmission using

the (¢ — 1)th retransmission can be expressed as Pg _1)(1 -
Pg). In this paper, the number of retransmissions is assumed to

Table 1. Parameters of the interference model.

Tz average inter-packet time 7208 ps

Ly duration of 802.15.4 packet 4128 us

tra turn-around time (192,512) ps

Tcoa CCA time 640 ps

Tack,z duration of a ZigBee ACK 352 us
packet

tackwait ~ Maximum wait duration for a 864 us
ZigBee ACK packet

Bz average backoff time of 1120 us
802.15.4

Uz unit backoff time of 802.15.4 20 us

Tw average inter-packet time varying

Ly duration of 802.11b packet 1303 ps

tsirs short IFS of 802.11b 10 ps

tprrs DCF IFS of 802.11b 90 ps

Tackw duration of 802.11b ACK 304 us
packet

Bw average backoff time of 310 us
802.11b

Uw slot time of IEEE 802.11btime 20 us

be infinity for the analytic simplicity. For the successful packet
transmission, End_device must perform a random backoff, a two
consecutive CCA, transmit the desired packet, and wait the ACK
packet, which takes ¢,. Otherwise, End_device has to retransmit
the desired packet after the random backoff time plus the CCA
time, which takes £ ¢

ty = Lz + tackwait + Bz +2Uz,
te =Lz +tra+Tack + Bz +2U3.

Then, the average packet transmission delay of the IEEE
802.15.4 is obtained as

(D

o
ETugcsl =t; Y iP5 (1— Pg)+1,. @
=0
Denote P, and P;, be the average power consumption for ¢ s
and t4 time duratioin. Then, P;, and P, can be expressed as

Py, = Bz P+ Eip + 2Uz Pry + Lz Py
+taclc'waitP1‘w

Pts = BZPi +Eir + 2UZPrz +LZPtx
+(tra +tack,z) Pra

3

where P;, P, and, P, are the power consumption in idle,
receive, transmit state, respectively. The E;,. is the power con-
sumption for the transition from idle to receive state. The power
consumption for one successful packet transmission in CS can
be expressed as

+ P.. 4

Then, the power drain rate, F'[Dcg], is defined as

E[Pcs]

E = "
Pesl = F7mc8]

&)
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Fig. 5. Timing diagram between IEEE 802.11b packet and the CCA of
the IEEE 802.15.4.

Another measure of performance of the IEEE 802.154, a
throughput, can be obtained easily from the average transmis-
sion delay. The throughput of the IEEE 802.15.4, p, is defined
as the total size of packets received during a specified time at the
Coordinator of IEEE 802.15.4. Therefore, the throughput, pcs
can be expressed as

Lz/b

=20 6
pcs ElTong.05] (6)

where b is the bit duration of the IEEE 802.15.4.

B. Performance Analysis of IEEE 802.15.4 Energy Detection
Mode

In the case of the CCA mode 1 of IEEE 802.15.4,i.e., ED, an
IEEE 802.15.4 device determines the channel to be busy when
it hear an IEEE 802.11 packet transmission. When the channel
is busy, the IEEE 802.15.4 device will repeat a random backoff
and CCA until the channel is free as shown in Fig. 4.

Fig. 5 illustrates the detailed CCA procedure under the IEEE
802.11b packet transmissions where By, = iU}y is backoff size
of the IEEE 802.11band ¢ = (, 1, - -+, 31. For simple analysis,
the decision by each CCA is assumed to be performed instantly
while it takes eight IEEE 802.15.4 symbol time.

Note that the BE of the IEEE 802.15.4 is increased by one
only when the channel is determined to be busy during the CCA
procedures. In slotted CSMA/CA of the IEEE 802.15.4, the
channel is sensed twice. Hence, a busy channel probability con-
sists of two components. One is a busy probability of the first
CCA (CCA1), pccar, and the other is a busy probability that the
CCAL1 determines free and the second CCA (CCAQ) determines
busy, pcoao-

Assume that the time offset, occa, 1s distributed uniformly
from 0 to Tw and By = iUy, where ¢t = 0,1,---,31. Then,
pcecal can be expressed as (7)

Lw + Tack,w

Toy O

poca1(i) =
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which means the first CCA, CCAL, will be performed while the
packets (both data and ACK) of IEEE 802.11b s transmitted. If
sum of tprrs and By (= tUw ) is smaller than Uz, the CCAQ
always determines the channel is busy even when CCA1 says the
channel is free. In other words, if CCALl is performed between 0
to tprrg + iUy, the channel will be detected as busy by CCAQ.
Fortprrs + Bw > Uz, only when the CCA1 is performed less
than Uy before the transmission of IEEE 802.11b data packet,
the channel is determined as busy by CCAQ. Therefore, pccao
can be obtained as

tprrs+ilw i < Uz—tpirs
N T =T '

pccao (1) =19 up " P> Uz—tpirs ®)
Tw’ Uw ’

From (7) and (8), the probability that the channel is busy, Pg,
can be calculated as (9).

CWoain—1 . ,
(pccai (i) + pocao(d))
CWmin

According to the Pp, the BE can be changed like Fig. 6.
By simple manipulation, the steady-state probability of each
BE, mgE, can be obtained.

=0

Pg = ®

T3 = 1- PB,
74 = (1 - Pp)Pg, (10
5 = P123

Then, an average backoff time, F[Tgo], is easily calculated
as

E[Tgo] =Uz ( Z WBEBZ(BE)> (11

BE=3

where Bz (BE) = (2BF — 1)/2. The time required to perform
a CCA per one backoff is dependent on pccai and pocao and
can be expressed as (12).

ElTcca] = Uzpcear + 2Uzpccao. (12

Now, the time required for an IEEE 802.15.4 device to find
free channel, E[T'c.), can be expressed as

o0 .
E[Tfree] = Z ijusyPJJB (1 - PB) +2Uz

j=0

(13)

where Tyysy = E[TBo] + E[Icca). The first term represents
that the channel is detected as free after jth channel sensing
and 2Uz represents the time duration for both CCA1 and CCAQ
when the channel is free.

However, if an IEEE 802.15.4 device succeeds to transmit a
packet, the packet can be lost with Pg due to the IEEE 802.11b
interference. When the packet is lost, it will be retransmitted.
For the successful packet transmission, an IEEE 802.15.4 device
must perform a random back-off, a two consecutive CCA to find
free channel, and then transmit a desired packet, and receive an
ACK packet, i.e., Ts. Once the packet is transmitted, it waits an
ACK packet during t,cxwaiz- 1f the ACK is not received during
tackwait, it has to retransmit the desired packet by repeating the
random back-off and the CCA, i.e., Tpr.
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Fig. 6. State transition diagram of BE in IEEE 802.15 4.

Tp=F [Tfree] +Lz+ tackwait
Ts = E[Tree) + Lz +tra +tack,z-

Therefore, the average transmission delay of IEEE 802.15.4
with ED can be obtained as

(14)

E[Taug,5p] = Y _ kTrPg (1 - Pp) +Ts.
k=0

(15)

Denote Pr,. and Pr, be the average power consumption for
Tr and Tg time duration. Then, Pr, and Pr, can be expressed
as

Pry = Pr,,.. + Lz P + tackwait Pras

16
Pry = Pr,.,, +LzPyg + (tra +tack,z) Pra (16)

where Pr,_. is the power consumption until the channel is de-

termined to be free and expressed as

= I—%— (E [TBO] P+ FE,.+FE [TCCA] Pm)
+E [TBO] P + Ezr + 2UZPrac-

PTfree

The power consumption for one successful packet transmission
in ED can be expressed as

—_— TF
E[Pgp] = 1_Ps + Prs. 17
Then, the power drain rate, E[Dgp), is defined as
E [Pep]
E[Dgp) = =7 18
[ ED] E [Tavg,ED] ( )

The throughput, prp, can be obtained easily from the average
transmission delay. The pgp can be expressed as

Lz /b
E[Tavg,ED]

where b is the bit duration of the IEEE 802.15.4.

PED = (19)

V. COMPARISONS

For simulation, the slotted CSMA/CA of the IEEE 802.15.4
model is developed using OPNET. IEEE 802.11b uses the com-
plementary code keying (CCK) modulation with 11 Mbps. For
the signal propagation, indoor propagation model is used in [8].
The length of line-of-sight, dy, is set to 8 m and the path loss ex-
ponent, i.e., n, is set to 3.3. The payload sizes of IEEE 802.11b

0.9

0.8

0.7

o
=

PER of IEEE 802.15.4
s o o o
v W N wn

©
=

d (m)

Fig. 7. PER of the IEEE 802.15.4 with/without considering IEEE 802.11b
power spectral density with 2 MHz offset, Ay = 0.0001 s.

and 802.15.4 are 1500 and 102 bytes long, respectively. The
transmission power of the IEEE 802.15.4 and 802.11b are 1 and
30 mW, respectively. The center frequency of IEEE 802.15.4
and 802.11b are 2410 and 2412 MHz, respectively.

The default ED threshold of IEEE 802.15.4, I'ep, is set to
—85 dBm. For the worst case interference analysis, both IEEE
802.15.4 and IEEE 802.11b are assumed as saturated conditions.
Hence, the packet inter arrival times of IEEE 802.15.4 and IEEE
802.11Db has exponential distribution with mean values of Az =
0.001 s and Aw = 0.0001, respectively. The parameters of
IEEE 802.15.4 radio were obtained from [11], which has idle,
transmit and receive states with respective power consumptions
of P, = 712 uyW, P,y = 31.32 mW, and P, = 35.28 mW.
E;ris setto 6.63 x 107 J.

Fig. 7 shows the PER of the IEEE 802.15.4 under the inter-
ference of the IEEE 802.11b using CS mode. The d(W0, W1),
d(Co, End) are set to 1 m, respectively. The variable, d, varies
from 1 m to 10 m. In Fig. 7, the PER obtained by analytic
method based on [6] and [7], ANAL, were validated by simu-
lation, SIM.

Note that the PER of the ED mode is identical to that of the
CS mode because a packet will experience the same interference
from the IEEE 802.11b signals regardless of the channel sensing
methods.

Fig. 8 shows the average transmission delays, £[T ], of the
IEEE 802.15.4 under IEEE 802.11b interference. For analysis,
Aw = 0.00001 s is used for the worst case interference sce-
nario while 0.0001 s and 0.01 s are also used for the simula-
tions, The average transmission delays of the IEEE 802.15.4
with the ED mode are larger than those with the CS mode be-
cause the transmissions of IEEE 802.15.4 will be deferred due
to the IEEE 802.11b interference in the ED mode. Therefore,
with Ay = 0.00001 s, the average transmission delay with the
ED mode is at least 11 times larger than that with the CS mode.
Note that E[Ty,, gp) wWith Ay = 0.01 s is close to E[T,,4 cs].
This is because the interference of IEEE 802.11b is relatively
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Fig. 9. Throughput of the IEEE 802.15.4 under IEEE 802.11b interfer-
ence with 2 MHz offset.

small compared to the other smaller Ay values.

Fig. 9 shows the throughput, p, of the IEEE 802.15.4 under
IEEE 802.11b interference. For saturated IEEE 802.11b inter-
ference, as illustrated in both Figs. 8 and 9, if the d is larger than
7 m, the BTy, and p are almost constant. That means if the d
is larger than 7 m, the PER is nearly ignorable. By the way, as
Aw increases, in other words, the utilization of IEEE 802.11b1s
low, p of both ED and CS modes increase because IEEE 802.11b
interference decreases. Especially, for Ayy = 0.01, prp ap-
proaches to about 140 kbps. However, it is still smaller than
pcs due to the unwanted back-offs by the interference of IEEE
802.11b.

Fig. 10 shows the power drain rates, E[D], of the IEEE
802.15.4 under IEEE 802.11b interference. Using the CS mode,
IEEE 802.15.4 End_device tries to access channel more greedy
manner. So, the power drain rate of the CS mode is at least 5
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Fig. 10. Power drain rate of the IEEE 802.15.4 under IEEE 802.11b
interference with 2 MHz offset.
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Fig. 11. Effect of ED threshold to average transmission delay of the IEEE
802.15.4 under |EEE 802.11b interference with 2 MHz offset.

times that of the ED mode with Ays = 0.0001 s. For example
with d = 8 m, using the ED mode, the network life time of
an IEEE 802.15.4 network could be extended about 4.7 times
longer than that of the CS mode. As Ay increases, End_device
increases the number of transmission attempts because the chan-
nel will be detected as free and as a result, E[Dgp) increases.

Therefore, CS could be an appropriate CCA method to
maintain a certain throughput under the interference of IEEE
802.11b. For low battery devices designed for low throughput
(less than 10 kbps even for the worst case interference of IEEE
802.11b) and non time-critical application, ED could be the best
choice, which will extend the network life time up to about 5
times.

Figs. 11 and 12 show the effect of ED threshold to the average
transmission delay and the throughput in IEEE 802.15.4 under
IEEE 802.15.4 interference. Two different ED threshold values
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are used such as —85 dBm (minimum) and —75 dBm (max-
imum). Large ED threshold means that the possibility to de-
tect the interference of IEEE 802.11b is small. With —75 dBm
threshold, TEEE 802.15.4 End_device tends to decide that the
channel is much more free compared to —85 dBm even though
there are interferences from IEEE 802.11b. Therefore, when d is
larger than about 42 m, the interference of IEEE 802.11b could
be ignored by IEEE 802.15.4 with —75 dBm ED threshold set-
ting. Due to free channel decided by IEEE 802.15.4 End_device,
the packet transmissions occur more frequently, which results
into sharp decrease of average transmission delay as Fig. 11 and
sharp increase of throughput as Fig. 12 near d = 42 m. For
—85 dBm Ed threshold setting, the same phenomenona happen
when d = 84 m.

VI. CONCLUSION

In this paper, the impact of channel sensing methods to the
performances of IEEE 802.15.4 under the IEEE 802.11b inter-
ference are analyzed. Two different channel sensing methods
such as ED and CS are considered. As performance measures,
the average transmission delay, the throughput, and the power
drain rate are analyzed. By simulations, the analytic results are
validated.

Under the worst case interference of IEEE 802.11b, the aver-
age transmission delay of the ED mode is about 15 times that of
the CS mode. And the throughput of the ED method is at most
10 kbps, 6.5% of the carrier sensing method (about 160 kbps).
This is because in ED mode, the IEEE 802.15.4 End_device de-
fers the transmissions because of the IEEE 802.11b transmis-
sions, while CS mode attempts to transmit in a more greedy
manner. However, under the interference of IEEE 802.11b,
the ED mode is more energy effective because IEEE 802.15.4
will stay more in idle state with lowest energy consumption.
Therefore, the life time of IEEE 802.15.4 network with ED
mode could be extended about 4.7 times longer than that with
CD mode. Therefore, CS mode is appropriate CCA method to
maintain a certain throughput under the interference of IEEE
802.11b. For low battery devices designed for low throughput
and non time-critical application, ED mode could be the best
choice.

This paper could show the criteria for the selection of channel
sensing methods for designing and implementing applications
using IEEE 802.15.4 under IEEE 802.11b interference.
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