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Abstract The Access Grid (AG) provides collaboration environments over the IP multicast
networks by enabling efficient exchange of multimedia contents among remote users; however, since
lots of current networks are still multicast-disabled, it is not easy to deploy this multicast-based
multi-party AG. For this problem, the AG provides multicast bridges as a solution by putting a relay
server into the multicast networks. Multicast-disabled clients make UDP connections with this relay
server and receive forwarded multicast traffics in unicast UDP packets. This solution is facing several
limitations since it requires duplicate forwarding of the same packet for each unicast peer. Thus, in
this paper, we propose an alternate solution for the multicast connectivity problem of the AG based
on the UMTP (UDP multicast tunneling protocol). By taking advantage of flexibitities of UMTP, the
proposed solution is designed to improve the efficiency of network and system utilization, to allow
reuse of multicast-based AG applications without modification, and to partially address the
NAT/firewall traversal issues. To verify the feasibility of proposed solution, we have implemented a
prototype AG connectivity tool based on the UMTP, named as the AG Connector.
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1T.ME

The Access Grid (AG) [1] is a multi-party distri-
buted collaboration system. The AG is developed to
share video, audio, and data among number of
users over the IP multicast networks. The native
IP multicast is known as an efficient way of doing
one-to-many and many-to-many communications,
since we can distribute data to multiple users by
just sending out a copy of data from a sender.
However, due to the complexity and difficulty of
involved configuration and operation, most of
network providers are reluctant to support native IP
multicast in their networks.

With the AG, the availability of native IP multi-
cast is very important to the deployment of this
multi-party collaboration environment. For this, the
AG community has been using a multicast connec-
tivity solution called as QuickBridge [2]. The Quick-
Bridge server is located in multicast-enabled net-
work and does data relay between multicast-
enabled and multicast-disabled networks. The AG
users in multicast-disabled networks can receive
the multicast traffic from the QuickBridge server in
UDP unicast packets. Although its operation is
rather simple and straightforward, it is subject to
potential waste of network bandwidth. Moreover,
due to one-to-one mapping between multicast and
unicast addresses, the QuickBridge needs to open
ports according to the number of connected users.
It is thus very difficult to apply this solution for

Multicast Network

users under firewall environment.

For the ubiquitous deployment of the AG, we
also need to solve other connectivity probiems than
the multicast connectivity problem. The ultimate
target of connectivity solution for the AG is
depicted in Fig. 1. We need to provide solutions for
three kinds of connectivity problems: 1) connec-
tivity to AG nodes under unicast-only networks, 2)
connectivity from/to AG nodes under NAT/firewall
environments, and 3) connectivity to AG sessions
from low bandwidth/performance systems. Within
the AG community, the first multicast-connectivity
problem is partially addressed by the QuickBridge
solution. However, for the rest two, no clear solu-
tion has been provided yet. Under the NAT/firewall
environments, network managers are strictly restric-
ting the number of open ports [3]. Also, the access
is asymmetrically controlled by limiting access from
outside. Although solutions are being proposed for
unicast~based communication scenario, it is not
easy to address together with multicast connectivity.
Also, the AG nodes with low-bandwidth network or
low-performance systems can not join the AG
sessions since the bandwidth and/or system power
(to receive and to decode the video streams) cannot
be met. To support these poorly equipped AG
nodes, the connectivity solution should provide
either media-side scalability or transcoding capability.

In this paper, as a first step toward these objec-

tives, we introduce an alternative multicast connec~

Fig. 1 The objectives of the proposed AG connectivity solution
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tivity solution for the AG that can replace existing
QuickBridge-based solution. It is based on an
application-level tunneling protocol for the last mile
multicast, the UMTP (UDP multicast tunneling
protocol) [4]. The UMTP creates a UDP tunnel
between two tunnel endpoints (TEs). One TE is
located in a multicast network while the other
exists in a network that is not multicast-reachable
to the other endpoint. Each TE receives multicast
data in its network. Received multicast data is
encapsulated to a predefined format and delivered
to its matching endpoint. The UMTP thus commu-
nicates with end-user application by multicast
instead of unicast. This gives a lot of advantages
for network, application, and UMTP-based connec-
tivity solution itself. With the proposed solution, we
can improve the network efficiency by maximizing
the multicast usage, enable multicast-dependent AG
applications to run without modification, and par-
tially address the NAT/firewall traversal problem.
The rest of this paper is organized as follows. In
Section 2, the AG and existing bridging solutions
are explained. In Section 3, we introduce AG con-
nectivity solution based on the UMTP and explain
how the UMTP should be combined with AG. In
Section 4, we extend the concept of the UMTP.
The implementation and verification follow in
Section 5. After that, we conclude the paper in

Section 6.

2. The AG and Existing Bridging Solutions

The AG is a multi-party collaboration system

supporting group-to-group interaction. The AG
provides various functions for sharing information
to construct collaboration environment. The AG

users can share these function only if they are in
the same space for collaboration, called as a venue.
When they are ready to join the collaboration
session, they enter into the venue by contacting a
venue server with a venue client tool. They will
receive information to configure their node services
and to launch required services including media
producer/consumer services. They are also informed
of other participants (i.e, nodes) from the venue
server.

Multicast enable makes the AG possible to send

data to all users with just one copy of data. The
AG reduces bandwidth requirement for multimedia
communication among participating nodes with
native IP muiticast. Also, since the AG nodes are
sharing a multicast address for the media producer/
consumer services (i.e., video send/receive), they do
not need location information (i.e., IP address) of
other nodes to communicate with.

However, as discussed aiready, multicast support
is not yet enabled for all the networks. As of now,
most of the routers support multicast protocols.
But, multicast routers are more expensive and hard
to configure than unicast only routers. What is
more important is that the Internet service pro-
viders (ISPs) are not motivated enough to take the
operational overhead. This issue is related with the
lack of reasonable pricing policy for the multicast
service. As a result, the wide deployment of native
IP multicast has been slowed down.

Thus, for the AG, which is currently operational
with numbers of users around the world, a multi-
cast connectivity solution named QuickBridge is
in multicast-disabled

networks can join the AG session through the

being utilized. The users

QuickBridge servers, located in multicast-enabled
networks. The QuickBridge servers are usually tied
with (i.e., registered to) specific venue servers and
they retrieve multicast group address list from the
venue. Each QuickBridge server joins these (retrie-
ved) multicast group addresses and relays the
multicast data to multicast-disabled AG nodes.
Each multicast-disabled node can receive multicast
traffic from the QuickBridge server through a
dedicated unicast UDP connection. The QuickBridge
server individually manages this unicast connection
with each AG node and sends/receives data to/from
it. This makes multicast-disabled users can com-
municate with users in the venue. Fig. 2 shows the
operations of QuickBridge.

Multicast-disabled users

QuickBridge
Server

Multicast network

Fig. 2 QuickBridge server for the AG
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As mentioned above, the QuickBridge uses unicast
UUDP datagrams to provide multicast connectivity.
Although the use of unicast UDP may provide
required connectivity simply, it brings in several
disadvantages. It consumes more bandwidth than
using multicast, since the QuickBridge server should
send out separate packets to each user. This requires
additional network bandwidth for each multicast-
disabled user. Also, this
requires more system if the

QuickBridge server has just one multicast address

resources. Even

to relay, as the number of unicast users are
increasing, it consumes more network bandwidth
and system performance. Due to these problems,
most of the multicast connectivity schemes avoid
using UDP unicast. Another multicast connectivity
tools, such as liveGate and mTunnel, use multicast
packets as much as it can when it delivers multi-
cast data to multicast-disabled users. Finally, a tool
named as RCBridge [5], even though it shares
several features with QuickBridge, also provides
'rch-forward’, which uses multicast with end-user
applications. In addition, the QuickBridge server
creates unicast addresses as many as the number
of multicast addresses in the venue server. To
enable the QuickBridge server, the firewall should
open the ports needed to communicate with the
server. However, opening ports under the firewall
environment is extremely restricted by the network
operators.

These disadvantages of QuickBridge are justifying
that we need a better,
connectivity solution for the AG. It should not

yet efficient, multicast
induce any additional burden to the network and
multicast connectivity system itself. If possible, it
should reuse existing open ports so that it can be
easily applicable to the firewall environment. In the
following section, we introduce a new multicast
connectivity solution for the AG with these fea-
tures. The proposed solution leverages data encapsu-
lation to decrease the number of open ports for
data relay. It also uses multicast as much as
possible in delivering data to the end-user appli-
cations, thus lowering the minimum requirements

on the network bandwidth and system performance.

iterative data delivery -
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3. AG Connectivity Solution based on the
UMTP

3.1 UMTP

The proposed multicast connectivity solution is
based on UMTP. As discussed, the UMTP is an
application-layer tunneling protocol that provides
multicast connectivity. The UMTP operates using
unicast UDP datagrams (i.e., packets) between pairs
of nodes. Each node forms a TE and each data-
gram is either a ‘command’ or 'data’. With the
commands, a TE can create a UDP tunnel with the
other TE. After constructing the tunnel, they
exchanges data with each other through this tunnel.

The TE can act either as a "master” or "slave’.
It is defined that the TE trying to access the

multicast network is the tunnel master and the

~ other already in the multicast network is the tunnel

slave. The tunnel master periodically sends join
command for a particular (group, port) to its tunnel
slave. This instructs that the announced ({(group,
port) is still of interest and should be tunneled.
The tunnel
(group, port) when it receives join command from

slave starts tunneling for selected

its tunnel master. It also stops tunneling for
selected {(group, port) when it receives leave com-
mand from its tunnel master or it has not received
any join command from the master for some period
of time.

Each TE exchanges UDP payload with a form of
UMTP descriptor. Fig. 3 shows the UMTP des-
criptor. The ‘command’ field of the descriptor
decides the action of TE. The UMTP defines
several commands and exchanges information accor-
ding to these commands. The ’'multicast address’
and 'port’ field consists (group, port) that need to
be tunneled or currently being tunneled. For
other than "DATA”,
makes up the entire UMTP payload. In the case of
"DATA" UMTP descriptor is
preceded by the data from the (group, port) being
tunneled. '

With this UMTP descriptor, the UMTP enables

data encapsulation in relaying multicast data bet-

commands this descriptor

command, the

ween TEs. Each TE of a tunnel receives multicast

data from (group, port) being tunneled. Before
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Fig. 3 16-octet UMTP trailer descriptor

delivering the data to the other TE, the TE
constructs a UMTP payload by adding UMTP
descriptor to the received multicast data. The TE
that receives this UMTP payload can know the
destination (group, port) of the multicast data. This
enables TEs to share just one UDP port for the
tunnel exchange of multicast data destined to
various (group, port) pairs.

A TE retrieves multicast data from the UMTP
payload received from the other TE. It re-multicast
retrieved multicast data to its network locally.
Multicast makes one copy of data reach all users
in same multicast network. Multicast removes the
need to repeatedly send data to each receiver. It
thus can save network bandwidth and system
TE. The UMTP

utilizing multicast infrastructure. Sometimes, users

resource of the is good for
can see other participants in a same multicast
group after certain amount of time. This is because
it takes some time for setting up new multicast
path among participants. It can take longer than we
expect. Applying QuickBridge for this causes the
router to stop multicast path setup; however, with
the UMTP, by using multicast delivery, end user
application can request multicast path setup to the
multicast router. After setting up the path, parti-
cipants can communicate in native IP multicast.

3.2 UMTP-based AG Connectivity Solution

The UMTP has a proper architecture to resolve
the connectivity problems of the AG. It is a tun-
neling protocol which uses multicast in delivering
data to end-user application. It can share a single
port in exchanging data between networks by
using encapsulation. This means that the UMTP
can be easily applicable to networks behind NAT/
firewall. Using multicast removes the need for
restarting media. The architecture of exchanging
data through the TEs will make stream control
easy for low bandwidth/performance users.

The AG provides media supports for video and
audio, respectively. The video service for the AG
uses VIC (video conference tool). The audio service
uses RAT (Robust Audio Tool). Both VIC and
RAT has originated from MBone (multicast back-
bone) tools. They are using RTP (real-time trans-
above UDP/IP as
protocol, and conforming to the RTP profile for

port protocol) its transport
audio and video conference with minimal control
The RTP uses RTCP (RTP control protocol) to
monitor the quality of service and to convey
information about the participants in an on-going
session. RTP and RTCP are operating on different
open ports. This means that to use both video
service and audio services, we needs to open four
ports to enable communication with other parti-
cipants for the AG session. If there are other users
who are joining other AG sessions in the same
network, then the network should open ports with
multiple of four. This is not an easy decision for a
network administrator of a company or institution,
where NAT/firewall is running for their network
security, because opening many number of ports
may cause security problems. One may allow the
video and audio services to select the ports
dynamically. Since each venue uses different ports
(i.e, port numbers), most of the cases, these port
numbers are allocated randomly. This dynamic port
allocation feature of the AG actually makes the
network administrator more reluctant to accommo-
date the request of open ports for the AG.

The UMTP can be a solution for this problem of
the AG. The UMTP operates on a single static
port. The UMTP creates a UDP tunnel between
UMTP master and slave with predetermined port
number and exchanges every data only chrough
this UDP tunnel. As discussed, the data encapsu-
lation feature of the UMTP makes it possible. By
using multicast, the UMTP removes the need to
restart the video and audio services of AG. When a
venue client starts, it runs video and audio services
with multicast address for these services. To utilize
the QuickBridge, the venue client should stop the
video and audio services and restart these with
QuickBridge’s address. Only after restart,

applications can receive data from the QuickBridge

these
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server. However, with the UMTP, it is not required

because it utilizes multicast locally. Therefore,
providing multicast connectivity with the UMTP
will enable persistent use of AG sessions even
when the network experiences temporary multicast
break. In addition, developing an application that
works for both multicast and unicast environment
is not easy. Partly due to this reason, AG media
applications sometimes crash when we try to
switch to the QuickBridge service. However, the
UMTP-based connectivity

these concerns and enable more stable AG expe-

solution will remove
rience from any types of networking environment.

To utilize the UMTP for the AG, a tool called
'AG Connector’ is developed in this paper. It is
composed of three components: UMTP Server,
UMTP Agent, and AG Connector shared appli-
cation. The UMTP Server and UMTP Agent are
implementation of UMTP slave and UMTP master,
respectively. The UMTP Server waits for the
connection request from the UMTP Agents. The
AG Connector shared application [6] is a user
interface. It runs the UMTP Agent and retrieves
multicast group address of video and audio services
for current AG session from the venue. The AG
Connector shared application requests the UMTP
Agent to join the multicast group. The UMTP
Agent then joins the multicat group and redirects
join request to the UMTP Server. Fig. 4 shows
this inter-operation among AG Connector components.
This relay of join request makes the UMTP Server
and UMTP Agent share the same multicast group
and makes data relay possible.

4. Extensions to the UMTP

In this section, two extensions of the existing

AG
Connector
Shared
application

Multicast
address list

Video
Service A

Audio
Service

UMTP protocol are discussed. First, we need to
address the possible multicast looping problem. As
discussed already, at both TEs, the UMTP uses
multicast to deliver data to end-user applications.
This makes the possibility of two TEs being con-
nected by native multicast or via another UMTP
tunnel elsewhere. Thus, after reviewing existing
schemes to detect the erroneous looping for the
UMTP, we introduce an effective method to detect
and remove the looping. The second extension is
adding the notion of multicast group to the UMTP,
since the UMTP specification does not address the
way of knowing multicast group address that needs
to be tunneled.

4.1 Avoiding Multicast Looping via MPROBE

Protocol
For the looping problem, the UMTP addresses it
as follows. First, when multicasting a payload

extracted from a DATA packet, a UMTP imple-
mentation should choose an appropriate TTL (time
to live) value. It must also verify whether this
packet is re-received or not. Second, if the UMTP
implementation receives a multicast packet whose
source address is the same with that of TE, it
must immediately shut down this tunnel. Third, if
looping seems possible under current tunneling
topology, each TE should periodically send a short
‘status’ packet - containing its unicast address -
to a common multicast address. Each TE then
should listen to this address and check the possible
looping by examining received status packets.
However, these schemes have several limitations.
The first scheme is facing implementation difficulty.
The packet that causes data looping can be remo-
ved from the network if its TTL value is set to 0.
To do this, the UMTP implementation should check

UMTP Agent UMTP Server

Fig. 4 Interoperation among the AG Connector components
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the TTL value of received multicast packet and
relay this packet to the other TE with decreased
TTL value. However, in the standard version of
socket interface under Unix and Windows, there is
no way for a user application to know TTL of an
incoming packet. Therefore, as an application layer
protocol, UMTP can not know the TTL of received
multicast packet. This makes implementing the first
scheme impossible. The limitation with the second
scheme is that each TE should check the source
address of every packet. Since it should be verified
all the time, it can be an exhaustive and resource-
consuming job for all TEs. The third status packet
scheme that shares a common multicast address for
every TE seems the most suitable for detecting
multicast loop. However, current UMTP specification
does not provide detailed procedure on this. In this
paper, we work out a way for doing this under the
name of MPROBE protocol. The MPROBE protocol
is designed to remove possible looping by detecting
the existence of TEs in same multicast network. A
TE emits MPROBE packets to its network to
notify other TEs of its existence. A TE can detect
the existence of the other TE, as well as the TE
that constitutes other tunnel elsewhere, in same
multicast network. There is several possibility of
looping with the UMTP. Both endpoints that con-
struct a tunnel can be in same multicast network.
Also, TEs that belong to different tunnel can be in
same multicast network. We can divide them into
following cases according to the type of TE: ‘master’
or 'slave’.

STEP 1. Let us imagine the case of master TE.
If it receives MPROBE packets from the slave of
its tunnel, it means these two TEs are in same
multicast network and each can receive multicast
data from each other. It is the same when the
slave TE receives MPROBE packets from the
the master TE should

disconnect from the slave and leave the muiticast

master. In both cases,
group. This is because the slave TE can construct
another tunnel with other TEs.

STEP 2. The slave TE can receive MPROBE
packet from another slave TE. In this case, the
loop may be created or not depending on the
relationship of master TEs for these slave TEs. If

two master TEs are also in the same multicast
network, it can cause the multicast data 1ooping.v
Multicast packets from a tunnel will be relayed by
other tunnel and they continue until one of these
tunnels close. However, if the master TE of each
slave exists in different multicast network, it will
not cause looping.

STEP 3. The master TE can receive MPROBE
packets from another master TE. Two master TEs
in a multicast network can cause looping, if they
tunnel for the same (group, port). If they are con-
nected to the same slave TE, it definitely creates a
loop. When they are not connected to the same
slave TE, looping depends on the relation between
the slave TEs. If the slave TEs belongs to the
same multicast network, it causes looping. Thus,
these two master TEs should not have tunnel for
the same (group, port). One more implication with
this case is that it is not easy for the master TE
to know the relationship between their slave TEs.

In summary, in order to detect the possible multi—
cast looping and to react properly, we should know
the type of other TE. By exchanging the infor-
mation about the slave TEs, we can ease the loop
detection process. In Fig. 5, the MPROBE packet
format to convey the required information is defined.
The ‘command’ field contains the type of MPROBE
packet. Each MPROBE packet has four types:
MPROBE, MPROBE_ACK, MLEAVE, and MTEAR_
DOWN. The first type, MPROBE, is used to detect
other TE in the
MPROBE_ACK stands for the acknowledgement for
MPROBE packet. This MPROBE_ACK packet
consists of (group, port) list of the involved TE. It
is sent to the TE that sends the MPROBE packet.
The MLEAVE packet contains the list of group
addresses that conflict with (group, port) list of the
TE that sends MPROBE_ACK. This MLEAVE
packet commands to the TE (that sent MPROBE_

.same multicast network.

() 1 2 3
P12345678961234567890123455678901

1 command ] flag |

i {1Puh) destination address i

§ (IPul) slave address 1

Fig. 5 MPROBE packet format
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ACK) to leave the group that is in the list of
MLEAVE packet. The last MTEAR_DOWN packet
Fandles the case of master TEs having the same
slave TE. In this case, one of them should be shut
down and the decision is made based on the IP
address of each TE. The TE with bigger IP
address will send MTEAR_DOWN to the other and
the one that receives MTEAR_DOWN will shut
down its operation. Fig. 6 and Fig. 7 show the
detailed operation after receiving MPROBE and
MPROBE_ACK of MPROBE protocol, respectively.
4.2 Group Management Extension for the UMTP
The UMTP specification does not address how to
cbtain multicast group addresses that need to be
tunneled. It assumes that any application that needs
multicast connection can request tunnel for {(group,

port) that it wants to use.

AR EEA AFE] AA A 13 F A 3 Z(20076)

L] 1 2 3
901234567890123456789012345678981

1 (1Pvlh) group address 1

i port | conmand i

Fig. 8 Group management protocol extension for
the UMTP

The designed group management extension for
the UMTP consists of ‘join’ and ’leave’ command
for target (group, port). User application should send
'join’ command periodically to show its interest for
that group address. If the user "application sends
"leave’ command or master TE does not receive
'join’ command for some period of time, the master
TE will leave the corresponding (group, port). Fig.
8 shows the protocol format for the group manage-

ment.

MASTER?

Send Receiver IP, Send
Shutdown »= Send
MPROBE_ACK F Seng/er P >| MPROBE_ACK TEAR_DOWN MPROBE_ACK
Yis Yes
Send
MTEAR_DOWN Sh

Fig. 6 Flow diagram for receiving MPROBE

Receive
MPROBE_ACK

< Duplilcate < Duplilcate
J (@7 Ni Y (group, port)?.
Ee“a;:’ Donathing | v, Reoa;v:erlP No
Sender IP
v nder v
Send Leave
MLEAVE Group

MASTER?

No Do hothi Duplilcate
l ng TP<(W7 '1°
Do nothing s Do nothing
MLEAVE

Fig. 7 Flow diagram for receiving MPROBE_ACK
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5. Implementation and Verification

5.1 Implementation

We implement a multicast connectivity solution
for the AG, AG Connector. The AG Connector is
an interface for the AG nodes to utilize the UMTP.
By implementing AG Connector as a shared appli-
cation, we can easily make the AG nodes to utilize
AG Connector. This AG Connector shared application
implements group management protocol to commu-
nicate with the UMTP master. The prototype of
AG Connector is implemented with C language. To
make it run on both Unix-based system and win-
dows systems, we use the UCL common multi-
media library and pthread. It operates by managing
several threads. The ’unicast receiver thread’ com-
municates with the AG Connector shared appli-
'MPROBE thread’
MPROBE protocol. There are number of 'multicast

cations. The implements the
group thread’ that receives data from each muiti-
cast group. More information about latest status of
the AG Connector can be found at [7].

5.2 Verification

We implement the AG Connector so that it can
substitute the existing QuickBridge connectivity
solution. By implementing the UMTP, we aim a
system that achieves multicast connectivity with
less bandwidth/performance consumption than the
QuickBridge. Thus, we will compare the network
bandwidth consumption of AG Connector with
QuickBridge and show the effectiveness of AG
Connector.

We prepare two networks without multicast con-
nection from each other. Fig. 9 shows the network
configuration considered. Each network has three AG
users in it. Only the users in network #1 send video
and audio stream and the users in network #2 only
try to receive that. To make the result clear, we
make total stream bigger by sending five video
streams (A: 3 videos, B: 1 video, C: 1 video). For the
first experiment, we run a QuickBridge server in
network #1 and users in the network #2 try to
receive streams from the server. The users connect
the server one by one with 3 minutes’ time interval
from each other to see the network usage variation
clearly. Fig. 10(a) clearly shows the bandwidth
variation according to the connection of each user.

161

(a) QuickBridge

UDP Tunnel

(b) UMTP
Fig. 9 Experiment environments

g;
e

 oLoake Lseske
(b) UMTP
Fig. 10 Network bandwidth usage

Next, we check the network bandwidth consump-
tion of the AG Connector. We use the machine that
we ran QuickBridge as the UMTP server to make
this experiment fair. In network #2, user E runs the
UMTP agent and create tunnel with the UMTP
server. Users in network #2 connect venue one by
one with 3 minutes’ time interval like the first
experiment. Fig. 10(b) shows no additional network
bandwidth consumption for additional user. With
this experiment, we can verify the effectiveness of
AG Connector.

To verify the operation of MPROBE protocol, we
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setup two nodes in a multicast network and
connect these nodes with AG Connector. As a first
experiment, we measure the network bandwidth
usage of UMTP Agent with MPROBE protocol
operating. And for second experiment we measure
network bandwidth usage without MPROBE protocol.

Fig. 11 shows the result.

—e— with MPROBE
—a-— without MPROBE
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Fig. 11 Effect of MPROBE protocol
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We send only 10 bytes packet to a shared multi-
cast address. However, without MPROBE protocol,
UMTP Agent receives 224.2 KB per second. On the
other hand, with MPROBE, AG Connector detects
the multicast reachability to UMTP Server in 2
seconds and stops operation without receiving any
data traffic from UMTP Server. We send same size
of packet every 3 seconds, and we can observe the

same result for every execution.

6. Related work

Multicast is realized through the creation and
maintenance of forwarding trees connecting sources
and receivers in a multicast group. Participating
multicast routers exchange group membership infor-
mation and use multicast routing protocols (e.g.,
DVMRP, MOSPF, CBT, PIM-DM, PIM-SM, and
PIM-SSM) to establish multicast trees to deliver
data. By using the tree delivery structure, IP multi-
cast improves network efficiency and scales to
large group size. Despite its bandwidth efficiency,
IP multicast usually suffers from a number of
deployment issues.

Application layer multicast (ALM) has recently
gained increasing popularity in the multicast com-
munity. In this type of multicast architecture, group
membership, multicast delivery structure construction,

and data forwarding are solely controlied by parti-
cipating end hosts, thus it does not require the
support of intermediate nodes. ALMs either organize
end users into a mesh and establish multicast trees
on top of this mesh (eg., End System Multicast
[8], NICE, ALMI [9]), or directly construct a multi-
cast tree (e.g., Yoid). However, the lack of know-
ledge about underlying network topology usually
results in performance penalty compared with [P
multicast. Furthermore, it typically requires a large
amount of control overhead to maintain group
membership and multicast delivery structures among
the end users and to monitor network conditions.

Alternatively, in overlay multicast (OM), multicast
functionalities are supported by specially deployed
intermediate proxies, which cooperatively construct
a ‘backbone overlay' infrastructure and establish
multicast trees among themselves for data delivery.
Outside the backbone overlay, the proxies can
deliver data packets to end hosts via multicast or
unicast. Recently, many works have been conducted,
such as Scattercast [10], Overcast [11], RMX [12],
AMCast, and OMNI [13]. It gains knowledge about
the network topology by using proxies. End users
can form clusters around closest proxies without
complicated measurement techniques and clustering
algorithms. Therefore, it can easily improve multicast
efficiency and reduce resource usage. Unlike appli-
cation layer multicast, where each overlay only
supports one group and/or one application, backbone
overlay can support multiple groups and applications
simultaneously, and the control overhead for pro-
bing and maintaining the backbone is not affected
by the number of co-existing groups supported.
Consequently, when there are a large number of
groups, OM is expected to out-perforrm ALM in
terms of control overhead. Nevertheless, these
benefits are achieved at the cost of deploying and
maintaining overlay proxies.

Recently, there are some works (e.g., HMTP {14},
RMCP [15], XOM [16]) to provide end-to—end
service by combining ALM and IP multicast. This
hybrid multicast approach dynamically maps ALM
path to underlying IP multicast path where P
multicast is available to optimize the performance.
The AG Connector also takes the hybrid muilticast
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approach and takes advantages of it. By using IP
multicast, this approach utilizes existing multicast
infrastructure support to improve both end-user
performance and bandwidth efficiency. On the other
hand, hybrid multicast approach inevitably induces
possible multicast looping problem. HMTP gives a
solution for this problem by simply assuming
In the AG Connector,

solution for real Internet environment, we try to

multicast islands. as a
solve the problem without any assumption and
propose MPROBE protocol to detect and resolve

multicast loops.

7. Conclusion

This paper presents a new multicast connectivity
solution for the AG multi~party collaboration envi-
ronments. The proposed UMTP-based solution effec—
tively takes advantage of several UMTP features:
UDP tunneling, data encapsulation and re-multicast
to local network. By extending the UMTP, we give
a solution for multicast data loop problem of the
UMTP. However, current prototype implementation
only demonstrates the preliminary result of the
proposed solution. We should provide a way for the
master TE find the location of slave TE easily. By
connecting UMTP servers, we can broaden the
multicast-reachable area. Also, we should address
the one-directional multicast problem. With IPv6
support, AG Connector can bridge IPv4 multicast
with IPv6 multicast during the IPv4 to IPv6
transition period. Especially for firewall problem, it
can be a good traversal solution for both IPv4 and
[Pv6 networks.
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