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Abstract

Wireless sensor networks(WSN) technology has various applications such as surveillance and information gathering in
the uncontrollable area of human. One_of major issues in WSN is the research for reducing the energy consumption and
reliability of data. A system with forward error correction(FEC) can provide an objective reliability while using less
transmission power than a system without FEC. In this paper, we propose to use LDPC codes of various code rate(0.53,
0.81, 091) for FEC for WSN. Also, we considered node-to-node intérference in addition to AWGN channel. The proposed
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system has not only high reliable data transmission at low SNR, but also reduced transmission power usage.

Keywords : LDPC codes, Wireless sensor network, Node-to-node interfernce

I. Introduction
In recent years, the idea of wireless sensor
networks(WSN) has received a lot of attention by
researchers. Such a network consists of hundreds to
of small scattered
throughout an area of interest. Information about the

several thousands nodes
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environment 1s gathered by the sensors and is
delivered to a central base station where the user can
extract the desired data.

Sensor nodes are very tiny and have limited power
resource. Since applications involving WSN  require
long system lifetimes, energy usage must be carefully
controlled. Table 1 shown the energy usage due to

various types or instructions in WSNY,

From Table 1, it is clear that most of the energy
is used during the transmission and reception of data.
Also, sensor network has possible occurred error by
node to node interference, because sensor network

has many nodes and construct dense networking.
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Table 1.- Energy Usage in a sensor. node.

Instruction type | Energy per cycle (n]) |Energy per instr (n])
Idle 1.70 1.70
Arithmetic/logic 341 3.41
Device Energy per CPU cycle| Energy quantum
LED 1.89 1.89 nJ/cycle
RFM send 2.56 2050 nJ/cycle
RFM receive 2.44 1950 nj/cycle

Our goal 1s to reduce the transmission power
usage in the WSN. This can be achieved by the
following forward error correction (FEC) for reliable
data transmission™ ™ Therefore, proper error control
coding can save the power required for communication
of the information on bits. WSN using LDPC codes
are almost 45% more energy efficient than those that
use BCH code which were shown to be 15% more
energy efficient than the best performing convolutional
codes®.

We propose to study low density parity check
(LDPC) codes of various code rate(0.53, 0.81, 0.91) to
provide reliable communication while reducing power
usage in the WSN over node—fomode Interference in
addition to AWGN channel.

II. Related Works

1. Physical layer and components of WSN

The physical layer (PHY) shall employ direct
sequence spread spectrum (DSSS) with binary phase
shift keying (BPSK) used for chip modulation'®.,

The functional block diagram in Figure 1
provided as a reference for specifying the PHY
modulation and spreading functions. Each bit in the
PHY protocol data unit (PPDU) shall be processed
through the modulation and spreading functions with
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Figure 1. Modulation and spreading functions.
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the preamble field and ending with the last octet of
the PHY service data unit (PSDU).

It is shown PPDU of WSN in Figure 2. The size
of PPDU is 1064 bits with PSDU of 1016bits.

It is shown that the component of WSN in Figure
3. Sensor nodes have various sensors and sense
various informantion. Sink nodes and gateway are

collection of data from sensor nodes.

2. FEC using LDPC Codes .

Link reliability is an important parameter in the
design. of any WSN due to the unpredictable and
harsh nature of channels and the fact that most of
the applications of the WSN require high data
precision. The channel bit error rate (BER) is
inversely proportional to the received signal to noise
ratio (SNR) and the output power. To increase the
reliability of the communication we can either
increase the output power of the node or use a
suitable error control code. The former solution is not
applicable due to the limited power available for each
sensor node.

LDPC codes are discovered by Gallager in 1962
and have recently been rediscovered LDPC codes
exhibit a performance extremely close to the Shannon

M-8 Using error control coding

capacity formula
increases the reliability and decrease the transmit

power required. However, the additional processing
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required increases the enefgy of computation. The
energy efficiency factor defined in [2], [3] and [4] can
be used in a suitable metric for evaluating the
efficiency of the FEC. This factor involves both the
The
energy efficiency is defined as the energy for

energy efficiency and the reliability factor.

communication of the information bits divided by the
sun of total energy for communication of both the
information bits and the redundant bits and the start
up and decoding energy consumption.

To compare LDPC codes as FEC with BCH codes,
we use the same energy consumption characteristic
as [3]. If the code rate of the LDPC code is equal to
R, then for each k information bits the transmitter is
sending n=k/R bits. The energy required to transmit
and receive on information bit and be expressed as

follows :

E
E =E +E +—%
b r t k (1)

where Edec represents the decoding energy per
packet, Et and Er are the required energy for
transmitting and recelving, respectively,

n
(I)te + PO )_ + PtsrT;sl
E = r
k
Po+P,T,
E =—T 2)
k
Pi/Pr. represents the power consumption in

transmitter/receiver electronics. Pi/Prs represents
the power consumption in the start up and r
represents the data rate.

Equation (1) can be rewritten as follow

k, +E,

lec

n
E =k +k—+
Y™ k 3)

where ki can be thought as of useful energy for
communication of a information bit and k; as the
start up energy consumption. The energy efficiency
as computed as follows :

N, = kik
C kn+ky, +E,,

4)

(21)
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Figure4. Decoding energy per packet (lteration = 1)

[1X:]

and the energy efficiency factor is defined as follows :

n=1n,(1- PER) (5)

where PER denotes the packet error rate after
applying the decoding algorithm. In this experiment,
as in [4], we assume RFM-TRI1000 as the transceiver
and ki and ke are assumed to be equal to 1.85u//bit
and 24.861] respectively. In order to determine the
value of 11 in (5), Ege and PER need to be identified.

To find the value of the Es, we used the results
of [3].

Edec = (3nj+n )Eadd +(3ni+6nj—10n )Emult

(6)

where Euq is energy consumption per bit addition
and Emyr 1S energy consumption per bit mlﬂtiplier[s]. ]
and j is weight of row and column of parity check
metrix.

The figure 4 shows decoding energy of LDPC
codes.

II. Interference Signal and WSN using LDPC
Codes

1. Interference signal

WSN compose closed network using hundred of
sensor nodes. Therefore, WSN has node to node
interference. Node to node interference is interference
of the other sensor node, when data send to sink

node or gateway from sensor nodes.
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Received data from k th sensor node
equation (7).

ne(t)= s, @}n()+1()

where si(t) is the transmitted signal from the k-th

sensor node. rn(t) denotes Gaussian Noise and (¢

is in

(7)

denotes node to node interference in equation ()
and (9) respectively.
The transmitted signal DSSS BPSK modulation

and can be written as

s (t)= Ab, (), (0 )sin2nf,0), O<t<T ()

where b(t) is data, taking values of #1, adt) is the
spreading signal ' '

1<k<n

1(:)=§s,-(t%sk(r), )

where si(t) is signals of I-th sensor node and si(t) is
transmitting data of k th sensor node.

2. WSN using LDPC codes

We propose coded data packet by LDPC codes for
FEC. Packet with FEC has reliability of data and
energy efficiently.

B 24 MM HERIQ 45 24 40 9
E 2 %35 n2lolg
Table 2. Code parameters
(NM) Rate Column Weight
. Code 1 (1064,500) 053 3
Code 2 (1064,200) 0.81 3
Code 3 (1064,100) 091 3
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Proposed system is DSSS system using LDPC
codes as follow :
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Figure7. Proposed system using LDPC codes.

The parameter of LDPC codes is shown in Table
2. LDPC codes use sparse parity check matrix with
uniform number of 1's per column and row. Decoding
algorithm of LDPC
algorithm.

codes uses sum product

IV. Performance Analysis

We simulated WSN using LDPC codes over node
to node interference. The interference is simulated
as 6 simultaneous transmissions of DSSS signal from
6 sensor nodes. All have the same modulation type
as shown in equation (8). LDPC codes used in the
simulation is R=0.53, 0.81, 0.91 and N=1064.

Figure 8 depicts the BER curves of WSN using
LDPC codes over node to node interference. It is
shown that the WSN with the code rate 0.53 LDPC
code obtains at least 13dB gain over the WSN
without LDPC code at BER=10" for Code 1. For the
Code 2 to 3, at least 9 dB and 7 dB gain were
obtained, respectively. .

Figure 9 depicts the PER curves of WSN using

LDPC codes over node to node interference. It is
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Figure9. PER performance of WSN using LDPC codes
{nodes = 7)

shown that the WSN with LDPC codes has PER
that is lower than the WSN Without LDPC codes.
Therefore, the WSN with LDPC codes has low

retransmission rate.
V. Conclusions

In this paper, the WSN using LDPC codes is
proposed for high reliable data and reducing energy
consumption. We use various code rate, R=0.53, 0.81,
091, for FEC for WSN and consider node to node

(23)
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interference in addition to AWGN channel. With
R=0.53, 081 and 0. 91 and N=1064, the SNR of 7dB,
9dB and 13dB can reach BER of 10-3 respectively.
The R=053 LDPC coded system obtained about 13dB
gain over the WSN without LDPC code. It is shown
that the rate of 091 LDPC coded system obtained
7dB gain over the WSN without LDPC codes. The
WSN with LDPC codes has low power usage,
because of the WSN with LDPC codes has SNR
lower than the WSN without LDPC codes at same
BER. Also, WSN with LDPC codes has high

reliability of data at low SNR.
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