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(A Dynamic Checkpoint Scheduling Scheme for Fault
Tolerant Distributed Computing Systems)
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Abstract The selection of the optimal checkpointing interval has been a very critical issue to
implement a checkpointing-recovery scheme for the fault tolerant distributed system. This paper
presents a new scheme that allows a process to select the proper checkpointing interval dynamically.
A process in the system evaluates the cost of checkpointing and possible rollback for each
checkpointing interval and selects the proper time interval for the next checkpointing. Unlike the other
schemes, the overhead inewrred by both of the checkpointing and rollback activities are considered for
the cost evaluation, and the current communication pattern is reflected in the selection of the
checkpointing interval. Moreover, the proposed scheme requires no extra message communication for
the checkpointing interval selection and can ecasily be incorporated into the existing checkpointing
coordination schemes.
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Dynamic Scheduling

1. Introduction

Checkpointing is an operation to save correct
intermediate states of a process into a stable
storage which is not affected by system failures.
With the periodic checkpointing, a process can
resume the computation from one of the saved
states when it recovers from a system failure. The
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saved state of a process is called a checkpoint and
the action to resume the computation from a
checkpoint is called a rollback. Checkpointing is an
effective tool to prevent a process from restarting
its computation from the initial state even in case
of a system failure. However, frequent checkpoin-
ting severely degrades the system performance
since it takes a non-negligible amount of time to
save a checkpoint. Hence, the selection of the
optimal checkpointing interval has been a critical
issue to implement the checkpointing, and many
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analytic models have been suggested to compute

the optimal checkpointing interval for a single
processor system in which no message communi-
cation among the processes is considered [1,2,3].

In a distnbuted of the

processes running in the system become dependent

system, the states

on one another due to the message communication.
The state S, of a process P, is said to be directly
dependent on the state S, of another process P
(1) if at the state $,, the evenl of sending a
message m happens and S; is the state caused by
P; = P, and

§; immediately follows 8, Also, the state S, of

the event of receiving mu or (2) if

P; is said to be transitively dependent on the
state S; of P, and the relation is denoted by
S5, 8; 1if the relation between the two states, §;
and S, is found in the transilive closure of the
"directly dependent on” relation [4]. Because of this
inter~process dependency, the failure of one system
only the
processes running on that site but also the ones

site may force the rollback of not

running on the other sites.

For example, suppose that a process P; should
roll back to a checkpoint C' after a failure. Then,
the new computation performed from C* may not
be the same as the one which has been performed
before the rollback,
computation can be used or the messages received

since the non-deterministic
by P; before the rollback may not he retrieved in
the same order ag belore. In such a case, the
processes carrying the states dependent on P,’s old
computation invalidated by the rollback also have
to roll back to the checkpoints taken hefore the
dependency relation was formed. In other words,
for a dependency relation, §,— S, if the state S,
s lost due to a failwe, the state S, also has to he
discarded by the vrollback. Tt is said that the
processes roll back to a consistent recovery line, if
no state dependent on the invalidated states of the
recovering process remains in the svstem after the
rollback-recovery [5].

‘When the rollback actions are propagated to the
related processes, the processes may have to be

involved in a domino effect [6), which causes the
processes to roll back recursively to reach the
consistenl recovery line and in the worst case,
enforces the processes to roll back to their initial
slates. Figure 1 shows an example of the dormino
effect. In the {igure, the process P, first rolls back
to its latest checkpoint C*? after a failure. Then,
due to the dependency caused by mb, P; also has
to roll back to the checkpoint €%, and the rollback
of P; causes the second rollback of P, to the

checkpoint C*! which has been taken before the
receipt of m4. In a similar way, the dependency
relations caused by m3, mZ, ml force both of P;
and P, to roll back to their initial states.

The main reason to cause the domino effect is
the backward dependency [6], in which an old

checkpointing interval of a process Dbecomes
dependent on a recent checkpointing interval
through the abnormal  dependency among the

checkpointing intervals as shown in Figure 1. Let

7 denote the state interval between two

and C"°
indicates that for any

checkpoints ¢**7! where >0, and the
relation [*F— [%¢
S I'f and S I, 575, Then, the backward
dependency means that for any two intervals,
I % and [*e, [v¢7*5 1% and  also The— 104
where k& is a positive integer. For example, in
Figure 1, it is natural that "%~ 7%, However, due
to the message m5 and mJ, the relations, I™'— I*°
and I"'— I"* hold, and as a result, the backward

dependency, I%%-I"? also holds.
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Fig. 1 A Domino Effect

One way to avoid the domino effect is the
careful coordination of checkpointing actions of the
various  checkpointing

related processes and

coordination schemes have been suggested [5,7,8,
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9,10,11,12]. In these schemcs, a process takes the
checkpoints on its own schedule, which is called
the scheduled checkpointing, and also takes the

checkpoints on the coordination request from
another  process, which iz  called the forced
checkpointing. THence, (o compute the optimal

checkpointing interval for the processes running in
a distnbuted
checkpointing and rollback propagation have to be
of the
optimal checkpointing interval for the communi-

system, the effects of forced

considered, which makes the selection
cating processes enormously difficult, and little
research efforts have heen made.

Instead of selecting the optimal interval, the
schemes in the literature adjust the checkpointing
interval by varying the conditions to take forced
checkpoints so that proper performance can be
achieved. A scheme proposed in [11] achieves the
minimal computation loss in case of a system
failure by tuking forced checkpoints whenever a
new dependency relation is formed. Instead, the
mumber of forced checkpoints in this scheme can
be excessive. The schemes proposed in [7,8] take
the less number of forced checkpoints by assigning

a sequence number to each checkpointing interval

and taking the forced checkpoints at the
computational points to avoid the backward
dependency. The schemes in [12] further reduces

partially

allowing the domino effect. However, as it is

the number of forced checkpoints by

noticed from the previous experimental results, the

schemes pursuing the less number of forced
checkpoints have to experience a large amount of
rollback;

reducing the rollback and recovery cost have to

computation loss after and the ones

endure frequent checkpointing [12].
In this paper, a new scheme to adjust the

checkpointing  interval considering the forced

checkpointing and the rollback propagation is
presented for a distributed system. In the proposed
scheme, a process selects the time interval for its
scheduled checkpointing considering the forced
checkpointing frequency, the expected computation

loss, and the expected number of rollbacks. Unlike

the solulions for the single-processor system, the
checkpointing  interval in the proposed scheme is
dynamically adjusted to reflect the dynamic
changes of the inter-process dependency. With the
proper  adjustment of the effects of the forced
checkpointing and the rollback, the performance of
the processes can significantly be improved.
Moreover, such adjustment can be performed at
each process based on its local information without
any extra communication, and the proposed schere
can easily be incorporated into any of the existing

coordination schemes.

2. System Model

A distributed system consisting of a number of
nodes connected through a communication network
15 considered. Logically, the system can be viewed
as a set of processes running on the nodes and a
set of communication channels between every pair
of the processes. A process is considered as a
sequence of state transitions from the imtial state
to the final state. An event is an atomic action that
causcs the state transition within a process, and a
sequence of events is called a computation. The
processes are not assumed to sharce the memory,
but to communicate only through message passing.
The communication subsystem is assumed to be
reliable; that is, the message delivery is error—free
and virtually lossless. A process is also the unit of
failure and recovery in the system. When a node
(ails, every process running on the node is declared
to [al. A Fal-stop node is assumed [13] and only
the transient failures are considered in the system;
that is, once a process recovers from a failure and
re-executes the computation, the same failure is not
likely to occur again.

3. Dynamic Checkpoint Scheduling

3.1 Checkpointing Scheme

Each process in the system takes scheduled
checkpoints according to its own schedule and in
addition, it takes
coordination request from another process. For the

forced checkpoints on the

checkpointing coordination, any of the existing
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schemes can be used with the proposed checkpoint

scheduling scheme. In this paper. the scheme
proposed in [8] is considered and briefly introduced
first. Let the checkpointing interval denote the state
interval hetween two consecutive checkpointing of a
process. Then, in [8], the checkpointing intervals of
a process are sequentially numbered and each
message sent out during an interval carries the
interval sequence number. When a process receives
a message with the attached sequence number
higher than its cwrent checkpointing interval
nmumber, it takes a new checkpoint before processing
the message and assigns the number carried in the
message to the new interval. As a result, no
backward dependency, the dependency from a higher
numbered interval to the lower numbered interval,
can be formed and the domino effect is not possible.

Figure 2 shows an example of the checkpointing
coordination scheme presented in [8]. The white
rectangles in the figure denote the scheduled
checkpoints; and the gray ones denote the forced
checkpoints. The number shown inside each
rectangle denotes the checkpoint sequence number
and the one right aside the arrow denotes the
sequence number carmied in a message. As shown
in the figure, each process takes a scheduled
checkpoint on its own schedule and on the receipt

of a message with the checkpoint sequence number

the process takes a forced checkpoint.

PII m
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Fig. 2 An Example of Checkpointing Coordination

A process in the system can adjust the time
interval for its scheduled checkpointing by properly
setting the checkpointing timer. However, it is not
the forced

easy to adjust the frequency of

Aleg] Bloe]Z Al 29 A A 2 Z(20022)

checkpointing, since the forced checkpoints are
taken on the receipt of a certain message from
another process. Instead, the frequency of forced
checkpointing of a process can be adjusted by
another process, since a forced checkpoint of a
taken scheduled

checkpointing of another communicating process.

process  is following  the
Hence, for a given message communication rate,
the number of forced checkpoints can also be
determined by the scheduled checkpointing interval,
To achieve the optimal performance of the system,
the scheduled checkpointing interval must he
selected toward reducing both of the checkpointing
cost and the computation loss due to a rollback,
called the rollback distance. Hence, the proposed
scheme uses the dynamic adjustment of scheduled
checkpointing interval to reflect the dynamic
changes of inter-process dependency.

Let 1% denote the a-th scheduled checkpointing
interval which is the sequence of events (or
computational

between the completion of the (e@-1)-th scheduled

states generated by the events)
checkpointing and the completion of the a-th
scheduled checkpointing of a process P; and T )¢
denote the time duration elapsed m 7 ;% When each
(@=1)-th
checkpoint, it schedules the time for the next
scheduled checkpointing; that is, the expected value

P, completes the saving of the

of T4 is determined. To select an appropriate
value for 7 ;% P, should consider two factors: the
checkpointing cost during the interval I 5% and the
possible failure-recovery cost dudng 7:;* The
checkpointing cost for each 7% is the amount of
take the

checkpoints during 7 % Let N 45 denote the number

time spent 1o scheduled and forced

of forced checkpoints taken during I}® and T, be
the expected time spent to save a checkpoint.
Then, the checkpointing cost during 7 :° denoted

by C 4, can be calculated as,
Cy=(Ng+1+* Ty
To obtain the value of N2 each P; maintains a

counter incremented by one at each time when a



2% hd 29 AaFeAe 8 A AT 79 79

forced checkpoint is taken; and reset when a new
scheduled checkpoint is taken. The value of T,

can be obtained by measuring the time to save
each of the checkpoints and then averaging them.

TFigure 3 describes the notations of

clerte, T andT,, in  detail, in  which

Ci% and 7% denote a checkpointing event and a
events or computational

sequence  of states,

respectively; while 7% and T, denote the time

spent for them.

&

Fig. 3 An Example of a Checkpointing Interval

The possible failure-recovery cost for each I:¥ is
the expected time to restore the selected checkpoint
and the expected amount of rollback distance with
the probability of rollback happening during the
interval. Let N5 denote the expected number of
and T .7

rollback distance in case that P, has to roll back

rollbacks during 7 :° be the expected
during I % To restore a selected checkpoint, the
same amount of time to save a checkpoint, T, is
assumed. Then, the failure-recovery cost during
1%% denoted by C %% can be calculated as,
CH=NZ*T 4t T
To calculate the value of T i, each process P;

measures the rollback distance for each rollback

and obtains the nommalized average rollback
distance with  respect to  the  scheduled
checkpointing  interval as follows. When P,

resumes the computation after saving or restoring a
checkpoint, it saves its local clock value, say fq,
into the stable storage. When P, has to rollback at

time ¢, it calculates the rollback distance as

t,— ty. However, if P, has to roll back due to its
own failure, it cannot access its local clock to get
the value of #;. In such a case, either the average
value of the previous rollback distance values or
the value calculated from  the  simplified
mathematical analysis can be used. Refer to the
following subsection for the detailed description of

the mathematical analysis.

T Nt
1 Raalore ‘<~H g

T

Fig. 4 An Example of Rollback Distance

Now, let D% denote the rollback distance of the
B-th rollback of P; and T }* denote the selected
time interval between two scheduled checkpointing
when the f-th rollback happens at P,. Then, the

mean ratio of the rollback distance to the scheduled
calculated  as

checkpointing interval can he

1, & Dd .
Nrb* gl T where N, 13

rollbacks which have happened at P; and the value

the number of

na r & D ;"f ia e
of T3 is caleulated as ~—NLrb* ;1 T :}5* T % To
calculate the value of N, each process P

maintains a counter, N i, to count the number of
rollbacks which have heen performed by P; and
also maintains a variable T 7 to measure the time

elapsed at P; from the beginning of its execution.

t
Nty 7 i which

Then, T

W' can be calculated as

is the expected number of rollbacks during 7 **
assuming the uniform distribution of rollbacks
throughout the computation. Figure 4 describes the
notations of 7% and N %, in detail, where P; fails

m I and rolls back to its Jatest forced

checkpoint.
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Now, it is presented how the calculated values of
CH and €5 are used to adjust the scheduled
checkpointing interval. Suppose that each process
P in the system select a very large value for the
Then, £, may

scheduled checkpointing interval.

take the less number of scheduled checkpoints
throughout the computation, and it may also force
and be forced to take the small number of forced
checkpoints. Hence, the checkpointing cost during
the normal execution must be low. However, the
failure-recovery cost of P, can be high, since the
expected rollback distance of P; must be very
large in case of a rollback. As a result, the overall
performance of P; can be degraded with a long
checkpointing interval. Meanwhile, if each P; in the
system selects a very small value for the scheduled
checkpointing interval, the rollback distance of P;
can be small and hence, the failure-recovery cost
of P, can be low. However, the overall
performance of P; may still be degraded due to the

large number of scheduled and forced
checkpointing.

To improve the overall performance of a process,
the scheduled

adjusted to reduce both of the checkpointing and

checkpointing interval must be

failure-recovery costs. Hence. in the proposed
scheme, at the beginning of the execution, each
process P; arbifrary sets the fime interval value
for its first scheduled checkpointing. Then, at each
time when P; takes a new checkpoint, it evaluates
the current checkpointing interval value based on
the checkpointing cost and the possible
failure-recovery cost to examine whether the
current interval is too large or too small. For the
next scheduled checkpointing interval, P, uses the
evaluation results to properly reduce or enlarge the
time interval value as follows:

Case 1) Suppose that for the current scheduled
checkpointing interval, 7 %, the checkpointing cost,

i2 is larger than the failure-recovery cost, C 3

: Then, P, may have spent too much time to take

A2 2 o2 A 29 B A 2 00

the checkpoints compared to the possibly small
effects of failure-recovery during I:% Hence, P,
should try to reduce the number of checkpoints by

increasing the time interval value for the next

scheduled checkpointing. That is,
T btl= T "2 (14 K), where K>0.
Case 2) Suppose that for the current scheduled

checkpointing interval, 7 ;% the checkpointing cost,

i iz smaller than the failure-recovery cost,
C4* 1 Then, P; may have spent too little time for
the checkpointing compared to the possibly large
effects of failure-recovery during I With the

ia

current value of T % the rollback distance of P,

can be too large in case of a rollback. Hence, P;
should reduce the rollback distance by decreasing
the time interval value [or the next scheduled
checkpointing. That is, T hetl = T M5 (14 K), where
KXQ.

As a result, the time interval value for the
scheduled checkpointing can be gradually adjusted
to produce a better performance, as each process
takes its scheduled checkpoints. The value of K
can be another adjustable parameter. When the
inftial checkpointing time interval is considerably
deviated [rom the optimal value, the process can
rapidly reach the near optimal value using the
coarse value of K. However, for the fine tuning to
obtain the optimal value, the value of K must
carefully be selected for the little adjustment of the
checkpointing time interval.

3.2 Evaluation of Checkpointing Interval Using

Mathematical Analysis

One possible problem of using the empirical data
to calculate the failure-recovery cost is that the
obtained value of C %7 may not well reflect the
actual rollpack behavier of the system at the
beginning of the process execution; that is, before
enough rollbacks happen at each process. One way
to solve this problem is to use a simple analysis to
and T %, For the

calculate the value of N

simplicity of the analysis, the following assumptions
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are made:

(1) The inter-arnival time of failures of a process
follows an exponential distribution with a rate A,

(2) In case of a failure, instant recovery of the
process is assumed.

(3) The time to determine a consistent recovery
line is assumed to be negligible.

(4) The time interval hetween two consecutive
message sending by a process follows an
exponential distribution with a rate A..

(5) The recipient of each message is randomly
selected.

(6) The time to take the e-th checkpoint of the
processes in lthe system is synchronized.

Because of the assumption (6), the processes in
the system need not take any forced checkpoints.
This assumption is made only for the simplicity of
the failure-recovery cost analysis and the effects of
the forced checkpoints on the values of N3¢ and

et

W will be considered later. From tihe

assumptions (2) and (3), when a process recovers
from a failure, the time for the dependent processes
to resume their computation after their rollback is
also synchronized and the rollback points of the
latest checkpoints.

processes are always their

Figure 5 shows an example of the rollback

propagation under the assumption [or a system

consisting of four processes, P, P,, Pj; and P,

; T

1
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i

Fig. 5 Analysis Model

First, the value of N%¢ is calculated. When a
process recovers from its own failure or receives a
rollback request from another process recovering
from a failure, the process rolls back to its latest

checkpoint. Let N }* be the expected number of
failures in the system during 74“ and P denote
the probability that a process is selected to roll
back when a process fails during I%° Then, N %
can be calculated as
M= N B P

As shown in Figure 5, when a process P, fails
in 713 oprocesses P, and P, have to roll back
with P, because of the dependency. However, P,
does not have to roll back fogether, since it has no
dependency on the lost state intervals of P,. Since
P if denotes the probability that a process has to
roll back in case of a system failure, the value of
P ¥ hecomes 0.75 in this example, assuming a
uniform ‘probabi]ity. More precisely, the value of
N3 P and N can be calculated as follow.

From the assumption (1), the inter—arrival time of
fallures in the system follows an exponential
distribution with a rate of AN, where N is the
nurnber of processes in the system. Ilence,

Ni%= A peNe( T %4 T ).

When a

during 7% the

process P; recovers from a failure

processes whose current

checkpointing interval is directly or transitively
dependent on 7% must be selected to roll back
together. A checkpointing interval 1 ** of a process
P; is said to be directly dependent on the
checkpointing interval I7¥ of another process P » if
any slate in I 57 is directly dependent on a state in
I% A checkpointing interval J*° of a process P,
is sald to be transitively dependent on the
checkpointing interval 7%+f of another process P, if
the relation between ¢ and I*% is found in the
transitive closure of the '‘directly dependent on’’
relation [5].

Now, suppose that a process P fails during I2¢
and rolls back to its latest checkpoint C %! Let

T4 denote the rollback distance of P, which is

the time interval between the latest checkpointing
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of P; and the failure of P, Figure 5 shows an

example of 7% when Pifails during 7. Then,

ha

“* is basically the probability that a dependency
relation from I%¥ to I is formed during 7 7f. Let
E, be the set of events that there exists a
transitive dependency relation consisting of & direct
dependency relation from I7% to I2%  where
£=0,1,2,...,N—1. Under our analysis model, only
the most recent checkpointing interval of a process
can be dependent on J%% of P, and hence, there
can be at most N—1 distinct direct dependency
relations forming a transitive dependency relation.

Let P 7n( E) be the probability that any event in

E, may happen during 777 Then, P23 can be
written as, ’

=P ByUE U UEy)).

To calculate the probability P 3¢, the probability
that a direct dependency relation between two
processes can be formed during T4 that is
P 74( E|), needs to be calculated first. The

dependency relation between the processes are
formed by message exchange. Since the interval for
a process to send out two consecutive messages
follows an exponential distribution with a rate A,
the expected number of messages sent out from a
process during an interval T4f is AT %) When a
process sends out one message, each of the other
processes in the system can receive the message

with the same probability of Ni—l‘

Hence, the

probability for a process to rcceive at least one

message sent out of A*T%7 messages is

AmT

1= (=) , which is the probability
that a direct dependency relation can be formed
from the process P, to another process during
T %2 The probability that a transitive dependency
relation with # direct dependency is formed during

T4f, that is P r-( Ey), can be calculated as the

product of P rg( Ey).

Al=dl gl ool A 29 A A 2 F(20022)

Now, to complete the equation, the value of T 77
needs to be calculated. Let Z denote the time
interval of 7% and X denote the random variable
to represent the time interval between two
successive failures of a process P. Since X has
an exponential distribution with a rate A= A &N, the
of X, fx(x) s, fx(=Ae ™
where x=0, and the probability that a process [ails

during Z is, Fx(2)=FlX<Z =1— ¢ % Hence, the

density  function

expected time elapsed withinZ before P, fails

under the condition that P, fails during J{° is

calculated as,

i [ amt oo

Fx(Z) A 1l-e
In reality, the process P, may take some forced
checkpoints during I7° and hence, the value of

T4 must be calculated for the actual

checkpointing interval instead of the scheduled
checkpointing interval; that is, the value of Z must
be the average checkpointing interval value during
I7% instead of 7% itself. Now, let 7% %f denote

the actual rollback distance of P; for the average

checkpointing interval value during 77°. Then, the

value of T" ¢ is calculated as,

T —AT
T f‘f=—£ —1—_—23—-27,

T
where T=—75 . We now calculate the value
N jat1
of T, According to our analysis model, when a

process has to roll back, it always rolls back to its
latest checkpoint. Let T ¢ be the time interval of
7% Then, the expected rollback distance during
I* is the
1
N+l

expected time elapsed within

T= hefore P, rolls back under the

condition that P, has to roll back during 72% Let
Y denote the random variable to represent the
interval between two successive rollbacks of a
process, Then, ¥ has an exponential distribution

with a rate A,= A N+P ). Hence, in a similar
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way to calculate T" %, the value of 7% is
calculated as,

—ArT e

Le 1 Te T
———=, wWhere T=—/—5—.

e T N jotl

4. Performance Study

Extensive simulations were conducted to evaluate
the effect ol the proposed scheme on the system
performance. For the evaluation, the proposed
checkpoint scheduling scheme implemented on the
checkpointing coordination scheme in [8] was
simulated and the performance was compared with
those of other checkpointing coordination schemes
which do not employ the dynamic checkpoint
scheduling such as the schemes suggested in [8]
and [12].

4.1 Simulation Modetl

A distributed system consisting of 10 processes
was simulated. During the normal computation,
each of the processes sends out messages with an

interval following an exponential distribution with a

rate A,, and the receiver of each message is
randomly  selected. The communication delay
between two processes follows an  exponential

distribution with a rate A, and 10.0 milliseconds
are used as the value of Tld for the simulation.

No particular network configuration or the
implementation protocol is assumed for the message
communication. For the schemes which do not
employ the dynamic checkpoint scheduling, the time
scheduled

checkpointing of a process is assumed to follow a

delay  between two  consecutive

normal distribution with a mean N, and a standard

deviation of 8, With &, the deviation of the local

clock values of the processes running on the

different nodes can be simulated, and 5, is

Ne

assumed to be 5 - For all of the simulated

schemes, 100.0 milliseconds of constant checkpoint
saving time is assumed.

A process may fail during its normal computation
or checkpointing. If a process fails during the

discard the
checkpoint and roll back to its previous checkpoint.

checkpointing, it must current
The inter-arrival time of the failures of a process
follows an exponential distribution with a rate of
A, For simplicity, we assume an instant recovery
from a failure; that is, when a process fails, it
instantly initiates a rollback coordination. To seek a
rollback

coordination scheme suggested in [14] is used. For

consistent recovery ling, a centralized
the rollback coordination and restoring the selected
checkpoint, 100.0 milliseconds of constant rollback
time is assumed. As a performance index, the mean
computation loss of a process, which is the average
percentage of the process’'s execution time lost due
to the checkpointing and the rollback-recovery
compared to the total execution time, is used. The
mean computation loss is calculated as follows:
ﬁ Tot Tt T a
1

ComputationLoss(%) = = NT £ +100,

where T, is the total amount of time spent to
save checkpoints of a process Fi, T 5 is the total
amount ol time spent for the process Fi (o
coordinate the rollback propagation and restore the
selected checkpoints; T % is the total amount of the
computation lost due to the rollback of Fi Tk is
the total execution time of P and N is the
number of processes in the system. The mean
computation loss of various schemes is thoroughly
examjned with the various values of the following
parameters: the scheduled

sysiem Iedn

checkpointing  interval Ne, the mean failure

inter-arrival time A,;”' and the mean message

sending interval A, L

4.2 Simulation Results

Figure 6 shows the performance of the schemes
under the various values of the mean scheduled
checkpointing interval, Nc, where i\f_l iz 72000.0

-1

seconds and A, is 1.0 second. In the figure,

P.A  denotes the scheme
implemented using the analytic data and Scheme

PE denotes the

Scheme proposed

proposed scheme using the
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empirical data. To reduce the computation burden
for obtaining the analytic data, the value of P ¥
was approximated to the value of
Pl BEQUENJE). Scheme B represents the
one suggested in [8]. Schemes W2 and W.3
suggested in  [12],
Scheme W2 allows the domine effect of two

represent the ones where
checkpointing interyals and Scheme W.3 allows the
domino effect of three checkpointing intervals.

’;l—chheme_-F'_E
12 = T ) —&—Scheme P.A
J—G—Echem@ B

K Scheme W.2
| ——Seheme W3

Compualion Loss (%

1 5 20 40 g0 &80 100 120 140 160 180 200

Mean Scheduled Chackpont Imerval {gec.)

Fig. 6 Mean Computation Loss vs. Mean Scheduled
Checkpointing Interval

For the proposed schemes, the given values of
for the first scheduled
checkpointing interval and the rest of the intervals

Ne are used only
are gradually adjusted bhased on the performance
perceived by each process. Hence, Scheme P.A and
Scheme PE show the stable performance for the
of the
However,

various values schetduled  checkpointing

interval. for the other schemes, the
selection of the scheduled checkpointing interval
value is very critical to their performance. When a
short interval is used, the computation loss of
Scheme B hecomes sharply increased since Scheme
B takes more forced checkpoints compared to
Scheme W.2 and Scheme W.3, Meanwhile, when a
long intérval is used, Scheme W.3 shows the most
sensitive response, since it produces the longer
rollback distance for each rollback,

Figure? shows the performance of the schemes

under the various values of mean fallure

inter-arrival time, 4, ', where the 120.0 seconds

of Ne and the 1.0 second of A ~' are used. The
failure inter-arrival time mainly affects the number
of rollbacks of the processcs. For the smaller
fallure inter-arrival lime, Scheme W.3 shows the
worst performance compared to the other schemes,
since the rollback distance for each rollback under
Scheme W.3 is much longer than the others. For
Scheme P.A and
inter~arrival time becomes smaller, the processes
tend to

interval so  that

Scheme DPE, as the failure

scheduled  checkpointing

the rollback

reduce their
distance for each
rollback can be reduced. Because of this, the
portion of the total amount of the rollback distance
hecomes stable,

in the computation loss even

though the total number of rollbacks becomes
increased. However, the reduction in the scheduled
checkpointing interval may slightly increase the
total checkpointing time of the processes and it
also increases the computation loss. The figure
shows that such adjustment in the scheduled
checkpointing interval in Schemes PA and PE are

effective in reducing the total computation loss.

2.5
—h— Scheme P.E
| —f—Schemg P.A|l |
2 e - vt o ==@—=Goheme B a
~—»6¢— Scheme W.2
. ~—&—Gehamp W.3)
5 4

Compulabion Loss (%

i} . SN

=) 750100 e 20 250 30 350 400 480

Mean Failure interarmval Tirme (1000 sec )

Fig. 7 Mean Compulation Loss vs. Mean Failure
Intervalarrival Time

Figure 8 shows the performance of the schemes

under the various values of mean message sending

interval, A,”!, where MN¢ is 1200 seconds and
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Ay 1s 720000 seconds. The mean message
sending  interval affects the performance of the
processes in {wo aspects: one is the probability of
the rollback and the other is the number of forced
checkpointing. With the short message sending
interval, the computation loss of Schemes W.2 and
W.3 increases because of the high probability of
rollbaclkk involvement in case of a failure. The
computation loss of Scheme B also increases with
the short message sending interval since the
number of forced checkpointing increases as more
messages are ¢xchanged between the processes.
Under Schemes P.A and PE, the processes adjust
their scheduled checkpoimting intervals considering
both of the rollback probability and the number of
forced checkpointing to reduce the total computation

loss.

—&— Schemc P.E
~—l—Scherme P A
—6—Scheme B
—H—Scheme W 2
-—o—Scheme W3
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Computabion Loss (%
&

10 20 40 60 80 100 120 140 160 180 200 220 240 260

‘ Mean Message Sending Interval (sec.) ‘

Fig. 8 Mean Computation Loss vs. Mean Message
Sending Interval
5. Conclusions

In this
scheduling scheme for a distributed systemn has

paper, a new dynamic checkpointing

been proposed. FEach process in the proposed
scheme sclects the time interval for its scheduled
checkpointing to reduce the overhead caused by
both of the checkpointing and the rollback. Hence,
the performance of the processes can  Dbe

significantly improved over the other existing

schemes which consider either the checkpointing

overhead or the rollback overhead. Also, the
checkpointing scheduling is performed dynarnically,
reflecting the current system states. As a result,
stable

system parameter

the processes can show the very

performance for the varying
values.
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