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A-team Based Approach for Reactive Power/Voltage Control
Considering Steady State Security Assessment
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ABSTRACT

In this paper, an A-team{Asynchronous Team) based approach for Reactive power and volage control
considering static security assessment in a power system with infrastructural deficiencies is proposed.
Reactive power and voltage control problem is the one of optimally establishing voltage level given
several constraints such as reactive generation, voltage magnitude, line flow, and other switchable
reactive power sources. It can be formulated as a mixed-integer linear programming(MILP) problem
without deteriorating of solution accuracy to a certain extent. The security assessment is to estimate the
relative robustness of the system in its present state through the evaluation of data provided by security
monitoring. Deterministic approach based on AC load flow calculations is adopted to assess the system
security, especially voltage security. A security metric, as a standard of measurement for power system
security, producting a set of discrete values rather than binary values, is employed. In order to analyze
the above two problems, reactive power/voltage control problem and static security assessment problem,
in an integrated fashion for real-time operations, a new organizational structure, called an A-team, is
adopted. An A-team is an organization for agents which are all autonomous, work in parallel and
communicate asynchronously, which is well-suited to the development of computer-based, multi-agent
systems for operations. This A-team based approach, although it is still in the beginning stage, also has
potential for handling other difficult power system problems.
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1. INTRODUCTION

Power system operations require a significant
amount of man power and resources to supply the
consumers such as homes, businesses and industries
with reliable, high-quality electrical energy at a
reasonable cost. These operations are highly un-
structured, nonlinear, stochastic and time-varying.
That is, recent environmental concerns, the uncer-
tainty of world fuel supplies and the high cost of
power plant construction have altered the way in
which the existing power system is operated. Over
past decade, the power systems in all over the
world have experienced system instabilities with
increasing frequency when they operate more close-
ly to the limits for which they were designed. Pro-
minent power system engineers remarked that most
major blackouts during the past decade have been
caused by reactive power voltage control problem?’.
The goals of this control{QVC) can be regarded as
an attempt to achieve an overall improvement of
system security, service quality and economy. Sys-
tem security requires an adequate voltage levels
and reactive power reserves in order 1o maintain
voltage stability as critical contingencies occur.
The service quality and economy require an
appropriate voltage control at all system buses and
consumer terminals within tolerable limits, in order
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to insure proper reactive power line flows which
result in minimal transmission losses, operating
costs and other objectives. Thus, a paramount
objective in power system operation is developing
methods to assess the security of the existing sys-
tem, based on voltage problem. The requirement
among these methods is the development of on-line
analysis techniques. Since the power system infras-
tructure covers large physical areas, there are lots
of the changes and the number of unexpected dis-
turbances that can occur to the system. To assess
security of power system in a integrated fashion
with voltage problem requires to consider several
constraints such as equality constraints for serving
existing consumers, inequality constraint for net-
work operation under normal or abnormal condi-
tions and environmental constraints limiting emis-
sions. Existing techniques are not adequate for
modeling the problem that considers all these fac-
tors in an integrated formulation®”. Even if all the
above modeling difficulties were to be overcome, it
Is not easy to solve the overall problem on-line
with traditional algorithms and computational tech-
niques. In order to obtain optimally on-line solu-
tion of this problem, new computational techniques
like parallel processing, object-oriented porgram-
ming can be employed. This paper proposes an
A-team, a new organizational structure suggested
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by S.N.Talukdar*™", for solving the integrated
problem in paraliel. A-team is an organization with
agents which are autonomous, among which itera-
tion and feedback are allowed, and which cooperate
asynchronously. The agents encapsulate traditional
optimization algorithm as well as numerical soft-
wares needed to analyze the problem. All the
agents communicate asynchronously, meaning that
they can work in parallel without ever interrupting
or delaying one another. Several researches using
this A-team theory have already reported to solve
complicated power system problems®®. The results
of the researches demonstrated that the algorithm
using A-team is compared favorably with conven-
tional ones.

2, QVC PROBLEM

2.1 Concept and Control of Reactive Power

The concept of reactive power'”, by convention
symbolized as Q, is much more elusive than that of
real power, P. The integrated value of P over one
or more cycles is a positive quantity representing
energy, but the corresponding integrated value of Q
is zero. P unambiguously represents the flow of
energy converted into electrical form at a plant and
dissipated or reconverted into heat, light or other
form elsewhere by the system’s connected load. Q
represents energy in continuous interchange be-
tween dynamic magnetic(inductive) and electric
{capacitive) fields. Since ( averages zero over
each cycle, potential disparities between the two
forms are accommodated by fluctuations in bus
voltage or line voltage drops; hence the tight cou-
pling between reactive power and system voltages.
During being characterized by operation at relative-
ly low voltage levels, voltage profiles were main-
tained easily by proper distribution of shunt capaci-
tors about the system. However, with the introduc-
tion of higher voltage levels and fields producing
large amounts of reactive power, the problem of
maintaining the reactive power balance needed to
insure an acceptable voltage profile has become
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increasingly severe. Primary available means con-
trolling the production and/or absorption of reac-
tive power(VARs) including generator exciters, tra-
nsformer tap changers and switchable shunt capaci-
tors/reactors. In addition, several types of switched
thyristor advanced control devices are being intro-
duced into the power system. These devices have
become to be known as FACTS(Flexible AC
Transmission System), and encompass static VAR
compensators{ VARs), consist of a thyristor control-
led reactor in series with a fixed capacitor, and
static condenser(STACON), based on a voltage
sourced converter. Both devices control bus voltage
through injecting a reactive current at the bus. Pre-
sent operating procedure is to monitor and control
a number of buses in the system on the basis of
operator experience, operating practices and load
flows.

2.2 Problem Statement

In general, optimal reactive power and voltage
control can be expressed as a nonlinear optimiza-
tion. Let X denote the vector of “state” variables
and U the vector of “control” variables which are
composed of bus voltage and transformer tap ratio.
Then the equality constraints of the problem can be
expressed as

g(X, U)=0.
which represents real and reactive power supply
and demand balance. The inequality constraint ap-
plied to state, control and output variables also can
be expressed as

h(X, U)<0.

These are classified into generation constraints,
voltage limit constraints, security constraints on
line flows, capacity limit for reactive power com-
pensation sources and environmental constraints
limiting emissions. The objective functions, (X,
U), in the problem such as economic criterion,
pollution criterion and combined economic/security
criterion can be applied. However, modeling some
constraints and objectives is complicated by the
regulatory uncertainties and the information inade-
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quacies. Consequently, the consideration of these
constraints and objectives is optional to avoid un-
necessary restrictions that increase the computation
time and deteriorate the computational efficiency.

2.3 QVC Formulation

One of the main objectives operating the power
system is to supply the consumers the electrical
energy without even short period of failure at a
minimum cost. The problem of QVC can be formu-

lated as :
(QVC) © Min {(X, U)
st. g(X, U)=0
h(X, U)=<0

The control vector consists of continuous vari-
ables and discrete variables, so that the problem
should be formulated as a mixed-integer program-
ming fashion. The original problem of QVC is in
the form of nonlinear programming. However, the
mathematical expression of this problem is pre-
sented here as a linear programming problem to
improve computational efficiency and to obtain
modeling easiness. Now, the problem of QVC
formulated as a linearized form suitable for a mix-
ed-integer linear programming is as follows' :
{(QVC) © Min C;X+C,U

st. AX+BU=w
DX+EU<z

3. SECURITY ASSESSMENT

3.1 Security Assessment Approaches

There are currently two basic approaches to the
estimation of future system security namely the
deterministic approach and probabilistic approach.
The deterministic technique requires that certain
calculations such as AC loadflow be made for all
conceivable future contingencies. The results of
these studies are then reviewed and a judgment is
made of whether or not some corrective action is
required to maintain adequate system security. The
probabilistic approach uses the probability of all
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the constituent components compnsing the power
system, in which the unplanned behavior of each
component must be quantified normally by means
of associated probabilities of occurrence of certain
conditions. The probabilistic approach can supply a
consitent criterion for control action given the re-
sults of the contingency tests in comparing to the
deterministic one which does not take direct
account of the unequal probability of occurrence of
each system contingency. However, the determinis-
tic approach clearly indicates those operating con-
ditions that would result in a breach of system
security. The first stage in the assessment of secur-
ity is the development of a set of events whose
occurrence would be considered to be a breach of
security. These events might typically include -
(a) voltage violation at any bus

(b) overload of any transmission line or other

equipment
(¢) insufficient real and/or reactive power generat-

Ing capacity

3.2 Security States and Assessment Process

Power system conditions are described by sever-
al operation states, which are governed by three
sets of generic equations-one differential and two
algebraic. The differential set encodes the physical
laws governing the dynamic behavior of the sys-
tem’s components. The two algebraic sets comprise
equality constraints which equate the system’s total
load and total generation balance and inequality
constraints which state that some system variable
as currents and voltages must not exceed maximum
levels representing the limitations of physical
equipment. A basic framework for measuring secur-
ity based largely on operating limits was defined in
1967 by Dy Liacco'®. He described a security
regime divided into Normal, Alert, Emergency and
Restorative states. In addition to the four states
discussed above, In Extremis state was proposed
by Fink and Carlsen'®. This is the most common
form of security metric which produces a set of
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discrete values. Discrete metrics provide better re-
solution of power system security than binary ones
since most sets of discrete values have on secure
value and several different insecure values. The
relationship among the five states can be shown
i1

The power system is operating in the Normal
state when all operating limits are satisfied and
load and generation are balanced. In this state,
reserve margins are sufficient to provide an adequ-
ate level of security with respect to the stresses to
which the system may be subjected. If the security
level falls below some threshold of adequacy, and if
the probability of disturbance increases, then the
system goes into the Alert state. In this state, the
power system 1s still operating within all limits, but
a reasonable contingency could cause it to violate
some inequality constraints ; e.g., line thermal limits
or bus voltage magnitude limits. The Emergency
state is entered when any operting limit in the
power system is violated, so that action is taken to
return the system to at least the Alert state. If these
measures are not taken in time, or are ineffective,
and if the initiating disturbance or a subsequent
one is severe enough to overstress the system, the
system starts to disintegrate and enters In Extremis
state. In this state, equality as well as inequality
constraints have been violated and emergency con-
trol action should be directed toward salvaging as
many portions of the system as possible from total
collapse. The Restorative state exists when some
remaining equipment still operating within rated
capability and some load is not supplied, and ac-
tion 1s begin taken to restore power to the all lost
loads and reconnect the system. The objective of
the general security assessment process is to deter-
mine the security state of the power system ofr
some given initial condition. Transitions to the
Emergency and Restorative states are easily de-
tected and the Emergency or Restorative states can
be determined without any difficulty from the initial
conditions. The difference between the Normal and
Alert states is much more difficult to detect. A
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contingency occurring while operating in the Alert

state can possibly lead, through the Emergency

state, to a blackout. For this reason, within this
framework of security states, the major problem in
security assessment has been to determine whether

a system is operating in the Alert state. There are

four major steps in the security assessment process.

Of course, the method used to perform each step

may differ from approach to approach, and from

utility to utility, but the general outline of the
process remains the same -

{a) Select a base case operating state, and prepare
data describing it.

{b) Select contingencies, unplanned outages of one
or more power system elements, such as trans-
mission lines, transformers or generators.

(c) Evaluate contingencies, simulating the effect of
each contingency on the base case.

(d) Interpret the simulation results, and report con-
clusions.

3.3 Contingency

Because security is related to the ability to con-
tinue operation after a contingency occurs, an ideal
assessment would consider the effects of every
possible contingency. But the number of possible
contingencies in a typical power system is very
large, and also the probability of a contingency
occurring goes down as the number of components
in the contingency goes up. Therefore, the number
of contingencies to be analyzed is limited by one of
several methods, making a list of contingencies to
analyze by contingency selection algorithm. The
effect of a contingency on a power system can be
divided into transient and steady state effect. When
an unexpected outage of equipment such as gener-
ators or transmission lines occurs on a power sys-
tem, large transients may occur during the next few
voltage cycles. Both transient effects and steady
state effects can cause additional equipment out-
ages. The ability of the power system to withstand
the transients is called dynamic security. The abil-
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ity of the power system to coatinue operation after
the transients have died out is steady state security.
For steady state security, the numerical algorithms
are commonly referred to as load flows. Full AC
load flow method evaluates the voltage solution for
the power system with contingency. The calcula-
tion results are the complex voltages at every bus
of the power system, the corresponding transmis-
sion line real and reactive power flows. generator
and load complex power values and transformer tap
positions. DC load flow method assumes constant
voltage magnitudes and reactive power flows, and
evaluates only the real power flows on the network.
For dynamic security, as contingency evaluation
methods are integration method and direct energy
method. The computational burden of the former is
prohibitive for on-line assessment. The latter is
being used experimentally, but are not widespread.
In this paper, steady state security assessment
based on full AC load flow method is focused.

3.4 Techniques for Voltage Security

The secure operation of the power system in-
volves first assessing security, and then taking ac-
tion to maintain security at an adequate level.
Some typical questions relevant to voltage security
assessment are as follows'*!?;

(a) What are the security criteria to which the
utility operates ?

(b) How are bus voltage limits set? What is the
basis for setting them ?

(¢c) What corrective actions are taken to correct or
prevent low voltages ?

(d) When no voltages are in violation, what vol-
tages do the operators like to look at, and
why ?

A formal method of comparing of voltage prob-
lems is not yet well-developed. In general, the
problems at lower voltage levels are local in nature,
while the problems at higher voltage levels can
spread through and beyond the power system or are
more likely to lead to voltage collapse. Most oper-
ators seem uncertain of what voltages to maintain
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and how to go about maintaining them. They know
that the security implications are serious, and are
aware of the mechanism of voltage collapse, but
they don't have any analytical tools to predict this
event reliably, although some mentioned divergence
of loadflow as an indicator. When discussing secur-
ity, power system opertors speak casually about
whether the power system is secure, or insecure.
But they also discuss how secure the system is.
This is often done in terms of an amount of secur-
ity, or the distance from insecurity. This suggests
that some form of distance value would be an
acceptable measure of security.’ For voltage secur-
ity assessment, the sum of absolute value of differ-
ences between bus voltage aﬁd voltage limit over
all buses with violations, or 3 W;- | Vius™ Viimit |
where M is total number of buses with violations
and W, is weighting value with respect to the
importance of the violated bus, can be used as a
distance measure. More complex numerical mea-
sures, of course, are possible. The security status of
power system can be discussed and classified by
these distance measures. To alleviate voltage prob-
lems can be employed corrective actions such as
shunt switching, tap changing, generator MVAR
changing, load switching, off-line generator starting
and load shedding.

4. DESIGNING A-TEAM

4.1 Definition of A-team

The net capability of a work force to perform
tasks depends not only on the inherent capabilities
of its agents, but also on how they cooperate. In
other words, net capability is invariable different
from the sum of the inherent capabilities, and is
sensitive to the organization used. There are two
broad classes of organizations © hierarchy and non-
~hierarchy called a hetrarchy. The problem of de-
signing an organization involves a choice between
a hierarchy and a hetrarchy, the former having the
disadvantages of supervisory overhead and fragility,
the latter, of inefficiency and strangeness. The
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A-team resulted from the desire to develop a com-
putational framework for the systematic design of
organizations that combine both human and com-
puter-based agents. An Asynchronous team
(A-team), designing a decentralized organizational
scheme, is defined by Talukdar*™” as any super-
agent, an aggregation of lesser agents, whose agents
are autonomous, whose communications are asyn-
chronous and whose data flow is cyclic. Based on
the assumption that all communications among a
finite set of agents can be modeled by a finite set
of shared memories, A-team(a set of super-agent)
can be modeled as a network of memories and
agents. It is convenient to represent this network by
a directed graph, called a data flow, whose nodes
denote memories and whose arcs denote agents.
Each agent reads data from the memory at its tail,
processes these data, and writes the results into the
memory at its head. That is, the data flow visual-

izes the routes by which the data exchanges among’

agents may occur. Also, supervisory relationships
among agents is denoted by another directed graph,
called a control flow, whose nodes represent agents
and whose arcs represents the supervisory relations
among them. Fig. 1 represents the control flow and
data flow of an A-team. The two rectangular boxes
labeled ‘A’ and ‘B’ are memories. The agents are
the arrows labeled ‘a’, ‘b’, ‘c’, ‘d’ in the data
flow, and circles in the control flow”.

OOOG

(a) Control Flow

L F T
b

(b) Data Flow

Fig. 1 Control flow and data flow of A-team
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4,2 Characteristics of A-team

The most important features that characterize

A-teams are summarized as follows”.

(a) Autonomous Agents . Agents with a multi-
tude of skills are combined so they comple-
ment and help one other. And they make their
own choice about their data processing policy
for input selection, scheduling, etc.

Most agents

—_~
o

Asynchronous Communication :
use available information in shared memories
without any synchronization among them. This
renders the agents to read and write informa-
tion without waiting for results from another
and enables a highly parallel implementation.
Open Organization .

(¢
~—

Since autonomous
agents are completely independent of any
other agent, new agents can be added or cur-
rent agents deleted without notification for the
remaining agents.

(d) Cyclic Data Flow :

and store information continuously in the

Agents retrieve, modify

shared memories. A continuous flow of mod-
ifications is carried out by the agents, such that
the iteration and feedback among them are
possible. As a result, the agents develop and
maintain better solutions to the problem.

4.3 Agents in A-team

Like rules in an expert system, the number of
agents in an A-team tends to grow continually. In
order to form each algorithm into an autonomous
agent, the algorithm must be able to choose when
to work and what solution to work on, and be able
to deposit its output into a shared memory. These
functionalities can be easily be appended to the
beginning and/or the end of nearly any algorithm.
The major agents involved in solving the QVC and
security assessment problem are -

* Data Acquisitioner(DA) © to collect the latest
data of power system and solutions.

* Random Initializer(RI) . to provide starting
points for the A-Teams.
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* Contingency Generator(CG) . to generate con-
tingencies and to analyze them.

Loadflow Calculator{LLC) . to calculate the
power flow of the system in order to obtain the
system state.
Creator(CT) -

in each situation using mixed-integer linear prog-

»

-

to generate the optimal solution

ramming.

Security Assessor{SA) © to assess the system

security in terms of framework based on Fink

and Carlsen.

* Results Reporter{RR) :
the user.

* Destroyer(DT)
tions by employing the policy that selects a solu-

to report the results to
to eliminate the obsolete solu-

tion in solution memory with linear probability
distribution, which has probability zero of select-
ing the best solution in memory and increases
linearly until the worst solution.

4.4 Working Strategy

To visualize how the A-team suggested here
works, think of the structure of A-team as a distri-
buted collection of two memories in Fig. 2. One of
these memories contains the data of power system
being considered and populations of coarse (initial)
solutions to the problem created by random in-
itializer agent. The other contains population of
improved solutions generated by creator agent
based on mixed-integer programming. Before all
the agents of an A-team start running, it is neces-
sary to initialize the coarse solution memory in Fig.
2 with some number of solutions. The coarse solu-
tion memory is initialized and modified continually
by random initializer algorithm which creates a ran-
dom feasible solution of the problem. Each popula-
tion is continually transformed by agents working
in parallel. One agent, called creator, add members
to the population, other called, destroyer, cull mem-
bers from it. The creator works to produce solu-
tions that are better in terms of its criterion; des-
troyer tests solutions with respect to its criterion
and eliminates those that fail.
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DA

Power System
Data & Initial
Feasible Solution

Improyed Solution
* Good Plan

* Assessment _~] DT

CG SA

Fig. 2 The structure of an A-team for QVC/Security

The A-team described in this paper can be im-
plemented using a server/client structure. Agents
are clients that request information through remote
procedure calls to process to the shared memories
that are servers. Servers reply client’s requests in a
first-in—first-out fashion, which serialize requests,
therefore avoiding simultaneous accesses of diffe-
rent clients(agents) to common data in a same
shared memory. Because an A-Team has auton-
omous agents sharing common memories, and ser-
vers and clients are individual processes, it can be
implemented in one or more computers. In this
paper, the results of A~Team using only one com-
puter is presented.

5. RESULTS

The A-team developed in previous sections has
been applied to the small power system, IEEE 14
bus system in order to demonstrate its effeciency
and availability. The system consists of with 14
buses, 20 lines 5 generators, 3 tap-changing trans-
formers and 3 capacitor banks(bus 4, 10, 14).
Some results from tests on the system with line 4
outage are shown in Table 1. The lowest bus
voltage is 0.914, per unit value, and 9 buses{about
70% of total buses) have a low voltage problem as
lower limits are 0.95. The curves in Fig. 3 display,
respectively, the changes in operating cost for two
systems, base case system and line 12, 17 outaged
system. Operating cost was approximated by a

weighted sum of real power genperations'®.
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6. CONCLUSIONS

This paper has outlined a process for solving
reactive power/voltage control and security assess-
ment problem in a power system. The reactive
power/voltage control problem is formulated using
a mixed-integer linear programming code, and sys-
tem security is assessed by a deterministic
approach based on AC load flow calculations. The
integrated problem is solved by an asynchronous
team of agents, an organization for agents which
are all autonomous, work in parallel and communi-
cate asynchronously. The results are not bad as
compared to the results produced by conventional
iterated methods'®. But, it is reasonable to expect

Table 1 Results for line 4 outaged system

that the A-team approach can get far better solu-
tions in a shorter time, provided that good agents,
such as Random Initializer in this study, are given.
The A-team is open(so new agents can be easily

1830 -

N \/—Linc 12,17 outaged system

Base case system

1760 - "
1 2 3 4 5 6 7 8 9 10 11 12 13 14

BEST SOLUTION -eceeu>

Fig. 3 Evolution of the Operating Cost

vari initial value 5 best solution values in solution memory
V1 1.000/ 0.000 1.049 1.049 1.048 1.046 1.049
V2 0962/ -8674 1.023 1.023 1.022 1.019 1.023
V3 0.940/-18212 1.004 1.005 1.002 0.996 1.003
V4 0.916/-18733 0.989 0.989 0.987 0.984 0.988
V5 0.914/-18.557 0.988 0.988 0.987 0.984 0.988
V6 0.962/-27.130 1.030 1.030 1.032 1.021 1.030
v7 0.956/-22.308 1.020 1.020 1.027 1.024 1.021
V8 1.000/-19.138 1.042 1.042 1.049 1.051 1.042
V9 0.941/-26.292 1.021 1.021 1.025 1.018 1.021
V10 0.927/-28.166 1.013 1013 1017 1.008 1013
A28 0.931/-29.077 1.009 1.009 1.012 1.002 1.009
V12 0.924/-29.955 0.997 0.997 0.999 0.988 0.997
V13 0.936/-28.664 1.009 1.009 1.012 1.001 1.009
V14 0.918/-28.587 1.004 1.004 1.008 0.998 1.005
Q1 0976 0.000 0.000 0.000 0.000 0.000
Q2 50.000 50.345 50.328 50.595 50916 50410
Q3 40.000 36.280 36.354 35.352 31.958 35.569
Q4 0.000 4947 4.952 4.875 4.743 4936
Q6 49.998 50.644 50.586 51.313 51.056 50.980
Q8 25.897 13.425 13.339 13.452 16.957 13.704
Q10 0.000 9.820 9.829 9.630 9.251 9.778
Ql4 0.000 4.873 4.879 4748 4.541 4844
T1 1.000 1.0250 1.0250 1.0250 1.0375 1.0250
T2 0975 0.9875 0.9875 0.9750 0.9750 0.9875
T3 0.9625 0.9375 0.9375 0.9375 0.9500 0.9375
COST 1914.961 1879.0874 1879.0687 1879.3730 1880.6621 1879.1937

added), distributable(so it can be readily im-
plemented in a network of computers), and effec-
tive(so it can find good solutions). The solution
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process has, as yet, only been tested on small and
relatively uncomplicated problems(IEEE 14 bus
system) ; parctical issues of problem formulation
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have not been taken into account. Many imple-
mentation questions must be answered before the
process can be applied to real large-scaled power
systems and real-time operations.
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