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요약

최근 들어 디지털 위터마킹(watermarking) 기법이 디지털 멀티미디어 컨텐츠 저작권 보호를 위한 새로운 해결책으로 제시되고 있으며, 국내외에서 이와 관련된 연구가 활발히 진행되고 있다. 본 논문에서는 문서, 영상, 그리고 오디오의 멀티미디어 컨텐츠 보호를 위해 사용되는 대표적인 위터마킹 기법들을 소개하고 이를 이용한 실험결과를 제시하였다.

I. 서론

인터넷과 같은 컴퓨터 링크 및 컴퓨터 이용의 급격한 발달로 인하여 문서, 음성, 오디오, 영상, 통영상 등의 멀티미디어 데이터의 이용 및 보급이 일원화 되고 있다. 그러나 이러한 멀티미디어 데이터들은 디지털이라는 속성으로 인하여 복사할 수 있게 되며, 또 하나의 원본이 만들어져 되므로 누구나 손쉽게 복제적인 복제를 통해서 이들 디지털 데이터를 확득할 수 있게 된다.

지금까지 가장 대표적이고 널리 사용되는 데이터보호기법은 데이터를 암호화 하는 방법으로 암호를 알지 못하면 데이터에 접근이 불가능하다는 장점을 있다. 하지만 일반 암호가 해독된 데이터는 아무도 제재 없이 불법적 으로 복사되고 배포될 수 있다는 문제점을 가지고 있다. 이러한 이유로 인해 최근에 디지털 위터마킹 기법이 디지털 멀티미디어 컨텐츠 저작권 보호를 위한 새로운 해결책으로 제시되고 있으며, 국내외에서 이와 관련된 연구가 활발히 진행되고 있다고 알려져 있다[1-5].

본 논문에서는 멀티미디어 컨텐츠 보호를 위해 사용되는 대표적인 위터마킹 기법들을 소개하였다. 멀티미디어 컨텐츠의 속성상 각각의 컨텐츠는 각기 다른 방식으로 위터마크가 내장되어야 하므로 위터마킹 기법들은 문서, 영상, 그리고 오디오에 따라 분류하고 이들에 대한 실험을 수행하였다.

II. 문서 데이터의 위터마킹

문서 데이터의 위터마킹은 전자문서 환경으로 저장된 2진 영상을 위주로 하는 주로 연구되어 왔고 최근 들어 OCR(optical character recognition)기술과 결합하여 그 응용 범위가 더욱 확대되어 왔다. 문서 데이터 위터마킹의 대표적인 응용으로는 최근에 널리 이용되고 있는 가상 디지털 도서관(virtual digital library)의 경우가 이에 해당한다.

문서 데이터 위터마킹 기법은 Brassil[6]에 의해 광범위하게 연구되어졌는데 대표적인 문서 데이터 위터마킹 기법으로는 라인 천이 부호화(line shift coding), 단어 천이 부호화(word shift coding), 그리고 특성 부호화(feature coding) 방법이 있다. 라인 천이 부호화는 문서에 있는 라인들의 간격을 위로 아래로 조금씩 이동시키는 방법이다. 이때 문서에 저장되게 되는 위터마크 정보는 각각의 라인의 음직임 방향에 의해 결정되기 때문에, 단어 천이 부호화의 경우
어떤 퀀트 부호화와 유사하게 단어들 사이의 공간을 조정하여 워터마크 정보를 내장하게 되는 기법이다. 특정 부호화 방법은 문서에서 특정 문자들의 모양을 특정으로 선정하여 이들의 모양을 약간씩 변형시켜 워터마크 정보를 내장 시킨다.

### III. 영상 데이터의 워터마킹

#### 가. 공간영역에서의 워터마킹

이 방법은 공간영역에서 영상 데이터를 표현하는 각각의 픽셀(pixel) 값을 이진수로 표현한 다음 이 중 LSB(Least Significant Bit)에 워터마크를 직접 내장하는 방법이다[2]. LSB에 워터마크를 내장하는 이유는 워터마크를 내장한 후에 발생할 수 있는 영상의 품질을 최소화 하기 위해서이다. 이 알고리즘에서 이진수로 표현된 픽셀에 내장되는 워터마크는 당연히 이진수로 표현되어야 한다. 워터마크 검출 시에는 비기 저장된 워터마크와 워터마크가 내장된 영상에서 추출한 추정된 워터마크 간에 상관관계를 이용하여 실제 워터마크가 내장되었는지를 판단하게 된다.

#### 나. 주파수영역에서의 워터마킹

현재 대다수의 워터마킹 알고리즘은 DCT(discrete Cosine Transform)나 DWT(discrete wavelet transform)과 같은 주파수영역에서 워터마크를 삽입하고 있다[7-13]. 과거의 워터마킹 기술이 알고리즘의 비공개에 주로 의존해 온 반면, Cox[7]의 방식은 알고리즘을 공개할 수 있다는 점에서 기술적으로 큰 변화를 가져온 계기가 되었다. 이 방식에 있어서 워터마크와 백색잡음의 의미고 이 백색잡음은 슈도랜덤수(pseudo-random number)이다. 이 슈도랜덤수를 발생시키는 seed가 워터마크를 찾아내는 key(키) 역할을 한다. Cox의 방식은 워터마크 검출시 완성상과의 차를 이용한다는 점에서 약점이 존재하지만, 이 방식은 현재 연구되고 있는 대부분의 워터마킹 기술에서 이용되어 사용되고 있다.

워터마크 $w(n)$는 다음 식(1)과 같이 자기상관함수가 일원스 형태인 백색잡음이다.

$$R_w(r) = E[w(n+r)w(n)] = \sigma_w^2 \delta(r)$$  \hfill (1)

워터마크의 삽입 시 워터마크의 크기는 영상의 신호에 비해 상대적으로 적절히 작도록 설정하여야 한다. 또한 원영상의 주파수 성분 중, 크기가 큰 주파수 성분에 워터마크의 크기를 크게 삽입하고, 크기가 작은 주파수 성분에는 워터마크의 크기를 작게 삽입한다. 즉,

$$w(n) = \alpha \cdot X(n) \cdot w(n)$$  \hfill (2)

여기서, $\alpha$는 상수이고 $X(n)$은 워터마크를 삽입하고자 하는 영상 신호의 n 번째 주파수 성분이다.

그러다, 워터마크가 삽입되는 주파수 영역은 공간에 강하고 공간이 가해졌을 때 영상 신호의 화질을 크게 손상시킬 수 있는 영역이어야 한다. 고주파 대역에 워터마크가 삽입될 경우 공간으로부터 쉽게 워터마크가 제거될 수 있다. 또는 앞쪽 알고리즘을 통해서도 쉽게 손상될 수 있다. 반면, 저주파 대역에 워터마크를 삽입할 경우, 워터마크를 제거하기 위해서 저주파 대역에 왜곡을 가해야 한다. 이는 영상 신호의 주파수 성분들이 저주파대역에 집중되어 있어 영상 화질에 큰 저하를 가져온다. 따라서 영상을 2차원 DCT를 수행한 후 저주파 대역이면서 주파수 성분의 크기가 큰 N개의 성분에 대해 워터마크를 삽입한다.

$$X'(n) = X(n) + \alpha \cdot X(n) \cdot w(n)$$  \hfill (3)

여기서 $X'(n)$은 워터마크가 삽입된 주파수 영역에서의 원영상 신호이다.

워터마크의 검출은 워터마크가 삽입된 신호와 워터마크 사이의 상관성을 구함으로써 쉽게 이루어질 수 있다. 그림 1은 워터마크의 검출과정을 나타낸 것이다. 그림 2(a)는 원본 lenna 영상이며, 2(b)는 Cox 알고리즘을 이용하여 워터마크를 내장한 영상이다. 두 영상의 사각적인 차이를 거의 느낄 수 없다. 그림 2(c)와 2(d)는 Cox 알고리즘에 공간을 가졌을 경우에 대응 예를 보여주고 있다. 그림 2(c)는 워터마크가 내장된 영상을 150×150으로 decimation한 후 다시 원래의 크기인 256×256로 확장하였음을 보여준다. 
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으로 선행보간 한 후의 유사도(similarity)를 나타내고 있다. 그림 2(d)는 가우시안 잡음을 참가한 후 재해석용파필터를 거친 경우를 보여 주고 있다. 공격이 가해진 영상에서 위터마크 알고리즘이 얼마나 강력한가를 판별하는 척도는 유사도의 값이 얼마나 크게 나왔는지에 달려있다.

[그림 1. 위터마크의 검출]

IV. 오디오 데이터의 위터마크

현재까지 발표된 위터마크 알고리즘의 대다수는 영상데이터를 대상으로 하였고, 오디오 데이터를 대상으로 한 경우는 극히 일부에 지나지 않는다. 하지만 최근 들어 문제가 되고 있는 MP3 오디오 파일의 불법복제 등을 생각해 볼 때 오디오 데이터의 위터마킹 기법 역시 시급히 해결되어야 할 과제이다.

최근까지 연구된 오디오 데이터 위터마킹 방식 중 공격에 강하더라도 상대적으로 오디오의 품질을 손상시키지 않는 것으로 알려진 방식은 이간의 장착특성을 이용하는 방법이다. 즉, 마스킹 곡선을 이용함으로써 위터마크가 삽입된 후에도 오디오 데이터의 품질을 얻어 떨이 지지 않게 되어 임의의 공격에도 강한 특성을 지니게 된다[14]. 전제적인 알고리즘은 다음과 같다.

1) 오디오 신호를 일정크기의 처리 단위인 프레임으로 나눈다.
2) 프레임 단위의 오디오 데이터의 전력 스펙트럼을 구한다.
3) 구해진 스펙트럼에서 순응과 잡음성분을 구한다.
4) 가장한계곡선 이하의 성분을 제거한다.
5) 각각의 순응 성분과 잡음 성분에 대한 마스킹 곡선을 구한다.
6) 구해진 각각의 마스킹 한계치를 이용하여 전체적인 마스킹 곡선을 구한다.
7) 프레임 길이와 동일한 랜덤신호를 발생시킨 후 전력 스펙트럼을 구한다음 마이크로이드 오디오 신호의 마스킹 곡선과 골반 다음 역변환 하여 시간영역의 위터마크를 구한다.
8) 구해진 위터마크를 오디오 신호에 대하여 삽입한다.

그림 3은 전체적인 위터마크 과정을 나타내고 있다. 이 방법에서 위터마크의 검출과정은 앞 절에서 설명한 Cox의 방법과 동일하다.

그림 4는 앞서 설명한 알고리즘을 이용하여 위터마크된 오디오 데이터에 공격이 가해졌을 경우에 대한 결과이다. 그림에서 watermark A

(a) 원본영상
(b) 위터마킹된 영상 (유사도: 30.12)
(c) Resized(150x150) 영상 (유사도: 23.76)
(d) Gaussian noise + lowpass filtering
(유사도: 21.70)

그림 2. 위터마크가 내장된 영상 및 공격이 가해진 경우의 위터마크 검출 예
그림 3 오디오 위트마크 과정

는 실험 오디오 데이터에 삽입된 위트마크를 이용하여 검출한 결과를 나타내며 watermark B는 삽입된 위트마크와 다른 위트마크로 검출한 결과를 각각 나타내고 있다.

공격으로 사용된 방법으로 Band-pass filtering, Down sampling, Time scale modification, Low bit-rate coding의 네 가지 경우를 사용하였다. 그림에서도 확인할 수 있듯이 Band-pass filtering, Down sampling, Time scale modification의 경우에는 삽입된 위트마크를 안정적으로 검출할 수 있었다. 하지만 Low bit-rate coding 방식인 MPEG2 AAC를 이용하여 공격이 가해졌을 경우 상대적으로 검출이 힘들음을 확인할 수 있었다. 이는 위트마크 암호리즘에서 사용한 심리음향 모델과 MPEG2 AAC에서 사용한 심리음향 모델이 서로 다르기 때문이다. 이 외에도 MPEG 2 AAC에서는 여러 가지 신호처리기色々한 기법들이 사용되어서 신호 자체에 많은 변형이 생겨서 다른 공격에 비해 상대적으로 검출이 어려웠다.

그림 4. 위트마크가 내장된 오디오에 공격이 가해진 경우의 위트마크 검출 예

(*) : watermark A, (o) : watermark B
V. 결론

본 논문에서는 멀티미디어 데이터의 소유권을 보호할 수 있는 문자, 영상 및 오디오 데이터의 위타마킹 기술에 대해 살펴 보았다. 지금까지 연구된 위타마킹 기술의 경우 부분적으로는 임의의 공간에 전달 수 있으며 각각적으로도 양호한 결과를 보인다고 발표되고 있다. 하지만 현재까지 모든 조건을 만족하는 강력한 위타마크 알고리즘은 앞으로 많은 기술적 발전이 있어야 가능할 것으로 판단된다.
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